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A network is made up of computers and network devices
that run on different operating systems and communicate
with each other within an environment. The network
connects servers, workstations, personal computers, and
a variety of software and hardware devices like printers
and fax machines. To work properly, all of the computers
and devices in the network need to be maintained.

Advanced System Manager Pro (ASM Pro) is a network
management software that allows you to spot errors or
potential system malfunctions in network devices through
a single management station. It also allows you to monitor
all of the systems and devices on your network without
sacrificing efficiency.

Advanced System Manager Pro consists of two elements:
a manager console and system agents. The manager
console monitors all of the agents in the network. The
system agents are the software programs on each of the
systems in the network that collect information about the
systems and report the information to the manager
console.



) Features

The major features of ASM Pro management system include the following:

ASM Pro Console

ASM Pro Console is the manager console where all of the information
that is gathered from the system agents is evaluated and assessed,
using two protocols: SNMP (Simple Network Management Protocol)
or DMI (Desktop Management Interface).

The SNMP and DMI protocols return the information from the system
agents to the ASM Pro Console through the Management Information
Base (MIB) Object ID get/set requests from the ASM Pro Console.

DMl is an API (Application Programming Interface) that allows system
agents to collect information from the instrumentation code
supporting MIF (Management Information Format) in the system.

System Alert Manager

System Alert Manager is a utility that runs in the background of your
ASM Pro Console system every time you bootup. It monitors network
systems for faults and malfunctions and warns you if such an event
occurs. This utility also includes an event viewer that allows you to
view the event logs of network systems.

ASM Pro Server Agent Utilities

The ASM Pro sever agent utilities are configuration utilities that run
under SCO OpenServer, SCO Unixware, Windows NT, and NetWare.
These utilities allow you to enable or disable password protection,
create and change passwords, change event handling options, and
create, change or delete IP addresses.

ASM Pro MIB Browser (customized version only)

ASM Pro MIB Browser is an MIB (Management Information Base) file
browsing tool included with the ASM Pro package. This tool allows
you to view and modify the OID (Object ID) values of the systems you
are managing on your network. It also allows you to define and
maintain a list of OIDs to view.

ASM Pro MIF Browser (customized version only)

ASM Pro MIF Browser is an MIF (Management Information Format)
file browsing tool included with the ASM Pro package. This tool is
used to describe a hardware or software component of a system. MIF
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files are used by DMI (Desktop Management Interface) to report
system configuration information to the Console.

Asset Manager

Asset Manager gathers information about the hardware and software
configuration of each system being monitored by the ASM Pro
Console, and saves this information in an asset log file for future
reference.

Asset Manager consists of four parts:

e Asset Control - shows you the hardware and software
configuration of the system currently being monitored.

e Asset Statistics Information - summarizes the hardware
information contents of two or more systems.

e Asset Log - Displays the asset log and saves it to disk.

e Asset History - Shows a comparison of two or more asset log
versions of a system.

Statistic Viewer (customized version only)

Statistics Viewer records and displays system utilization information
about monitored systems. This information can then be saved for
future reference.

Alert via LAN

The Alert via LAN (Land Area Network) function of ASM Pro enables
administrators to easily monitor and reconfigure local systems via a
network.

Remote Console

The Remote Console function of ADM allows the administrator to
remotely control the local systems connected to the LAN via the
server, if access is granted.

CMOS Setup Manager

CMOS Setup Manager is one of the ASM Pro utility programs used to
change the CMOS settings remotely. With this remote capability, you
do not need to visit the machine physically to change the CMOS
settings for some abnormal system configuration. This program is not
intended to replace the common CMOS setup function provided by
all BIOS vendors, but for convenience under Windows environments,
including Windows 9x and Windows NT systems. This feature
requires proper hardware support.

BIOS Update Manager



BIOS Update Manager updates the BIOS remotely. With such remote
capability, administrators do not need to visit the machines physically
to upgrade their system BIOS. Administrators can also schedule the
upgrade in advance, and the BIOS Update Manager will perform the
task at the scheduled time. This feature requires proper hardware
support.



Introduction



1 Getting started



Advanced System Manager Pro (ASM Pro) is a
network system management tool designed to
assist you in monitoring performance, managing
assets, and detecting errors or potential system
malfunctions in network systems.



) Welcome

The ASM Pro package consists of the following software components:

ASM Pro Console

ASM Pro Console is installed on the monitoring station and collects
the server information provided by the ASM Pro Server.

ASM Pro Console supports systems running on Windows 98,
Windows NT, or Windows 2000.

ASM Pro Server Agent

ASM Pro Server Agent is installed on the network servers that are
monitored by the ASM Pro Console.

ASM Pro Server Agent supports systems running on Windows NT
Server, Windows 2000, Novell Netware, SCO Openserver, SCO
Unixware, or Red Hat Linux.
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1 Getting started

Features

The basic features of ASM Pro are as follows:

System Information - helps you locate the systems in your network
and collects general information about your systems like operating
system, protocols, addresses, etc.

Configuration Information - shows the configuration of hardware
devices (i.e. BIOS, I/0O ports, hard disks, network interface cards, etc.)
and software installed in each system in your network.

Performance Monitoring - displays utilization information of system
resources like read/write useage, network packets, memory, and the
central processing unit, and shows whether these resources exceed
their allowable threshold value.

Fault Management - checks the systems for hardware errors and to
see if a system resource has exceeded its threshold value. When the
threshold is exceeded, the program notifies the system administrator.
When a hardware error occurs, it can be set to shut down the system
to protect it from further damage.

ASM Pro also provides a number of utilities to help you view information
and manage your network systems:

System Alert Manager (SAM) - runs in the background of your
system and warns you immediately of any abnormal events. You can
use it to trace system failures and malfunctions.

ASM Pro MIB Browser - checks the network for all available MIB
(Management Information Base) defined systems. It can also build a
user-defined browsing object database to view the information for
each system.

ASM Pro MIF Browser - checks the network for all available MIF
(Management Information Format) defined systems. It can also build
a user-defined browsing object database to view the information for
each system.

Asset Manager - monitors systems for any hardware component
changes and logs them into a database for future reference.

Statistic Viewer - monitors systems use and logs them into a
database for future reference. You can use it to identify and reduce
bottlenecks occurring in your network and servers.
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In addition to these features, ASM Pro also supports the following Add-
on' and Snap-in* modules:

e Mylex GAM Agent -

e CA Unicenter - This module creates classes and objects in the
repository of Unicenter TNG. The ASM Pro Agent object is created
automatically when a new host is added into the repository (manually
added or by auto discovery).

e HP OpenView -

For specific information about these add-on and snap-in module items,
please refer to their user’s guide.

1

See Appendix D for further information.
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1 Getting started

System requirements

ASM Pro Console

Intel Pentium or higher processor
64MB of RAM (128MB recommended)
20MB free hard disk space

Microsoft Windows 98, Windows NT, or Windows 2000 operating
system

Ethernet card
Modem

ASM Pro Server Agent

Intel Pentium or higher processor
64MB of RAM (128MB recommended)
20MB free hard disk space

Novell NetWare, SCO OpenServer, SCO UnixWare, Linux RedHat,
Microsoft Windows NT, or Windows 2000 operating system

Ethernet card

Modem (optional for RAS/OOB?)

2 RAS (Remote Access Services) and OOB (Out-of-Band)
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) System setup

Make sure that your computer meets the system requirements before
proceeding. You may also want to change your screen to 800 x 600
resolution or higher for optimum viewing.

Installing ASM Pro Console

To install ASM Pro Console:
1. Insert the Management CD into the CD-ROM drive on your system.
2. Click Applicatioons button.

3. In Applications lists, select Advanced System Manager(ASM) Pro
Console V4.5.

Click Setup button.
Follow the installation wizard.

click Finish to complete the installation.

Remember to remove all diskettes or CDs from the drives before
rebooting the system.

Installing ASM Pro Server Agent

ASM Pro Server Agent can be installed on four different operating
systems. The installation diskette contains the installation files for the
following operating systems:

¢ Novell NetWare 5.x

e SCO OpenServer 5.0x

e  SCO Unixware 7.x

e Microsoft Windows NT 4.0 Server

e Linux RedHat 6.2,7.1

e Microsoft Windows 2000 (Server and Advanced Server with SP1)



14 1 Getting started

Installing the Novell NetWare Server Agent

Make sure the SNMP (Simple Network Management Protocol) is
configured properly.

ASM Pro Server Agent requires SNMP.NLM running with Contro/
Community set to ‘public’, to allow ASM Pro Console to communicate
with ASM Pro Server Agent.

ASMAGENT.NCEF is the script file that loads all related modules of ASM
Pro Server Agent. To load the SNMP use the following command:

load snmp control=public

If you load SNMP.NLM before ASM Pro Server Agent, make sure that the
Control Community has been set up properly. For more information,
please refer to related documents about the SNMP Agent for NetWare
(NetWare SNMP).

Check AUTOEXEC.NCEF to see if you have loaded SNMP. Notice that
because of the auto loading feature of NLM, you can not directly find
where SNMP is loaded. The most common module is TCPIP.NLM which
auto loads SNMP.NLM. If you are using TCP/IP, load SNMP by using the
command line /oad snmp control=public before loading TCPIP.

For NetWare 4.x and Netware 5.x users, if you are using INETCFG.NLM to
configure the network, be sure to configure SNMP and make sure that the
SNMPNLM is running with Control Community set to ‘public’.

To install the Novell NetWare Server Agent:
1. Insert the Management CD into the CD-ROM drive on your system.

2. At Netware server console, type:

load cdrom.

3. At Netware server console,type:

load EB450MgmtCD:\APP\ASM\Netware\setup.

4. You are asked if you want to install the ASM Pro Server Agent on your
system. Select Yes to install.

The setup program detects the NetWare version and the model of the
server. It copies related NLM files into the SYS: SYSTEM directory
and C: of your NetWare server, and some needed command lines are
added into AUTOEXEC.NCF in SYS: SYSTEM.
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5. If the Mylex GAM driver and GAM service is installed in your NetWare
system, the setup program asks you to install the Bbp agent.

6. Press any key to continue. The ASM Pro Server Agent Configuration
Utility is launched.

7. The Password option is highlighted. Set up a password, and exit the
utility.

A password is required when using the ASM Pro Console to remotely
change or set any values for the agent, such as threshold values and
any trap handling method. If the password is disabled, there is no
security protection for the agent when the Console tries to change or
set these values.

8. Reboot the system to activate the ASM Pro drivers.

ASM Pro Server Agent automatically starts after the server is
restarted and running.

Installing the SCO OpenServer Agent

Make sure the SNMP (Simple Network Management Protocol) is
configured properly.

ASM Pro Server Agent requires SNMP running with community set to
‘public’. The IP address of ASM Pro Console should be in /efc/
snmpd.trap so that ASM Pro Console can communicate with ASM Pro
Server Agent.

Follow these steps to install the SCO Server Agent:
1. Insert the Management CD into the CD-ROM drive on your system.
2. Login SCO OpenServer as a super user.
3. In shell prompt, type following to mount CD-ROM:

mount /dev/cd0 /mnt/cd.
4. In shell prompt, type:

In -s /mnt/cd/APP/ASM/SCOOPE~1/ASMIPMI.DD /tmp/OL.000.000.
5. In shell prompt, type:

custom.
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6. Follows custom command Ul, select Software -> Install New ->
From ... -> Media Images -> /tmp.

If the SCO Server Agent has been installed, the program asks if you
want to preserve the existing config file. Choose Reinstall to
overwrite the previously installed SCO Server Agent, or choose
Upgrade if you know the existing password.

7. A password is required for a new installation. The system prompts
you to enter a new password, and after you have entered it once,
prompts you to reenter it.

8. After you set up the password, select the SNMP_Config option, and
enter the IP address of the ASM Pro Console system. (You can run
asmconfig at a later time to add or change the ASM Pro Console IP
address. See the ASM Pro Server Agent Utilities chapter in the ASM
Pro manual for information about running asmconfig.)

If the SCO Server Agent has been installed, target IP addresses
appear on this screen.

9. After installation complete, in shell prompt, type:

rm /tmp/VOL.000.000.

Configuring ASM Pro Server Agent for SCO OpenServer

You may disable the password if you are installing ASM Pro Server Agent
to use only UPS (Uninterruptible Power Supply) or RDM functions.

You can use the asmconfig utility to set up a password for the agent. A
password is required when you are using ASM Pro Console to remotely
change or set any values for the agent.

Refer to the ASM Pro Server Agent Utilities chapter in the ASM Pro manual
for instructions on how to use the asmconfig utility.

Installing the SCO UnixWare Server Agent

All of the following procedures require root permission.

To install the SCO UnixWare Server Agent:
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1.  Make the ASM Pro installation diskette from the DD file on the ASM
Pro package CD-ROM.

2. Mount the CD-ROM drive. For example, mount the CD-ROM to /mnt.

3. Insert an empty 1.44MB diskette into your floppy drive and execute
the command:

# dd if={PATH}/asmuw.dd of=/dev/rdsk/f03ht

Here, {PATH} denotes the directory where asmuw.dd is located. For
example, /mnt/UnixWare.

4. Insert the ASM Pro installation diskette into your floppy drive and, at
the shell prompt, execute this command to begin ASM Pro
installation:

# pkgadd -d diskette1 asm

The installation process copies the ASM Pro Server Agent package into
the

/usr/asm directory, and automatically makes changes to the following
system configuration files:

/etc/netmgt/snmpd.comm
/etc/netmgt/snmpd.peers
/etc/inittab

After the installation is complete, ASM Pro Server Agent can be manually
started by executing the command:

# /usr/asm/asmsmuxd

or it will automatically be started on the next system reboot.

Before starting ASM Pro SMUX Agent asmsmuxd, execute the ASM
Pro Agent Configuration Utility asmcfg to configure at least "SNMP",
"ASM Pro_Password" and other parameters. Refer to “Chapter 5-
ASM Pro Server Agent Utilities” in the ASM Pro manual for detailed
instructions on using the ASM Pro Configuration Utility.
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Installing the Microsoft Windows NT V4.0 Server or
Windows 2000 Server/Advanced Server Agent

Before installing the ASM Pro software, make sure that the TCP/IP
and its related SNMP service are installed on the server.
Follow these steps to install the Windows NT agent:

1. Insert the Management CD into the CD-ROM drive on your system,
and the CD-ROM will be automatically run to the Management CD UI.

Click Applications button.

In Applications list, select "Advanced System Manager(ASM) Pro
Agent V4.50".

4. Click Setup button.
Follow the following installation steps to complete the installation.

6. Verify the path (where the ASM Pro Agent will be installed to) and click
OK. The Welcome screen appears.

7. Click Next. You are asked to stop SNMP service.

8. Click Yes. You are prompted to choose a destination directory. If you
only want to install ASM Pro SNMP agent and Remote Console, you
can choose Typical. If you want to choose more components, click
Custom. There are five components in ASM Pro agent:

e  SNMP agent
e DM

ASM Pro agent defines a proprietary ASM Pro.MIF that supports
the same items as the SNMP agent.

e  Server Mif
The server.mif that defined by DMTF will be installed.
¢ Remote Console

The Remote Console Server is installed which can be remote
control by Remote Console Client

e MMC

This component is only supported on Windows 2000. And it is
integrated with Microsoft Mangement Console.
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11.

12.

13.
14.

19

Click Next, for the default directory, or click on Browse to find your
own destination directory. Check any components you want to install,
and click OK.

The asmcfg utility launches automatically.

You may skip steps 7 through 11 if you are installing ASM Pro Server
Agent solely for the purpose of utilizing UPS and/or RDM functions.

Enter a password and click OK. A password is required when using
the ASM Pro Console to remotely change or set any value for the NT
Agent. If the password is disabled, there is no security protection for
the agent when the ASM Pro Console tries to change or set these
values.

Enter the IP address of the ASM Pro Console system, then click ADD
to add trap destinations. Click OK to end the asmcfg utility. This IP
address tells the Agent where to report (trap).

Click Yes to save your changes. The view readme file dialog box
appears.

Click Yes to view, No to continue.

Click Finish to exit setup.

Installing the RedHat Linux Server Agent

Follow these steps to install the Red Hat Linux Agent:

1.
2.
3.

Insert the Management CD into the CD-ROM drive on your system.
Login Linux server as a super user.

In shell prompt, type following to mount CD-ROM:

mount /dev/hdX /mnt/cdrom.

In shell prompt, type following to change to new directory:

cd /mnt/cdrom/App/ASM/Linux.

In shell prompt, type following to install ASM Pro SNMP agent:
/bin/rpm -i asmpro-agent-4.5-4.rh62.i386.rpm.

In shell prompt, type following to configure "SNMP_Config" to
receive trap:

/usr/local/share/asm/asmcfg.

In shell prompt, type following to start ASM Pro agent:
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8.

1 Getting started

/usr/local/share/asm/asm-snmpd start.

In shell prompt, type following to stop ASM Pro agent if necessary:

/usr/local/share/asm/asm-snmpd stop.



2 Quick tour



This quick tour is a step-by-step tutorial that
helps you get started with setting up and
customizing ASM Pro Console for your needs.

This tour shows you how to find network
systems using the Auto Discovery function,
manage them with the System Listing window,
customized background graphics, printer fonts,
and warning messages, and configure polling
intervals.

For a complete reference to the commands and
functions of ASM Pro Console, please refer to
“Chapter 3 ASM Pro Console” on page 15.



) ASM Pro console

To launch ASM Pro Console, press the Start button and then select
Programs > ASM Pro > ASM Pro Console or you can double-click on the
ASM Pro Console shortcut icon.

If you are using ASM Pro Console for the first time, it will ask you to initialize
a password before continuing.

To initialize a password, enter a password in the New Password field, re-
type the password in the Confirm field, and then click OK. From now on,
the Log In dialog box will prompt you to enter your password each time you
access ASM Pro Console.

After initializing a password, the Auto Discovery window appears:

System Listing window is empty when you launch

~ ~ | Auto Discovery Button } 77777777 ASM Console for the first time
|
Eig Sewp Utily Admin View Window Help

[ = o2 2][Hs Wy

%1 System Listing I [=1 5
[l s e v ®
AL [ALL] System Listing
Name | Addiess los | Protocol | Conrection |
‘R)Auto Discovery o]
AR e

Name [ Frotocal |

Time: Autodiscovery message
134253 Nomessage
& 124253 InitIP subnet
@ 134253 Init IPX subnet

—— ]
e
|
| |Status : Init IPX subnet 4
1 A
;
! I
: I
| |
4| |ofo  |Alert Time : N/A  [Alert : NJA i 134311
} |
I
Highlight a subnet and then click the L _ _| The Auto Discovery window displays automatically

Refresh button to search for systems when you launch ASM Console for the first time
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Auto Discovery searches for available systems Displays the supported service for a system.
in the network and displays them here The protocol could he SNMP or RPC
T I

| £)Auto Discovery (=13 |

3= | @

¥
- B8 21063101 Hame [ Protocel [
o 145 D eshtap Information RPC
smnt2000 [210.63.101.158] 4% Desktop Hardware RPC

hrischang-1 (210.63.101.108]

) Generic Nade . S5
BB 1323210 Time Autodiscovery message:

& 1500:02  Found DMI service Acer HG

@ 150002 Found DMI service ADM Se..

& 15:00:02  Found DMI service ADM Se

@ 15.00:02  Found DMI service Acer HE...

@ 15:00:07  Find all routers

@ 16:00:07  arrange folder

@ 150007 Ready &

4

|Status : Ready

Ll

Displays Auto Discovery messages and
the time they appear

Understanding system listing

The System Listing window is the main interface of the ASM Pro Console.
It is from this window that you will be doing all your work. The System
Listing window consists of three panels: System Organizer, All System
Listing, and Service panels.
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- connected
- disconnected

This panel indicates the connection status of the
system. It can be:

]ﬂiiEE.l@’@'EJ

ALL

[ALL] System Listing

2 216
2106310196

Windows 33

B d
2 Connected

B NTSTD 2106310365 Windows NT IF 2 Connected
fm VeELA 21063101263 Windows NT [ & Discannected
Service [ Frotocal [ State [ Health [
{® Desklop Hardware B Alive ARNoimal
- Deskiop Information RFC 1§ live E@Nomal
A
| sy ey ‘ t %
,,,,,,, 1 I |
| | |
I f |
1 f 1 ’é
| | |
| -0 |

The default services for server
system are:

- System Hardware

- System Information

The default services for desktop
system are:

- Desktop Hardware

- Desktop Information

This panel indicates the protocol

of this service. It can be:

- SNMP for SNMP services

- RPC for DMI Instrumentation
code

This panel indicates the health
status of this service. It can be:
- Normal

- Abnormal

- Not Supported

——
|
|
|
|
|
|
|
|
|
|

- Alive
- Unstable
- Dead

This panel indicates the state
of this service. It can be:
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Click and drag a system from the

All System Listing to the new folder
Create a new folder here for classification

P
'K) System Listing
£ hiLs -
et e[l s » B - I
:
BB AL W [&0 System Listing
2 Mame  ad Address H Ad : Frotocol | Connestion
@@ vEELA 2106310195 nistd 2 =] ted

Bpristd 2106310365
B monet 210531013

Service [ Protocel | State [ Hedlth [

@ Deskiop Hadware  RFT B dlive [BBNal Support
- Deskiop Information  RFC [ live E#Not Support

Customizing system listing

If you get bored looking at the same background graphic or if the fonts you
are using now hurts your eyes, you can easily change them to fit your
needs. Also, you can set the warning option to warn you before it executes
a certain command. To display the Option dialog box, select Setup >



JASM 4.0 Console - YBELA_NTSTD

198 [=1

Information Utilty Admin View Window Help

ga B Config Poling Interval # ”ﬂ 08 b g
~~ EventHande
JEE System Alert Manager
| & EETS ©
“#)System Listing M[=]E1
|[of i 22| 6 B B
ALL [LL] System Listing
Cornection
¥ Ao ed
8 VEELA 2106210196 Windons 33 IF 2 Cornected
[ NTSTD 2106310365 Windows NT P 2 Cornected
[8 VEELA 21063101253 Windows NT P . Disconnected
Service [ Pratocal [ state [ Health I
| Deskiop Hardware APC Blive AaNamal
- Desktop Information RPC ) Alive [Normal
A
4|0 [0/0  [Alert Time: N/A  Alert: N/A

14:47:03

User interface (Ul) tab

Gives you an option to display all or

Choose a graphic to change the
background display of ASM Console

selected toolbars for a system
or service. The default setting is

“Show Selected”

I I

Opt:

ul |W'aming| | |

Background Toolba|+
lrasmbkg.bmp Browse... | ‘ © Shaw Al

o
Printer Fant

Tie: e

Mate
Thiz option take effect
after vou cloze the
Option 5etup window,

Body : IDefauIt Change... |
A

ak. | Cancel | Apply | Help

Option:s

Choose a font for the title and body
text of the printed material

27
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Warning tab

The options here indicates whether ASM
Console should warn the user when one
of the following event occurs

I

Ul “Warning | +

Digplay warning for following commands :

¥ Delete a Service
¥ Delete a Folder
¥ Ezit this program

Optl'ons 0K I Cancel | Lpply Help

Configuring polling interval

ASM Pro Console polls each monitored system to get information and
checks on the systems for faults and malfunctions. You can set the
frequency by which the ASM Pro Console do this by stting up the polling
interval of each system. To access the polling interval window, select
Setup > Config Polling Interval.



K)ASM 4.0 Console - VBGLA_NTSTD B[] E3

File Information  Utiity  Admin Wiew Mfindow Help

a Interval & ” I
" EvertHandes :
Il System Alert Manager

I.Eﬁgpnmn. ..-|

i

“§)System Listing

IR

I [=] E3

ALL [ALL] Sypstern Listing

2106310196 ‘Windows 38 IP & Connected

Connection
EAConnected

2106310365 Windows NT IF £ Comnected
21063101263 Windows NT [ & Discannected
Service [ Frotocal [ State [ Health [
@ Deskiop Hardware FFC 0 dlive RNamal
- Deskiop Information RPC 1§ dlive B@Nomal
4

[14:46:17

41 v |0/ [Alert Time : NJA  |Alert: NJA

Alive Polling indicates how often

the connection status between the
Console and the agent is checked.
Polling interval must be from 01 to 60

Information Polling determines how
frequently the Console polls the Agent
to update its data. Polling interval
must be from 01 to 60

Config Polling Interval

Host Nan]e [\IEELA

Addreds : [210.63.101.96

Agent T yia |

nfa. Polling *

Alive Poling I

Current : |1 Sec.
Hew : I'I _I;l Sec.

Curient : |5 Sec.
MNew : |5 _Ijj 5 EC

Apply to all systems

|—>|_ Apply to all service

Cancel |

i

to all services

You can set the interval to all systems or
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System alert manager

System Alert Manager is a utility that runs on the background of your
Console system every time you bootup. It actively monitors network
systems for faults and malfunctions and warns the administrator if such an
event occurs. This utility also includes an event viewer that allows you to
view event logs of network systems.

1
You can view SNMP Traps, DMI Indications,
and AVL Packets by clicking any one of these

E‘ System Alert Manager !Em
e Edit [ 4ien Hole — —
|='a|
| _ 3
System Alert Manager
; All Alerts
| 2
: SNMP Traps
______ e ; : el
1 DMI Indications
| Alert via LAN
3 i Jeh
| 7 ol :
| i
[ | | [16:15:1 2
I
|
|
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ert[0]

EX]
In... | Time | Host | Addiess | Typal Diescription |
MIB File

Add

Server

Remove |

|SNMP Traps

A

o !

& ;
ALI0) | =

|
: "
| [11:03:3 ~

|

SNMP Traps also contains a MIB Manager that allows you to add or remove
customized trap definition for SAM. If you have a third party device that
supports MIB files, you can add this to the database and configure each
trap type
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To receive a DMI Indication, you have to register
the source system to the service provider. ASM
Console will register the machines in the System
Listing automatically

[ System Alert Manager - DMI Alert —a[]
File  Edit |

& 2!

Aert Type | | In.. | Time | Host | Tvpe | Description |
§ |
|
|

Machine Manager E
Machine [ Acress [ Status [ Hust Name
<< Add
W3 vEEla 2106310195 Registered —I

ﬁ 210.63101.253  Reagistered
Delete >

Yiew Help

T 131
192.3.210.88
192.5.2101 MOMET
1923210200 N/a

GOLDEMLIN

— 9 Refresh »>
Manual Add

I
I
I
Flegisi = : ...... | Subnet
L) N QA Ag | 1923210 -] Mew
1 I | I
e 1 | |
| 5l |
[DMI Alert 1 I [11:08:2 |
f f |
; ; : Click this button to view a new
Click these buttons to Click this button to refresh the listand | | gyppet. The systems found in
Register and Unregister add a new system or click the Manual | | the new subnet will be displayed
a system respectively Add button to add a system in the right panel

Assigning event handler

Select Edit > Event Handler or click the Event Handler button on the
menu bar to access the Event Handler screen. Event notification applies to
certain systems that you specify.
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and|

SHMP Traps[0]

[

DI Alert[0]

c——
| ¥

AVLIO]
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'~ system Alert Manager

. DMi Indications

AN Alerts
 SNMP Traps

Alert via LAN

o

| System Alert Manager

[17:24:0 2




34

Event Handler

-8 Default < ADD
= %5 SNMP Trap [ <o |
5 Server < hdd Al
59 DM s
53 AOL Herts
Closs
Discble | | Default Setting | Delete | seal |

Setup | e | Fager | Prooiam || Gound)|

Cansole Side Action

¥ Warning Dialog Box
I™ Flashing Title Bar
T~ dwudio Alarmn

I~ Dislto aPager

™ E:Mail

™ Run program

Agent Side Action

J= | Shut down server

I™ | Evecute a user defined Program
™ Broadeast a waming Message

2 Quick tour

Click this button
to display the
Machine List

Click these buttons to add specific systems
to handle and define different settings

Event Handler

Diefauit
<ADD
£ SHMP Trap
& ‘E %’” -l << Add Al
BB Ciitical
E’ A <¢ Hide:
B} Homsl

W5 Virtual memory
CPU temperature
GDI resource

Diable |

=]

Dekte |

Defait Seitng | setal |

Setup |Mal | Pager | Program | Sound |

Console Side Action

¥ ‘wWarring Dialog Bax
¥ Flashing Titls Bar
¥ Audio lam

[¥ Dialto a Pager

v E:Mail

¥ Fiun pragram

Agent Sids Action—————————
I™ Shut dovn server

I™ Eveoute a user defined Progiam

I~ Broadcast a waining Messags

Machines at subnet g.210
Addess
192921027 TEDPANGNT
192921051 ASMNT
192921031 N/A
192921088 GOLDENLIN
1929.210.1 MONET
1929210200 N/A

Refiesh
Subnet
1929210 -] HNew
Select 3 maching to sstup its event
handing method.

|

Click this button to apply the current settings to all sub items under the
currently selected item. Example, select Voltage Indication and click Set
All, the sub items, critical, warning, and normal, takes the current settings




Click this button to reset the
event notification function to
the default setting
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event notification function
assignment to the system

Click this button to remove the

Event Handler
Drefault | | = < ADD tachines at subnet 192.9.210
MONET [192.9.210.1] | | —I Addiess [ Host Mame |

i3 SNMP Trap | | < Add Al 1929.210.27 TEDPANGNT
68 Server | | 192.9.210.51 ASMNT
B | - 1929.210.31 MAA
BB Temperaturg Critical | << Hide GOLDENLIN
B} ECC Memaory Enor | M
E} Fan Stops | |
E} vaoltage Exqeeds SafeRange |
BUS Utilization High
L RS g R ) =
Dissble | Default Seting | Dbtz | setal |
A
Setup :l ET | Fager | Frogranm | Saund |
Consale Side Action Agent Side Action
| “wamming Dialog Box ™| Shut dowir server
|_| Flashing Title Bar I™ Execute auser defined Program Refresh |
|_| Audio Alarm I™ Broadcast a warning Message
'] Dialto a Pager Subret :
I E:Mail |1929.21u | MNew
I Run program Select a machine to setup its event
I handling method.
|

Click this button to disable the event notification function assigned to this
system forcing it to adopt the default event notification function setting

Event viewer

Event Viewer gathers information about events in the system being
monitored by the ASM Pro Console. This information is then saved in the

event log file for future reference.
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m:] System Alert Manager
File Edit Mode “iew Help

ELELIREEEE]

Alett Type _ : ; 2 i . =
- System Alert Manager .
Al Alerts
e : SNMP Trfii:ps-_'
~ DMIIndications
. . A__lert vi_a LAN /

1

|Systen'1_A|ell Manager : : : — : : : |l1:1‘5:‘5¢
|
‘ Click here to switch to Event Viewer function




37

Click this button to view a

Click this button to view multiple

single event log information
I

event log information
I

Sy:tem Alert Manager - v66la_ntzstd
File Edit Dperation  “iew Help |
|
BB B BE -
Alert Type Server Ma. | Typel Occurring Time | Diescription | =
. vBBla_ntstd -~ 1006 ‘wedJun090530:131999  Fan is not running properly. Please wn 5 E..
Evvent Yiewer vBBla_ntstd 1006 ‘WedJun 0905:30:161993  Fan is running properly.
wBBla_ntstd 1003 Fridun 11 02:11:32 1999 Free drive size iz lower than ‘W aring Thiesho...
wBBla_ntstd 1009  Fridun 11 07:35:44 1939 Azzet items changed. Please run bszzet Mana...
vBBla_nistd 1009 Fridun 11 O7:35:45 1339 Asset items changed. Please run Asset Mana...
wBBla_ntstd 1003 Fridun 11 10:16:50 1939 Free drive size iz lower than Warning Thiesho...
wBBla_ntstd 1003 Fridun 11 10:16:50 1999 Free drive size iz lower than ‘W arning Thiesho...
wBBla_ntstd - 1003 Fridun 11 10:17:09 1939 Free drive size iz in normal condition.
wBBla_ntstd 1003 Fridun 11 10:17:03 1333 Free dive size iz in normal condition.
wBBla_ntstd 1003 Fridun 11 10:17:40 1939 Free drive size iz lower than Warning Thiesho...
wBBla_ntstd 1003 Fridun 11 10:17:40 1999 Free diive size iz lower than ‘W arning Thresho...
wBBla_ntstd 1003 Fridun 11 10:17:40 1939 Free drive size iz lower than Critical Threshold
wBBla_ntstd 1003 Fridun 11 10:17:40 1333 Free diive size iz lower than Ciitical Threshold
vBBla_ntstd 1003 Fridun 11 10:18:18 1999 Free drive size iz lower than Warning Thiesho...
wBBla_ntstd 1003 Fridun 11 10:18:18 1999 Free drive size iz lower than ‘W arning Thiesho...
wBBla_ntstd 1003 Fridun 11 10:18:36 1939 Free drive size iz in normal condition.
wBBla_nistd - 1003 Fridun 11 10:18:36 1933 Free diive size iz in normal condition. -
Server Mame | Address | Count | Percent... | Event Statistics
wEfla_ntstd 210631032, 84 100.00
100.0%
B votla ristd
= By Server " By Type = Pie O Bar C o =
¥66la_ntstd [11:16:5
t

Lists the systems found in the System Listing of ASM Console
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) Remote console

The Remote Console function allows the administrator to remotely control
the local systems connected to the LAN via the server, if access is granted.

Type in the system’s name or IP address
to connect to the remote system

Remote Console _[O]
|
I [
& Disconnect ]
E® Eie Transfer |
|
1 Srapshot |
Lock Keyhoard }
Unlock Kepbaard |
Lok flovize [ T —— (%]
Unlosk Mouse
Yo S s e hiost rame o P sdiess b speciy s conputsr pou want b0 conmect to
Pitssss Seatch button to find all swilbfe compiiters in your sl nstwork
v Connect |
Computer E
- Concel |
Password
A Search |
I
Il
|
|
|
|
|
|
|
|
|
Connect to the machine you want to control : 3

|
Type in your password to access
Remote Console Agent




The File Transfer function allows you
to get/put files into a remote system
T
I

Remote Console - V66La [210.63.101.96] 1 = B3
File Wiew Help
[ Connect
49 Disconnec

k& Snapshot

Lack Keyboard
Unlack keyboard Yiew Go Favoites Iools  Help
Lack Mouse =
Unlock Mouse A | & e 2] Eal
Foward Up Cul  Cop  Faste Unde | Delete Fropeties | Vie

[ |

| Address [T C:\Backup\asMAD-0B0# Deskiop Agent

All Folders

i#] Desktop

2] My Computer
24 3 Floppy [&)

Desktop Agent
Name | Size | Type
] _instZien_ KB EX_Fie
s _setuplib 241KB  LIB File

|»

£-59 Win38 (C:)
Et-g) Backup adm.pof 1KE  FDF File
£ adm23193 B dats 11,379KE WirZip Fils
12 ASH40-0804 [38] sk i 1KE 1D File

{27 Consale [E] Readms 11KE  Text Document
/23 Deskiop Agent setup 45KB  Application
20 33010720l 95 5etup 0IKE  Intetnst Communicz
1 Winzip 1| 8] setup.pkg BB PKG File
0 Dmizsp setupstr 5KB Corfiguration Settin

{7 Logs
2 My Documents

File Transfer

ASM Agent automatically creates a folder called
“Upload” in the ASM program folder. You can only————1
access this directory for security control |

ile Transfer Console - 210.63.101_96
Program Command  Help |

DEEI-ERE '
Refresh =
[LocallE: \Frogram Files\Acer 1S TEE L [Remate]C:YFrogram Files\AceraSkAL pload

==

Mame | Size | Date/T.. = _I Mame | Size | DatedT...
+ :I - |
@), samdb WL ik |

Bl DelsL1 isu 80708 06114,

Bl Urash. e 20450 05/25.,, _Delete |

1Bl 5plash bmp 167478 0420/ Bafesh

[l 43MEKG bop 21038 02/037... —I

Bl Coallr.di 274432 OR/D4/.

? riRlR Al PA1RRA n~ r’?"\a’_';l

4 | »

Time | feszage |

11:2301  Connecting to 210.63.101.96
11:2301  Connected to 210.63.101.96
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) Asset manager

Asset Manager gathers information concerning the hardware and software
configuration of each system being monitored by the ASM Pro Console.
This information is then saved in an asset log file for future reference.

Select the systems whose asset
information you want to view

|
FTASM Asset Manager =l B3
File Q*falmn window  Help

|[vsia JZeBeomae ? e

sset Control : ¥v66la [210.63.101.96]

= 3 vEBla Item Amount
1

i+ # Processor WinZip Sell Extiactor

Base Boad WinZip 1
% Memow Module A5M 4.0 Deskiop Agent 1
& Disk

1 18 Network Interface Contraller
Videa

ERF
WinZip Self-Extractor

[# WinZip
[# ASM 4.0 Deskiop Agent
BB Assettag

Asset Log

Last Log Date  |Mon Oct 05 11:47:23 1938

.T_
I
|
I
1
|
|

[ 4

Shows the log date

For Help. press F1




Select the Asset Statistics Info to collect
and view multiple statistical information
T

Z2 ASM Asset Manager - [Of]
File Window Help |

| [ve & Retieve dsset Tl E@ Beosmaa? ‘@‘
@ Refresh
63.101.96]
® ey Atributey
& Asset Log |
B Asset History |
i s clect Machine
E
E Mashines Found [2 Machines Selected [1
E
Machine [ Address [ Machine [ Address
HTSTD 2106310365 Addys ] [vesla 210631015
VBELA_NTSTD 21063103218
Remove <<
oK
Cancel
Get Asset Stalistics Information 7

This panel displays asset statistical information for three
desktop systems displayed in the lower right panel

1
|

SM Asset Manager - [Of]
e

eration ‘findows Helpy

Jg2ecBEosmaa

”

Processor I
BaseBoad |
-5 Memary Module!
@ Disk. |
¥ Network Inteifade Controller
Video |
[# Software
[ # A5M 4.0 Deskiop Agent (2)
- [# CueFTP

Intel DMI 20 SF SDK
HyperSnapDix

Z

7

- [# Microsoft Intemet Explorer 4.0
2
I£g

Microsoft Music Control
Microsoft Wallet

o [# Microsoft Outlook Express
* [# VDOLive Player

- GH Assettag

Item

Processor 3|
Base Board 3
Memory Module &

Disk.
Network Interface Contio.. 4 |
ideo 3l
Softyare 19
Asseltag 2)
|
|
|
|
h 4
Machine Name__| Addiess [
st 2106310365 Windows 35
VEBLA 2106310195 Windows 98
VEELA NTSTD 2103103216 Windows NT

For Help. press F1
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Systems found by the query is displayed here ‘

[
E"LASM Asset Manages O[]

Fﬂﬂemeve;ssat Sk fonosmas ?
&

Befresh
B Asset Statistics Info
l
& fssetLog
) Asset History

-8 Cerlial Processor

-~ Value

Azsetta
= % | Cunent Speed

Pracessar Uparade

Don't care E
Don't care M

[Frocessor -] Quew
4

|
i
| e
I
|
1
Item Amount I
ASM T 0Deckicp Agent 2 |
ClteFTP 1
Intel DMI 2.0 5P SDK 1 !
%) Asset Informal ME
ltem T [Amount_ |
Processor Type [Eortol Frooesssr 2] | | e Processar il
Central Frocessor e
Processor Farily Petiun I - |
|
Processor Manufacturer - | |
I
Processor 1D Don't care - |
Flocessor Version Portcas ] .
Machine Name | Addiess W [ mount |
Maximum Speed [Don care o [veea TIOELI0NgE 1
VEELA_NTSTD — ZIDEZ103216 1

Clase

Statistics Query |

4]

S
I
I
I
I
|
I
1

‘ Select the item you want to query ‘ ‘ Select any value in this field to find a system ‘

“LASM Asset Manager 1= T

‘window Help

|[we BB Retrieve asset il

BaRvasmae ?

L]

[ep @ Hefiesh

WirZip SeltEtractor

“WirEip Sl Extractor
Zip 1
ASM 4.0 Desktopdgent 1

| Item Amourt
1

[Asset Log

TotalAsset Log: 2

- g :grffnn o Tien THoda [ Desciption [ Time |
eskiop Age [ Software Wi o] Thu Ock 05 13.44.00 1958
B Asseltag VEBLA Sollware BSM Console. D> 1 ThuOct 08 1344:00 1338

Show Asset Lag 4

Click here to save asset log to a text file‘ ‘ Click here to clear asset log ‘




ASM Asset Manager I [=1 3
wWindow Help

ﬂ:;ﬂ Rletisye fsset Chibel E eRvoamaa? e
@ Refiesh

B2 Assel Stalitics Infa
B ltem Amount
Huey
WinZip SelExtact 7
& hsssi L A i
ASM 40DeskiopAgent 1
WirZip Selt Extractor
£ WirZip
- [# ASM 4.0 Desktop Agent
G Assettag
AssetLog
LastLogDate [Mon Dot 05 11.47:23 1538

Show Asset Histary yA

‘ You can view old asset information ‘

History : ¥66LA98 [210.63.101.96]

Version | Time | ] [Wersion | Time I

Thudulll 2200167558 1 Thu Jul 01 22,00:15 1999
Thu Jul1 22.06:31 1599

2

1
ThuJul 01 23:20:43 1939

3

View 4 FriJul 02 01:35:21 1999 Yisw
e 5 FiiJul 02 01,4352 1339 e
i Dilf

Fri
FriJul 02 01:43:52 1933

FriJul 02 02:07:20 1833
FriJul 02 1135738 1993 Ui 7
8

Sun.Jul 04 22:2356 1393

Fri-u#2 03.57:39 1939
SunJLl 04 222356 1999

— — — — —p Detailo> | Details>>

Clear Clear

| |
| |
| |
| |
| |
| |
| |

Click Details>> to view history log ‘ ‘ Or compare the difference between two log versions ‘

History : V66LA98 [210.63.101.96]

b4
Wersion | Time | Index [ ltem [ Model [ Deseiiption [ Time
1 ThuJul 01 22:00:16 1999 1 Software ASH Cons. 120 ThuJul 01 22:00:
2 ThuJul 01 22:06:31 1999 2 Disk. CO-ROM 01 ThuJul 01 22:06:
3 ThuJul 01 23:20:43 1999 ] Disk. Hard Disk. 120 ThuJul 01 22:06:
4 FriJul 02 01:39:21 1999 4 Disk. Hard Disk. 01 ThuJul 0l 23:20:
o FriJul 02 01:43:52 1999 ] Disk. CO-ROM 120 ThuJul 01 23:20:
[ FriJul 02 02:07:20 1999 B Disk. Hard Disk. 120 FriuJul 02 01:39:21
7 Fri.Jul 02 03:57:39 1999 7 Disk. Hard Disk. 01 FriuJul 02 01:43:52.
8 SunJul 04 22:23:56 1999 =) Software ASH Cons. 01 FriJul 02 02:07:21
77777 3 Softwars ASMCons.. 150 FriJul 02 03:57:33

-

I

I

I

I

|

I

Click <<Hide to hide Clears all asset histories. This command should

the history log have a prior permission set in the agent system
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) CMOS setup manager

The Auto Discovery function helps you
locate systems in the network

CMOS Setup IS EIES|
Fie View Hep |

’W@%&% i‘

Y | Curent Selected system: T
21063101 Stop

210,62.101.95VBELA) HE 21063135 vEELA

B 21052.101.253VEBLANT) Corpel
B 1529210
Add>>

Waiting time

[ e

[Checking ADM Load Save

Ready



‘ Click any item here to view or update ‘
T

45

‘ View or update in this panel ‘
T

Impart CMOS defintion.

Esit

12 IDE Frimary Chanred Shevs
B 108 Secandury Chasnsl Hastee

12 PaPIFCI Sy Configeeston
B Chp Semngs

Get CMOS data of the selected machine

CMOS Setup

oDiscovery

GetCMOS

Open

Look jn: Ia A5M Console

samdb
UpdateJob
UpdatePkg

File name: Im

Files of type: IEMEIS definition files [*.icf]

Import CMOS definition I

Open I

d Cancel |

You can import CMOS defi

tion file if the CMOS version of the target system
does not match the current definition then you can setup CMOS remotely
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BIOS flash manager

The Auto Discovery Wizard guides you to find
systems in your network when you launch the ———
BIOS Manager for the first time |

= BIOS Update Manager
System View Help |

2 Quick tour

- [Ofx]

Start Lp Servics:

|
E& ‘ |
08 ] .. Start Service

Job,

Autodiscovery Wizard

[ Jut  Sigp Service
f LI Auto Discovery

Cunent Selected system: 1

o B 2108310 G [Addess [ Agent [
210631011 2106310196 VEELA
21063101 96(WVBELA] Cancel
210063101, 253(VEELANT)
Add >
<< Remove
Waiting time :
5 =sec

|Finishedit Load Save

]
Auto Discovery 4
To import a Flash BIOS Package into BIOS Update Manager:
1. Click the Import button to open a package file
2. Click the Add button to add it into the list
T
% BIOS Update Manager M=
Fie [EE00 Svstem View Help v
= Stz lp Service
[Jul  Stop Service - Flash BIOS package =
ETENFPogen
T =
Desciption: V681
Path: [E-\Program Files\Acer45M ConsoletiUpdatePkgh0
Add
- Package list
Remaove
Package | Desciiption | Path
wEbla la E:WProgram Files\AcerhaSM Consolehil
Bl | |
[al
IE]
Package 4




After you have define a package list, you |
can define a job and schedule it to run

= /BIDS Update Manager

[Jui
fJul

o .

‘acks

AutoDiscovery B |
Start L Service

Spstem  Wiew Help

47

o ——

Package lis Job seleted
Package [ Deseription = Machine 0s IF Address
[EHUT DOWN]  [REMDTE SHU VEELAMPET Wing8 2106310796
IWAKE UP] [REMOTE WK, Dloss

N — |

Machine fist
Machine 05 1P Addess | [[Add 55
VEELAMTET Win38 21063101 [Fer]

<< Remave

K |

Scheduling | [June 11,1393, 11:32:33 , o
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2 Quick tour



3 ASM Pro Console



ASM Pro Console is the central management
station where the information gathered from the
system agents is evaluated and assessed using
either the SNMP (Simple Network Management
Protocol) or RPC (Remote Procedural Call).

The SNMP protocol handles communication
between the server and the ASM Pro system agent.
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) Launching ASM Pro Console

To launch ASM Pro Console, press the Start button and select Programs
> ASM Pro > ASM Pro Console, or double-click on the ASM Pro Console
shortcut icon.

If you are using ASM Pro Console for the first time, you ared asked to
initialize a password before continuing.

Initializing and changing the password

Access to the Console is controlled by a password. You are required to
initialize a password when you access the Console for the first time.

% Thiz is your first time wsing A5k Console.

Fleaze select a new password

To initialize a password, enter a
password in the New Password

New Password : field, then re-type the password in
Corfim : | the Confirm field, and click on OK.

Ok 1 Cancel l

After setting up a password, the following dialog box appears each time
you access ASM Pro Console:

To access ASM Pro Console, enter your
% Password : i| .
password, then click on OK.
Change I (0] l Cancel !
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If you want to change your current password, click on the Change button
to display the Change Password dialog box.

To change your password, enter your

Qid P, d
| current password, and then enter your
New Password - | new password. Retype your new
e password to confirm it, and then click

ok | Cancel i OK

ASM Pro Console confirms the password change by displaying a dialog
box with the message "Password changed successfully."

Note: The security password mentioned here applies only to ASM
Pro Console and not to its agents. See “ASM Pro Server Agent
Utilities” on page 155 for more information on the ASM Pro Server
Agent security password feature.
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) ASM Pro Console user interface

The primary interface for ASM Pro Console is the System Listing window
where you can view and check all of the systems being monitored. You can
switch windows within the ASM Pro Console windows by pressing Ctrl +
Tab. This allows you to compare the performance of various systems on
your network by displaying the information about them simultaneously.

Before you view a system, you need to add it to the System Listing window.

HJASM Console 4.5 - bull [System Information C1]

Fle Setup Serverlnfo. Utlity Admin View Window Help
el 2e-lm 22 B0 &bsn
lazndamasdapaad

K\ System Listing

o wk 226 B B

=B ALL
& M7E7

[°LL] System Listing

Address Connection

ted

2 maliix ZI0B310168  Windows 98 P 2 Connected
B scosysv 192921018 21063101.253  5CO OpenServer  IP £ Connected

Service [ state

| Protocol [ Heath
RPC -2

K - L & -
. o o -
i . . O " . Sy 4
o | v 22 [Alent Tims - 133311 /Alert - [210.63 101 253] 5C0 TCPAP Runtims Relsase 2.0.0 133326

Menu bar and toolbar

Toolbar buttons allow quick access to selected functions in ASM Pro
Console through a single mouse click. The Menu Bar contains the
following items and commands:
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3 ASM Pro Console

The File Menu contains commands that allow you to print reports, to
save information about a selected system, or to quit your ASM Pro
Console session.

Command Icon Description
Auto Displays the Auto Discovery screen.
Discovery
Insert System . Manually adds a new system
J
Delete Deletes an existing system or
System/ % highlighted agent
Service
Refresh Server Reconnects to a selected agent or
@ selected agent services
Exit Exits ASM Pro Console

The Setup Menu contains commands that allow you to specify the
systems to be managed by ASM Pro Console and to set its initial
value.

Command Description

Config Polling Interval Allows you to set polling intervals
Event Handler Specifies event handling

System Alert Manager Specifies the system alert manager
Option... Displays the option window

The Information Menu allows you to specify viewing commands for
either server or desktop information. The list of commands displayed
depends on which type of service you choose. Both types of
information are described in the following tables.
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Command Icon Description

Basic Displays general information about the

Information system and the system manager. For
servers only.

0.S. Displays the configuration of your

Information operating system

DMI BIOS Displays information about the
processor, BIOS, and memory for the
selected server

1/0 Devices Displays the configuration of 1/0 devices
@ installed on the server

Storage Displays the configuration of the server
system's fixed disks

Network Displays the configuration of the server's
network interface cards. For servers only.

Resources Displays information about IRQ
h}} addresses, DMA channels, I/0 ports, and

memory addresses

BIOS Event Displays the event log stored in the

Log ,m NVRAM

Performance submenu

Processor Displays the CPU utilization

Memory Displays the server's system memory

@ utilization
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Command Icon Description

Disk Displays Disk Utilization of Windows NT
and SCO OpenServer servers. For
servers only.

File System Displays the server's file system usage.
For servers only.

NIC Displays network card receive and
transmit transactions

NIC Faults ; Displays the number of instances of
different faults in the server's network
cards

Device submenu

connection and configuration. For

UPS Displays information concerning UPS
E servers only.

Redundant
Power Supply

Displays information about the redundant
power supply installed in the system

If you want information about hardware components the following
commands are displayed:
Command Icon Description
Health Monitor Displays the current status of the CPU
voltage, System voltage, Temperature,
Fan status, Chassis status, Fuse status,

SMART and RDM (Remote Diagnostic
Management) status. For servers only.




57

If you want information about MIB-Il components the following
commands are displayed:

Command Description

System Implementation of the System group is mandatory for all
systems. If an agent is not configured to have a value for
any of these variables, a string of length 0 is returned

Interface The Interfaces table contains information on the entity's
interfaces. Each interface is thought of as being attached
to a ‘sub-network’. Note that this term should not be
confused with ‘subnet’ which refers to an addressing and
partitioning scheme used in the Internet suite of protocols.

AT The Address Translation group contains one table which is
the union across all interfaces of the translation tables for
converting a NetworkAddress (e.g., an IP address) into a
subnetwork-specific address. For lack of a better term,
this document refers to such a subnetwork-specific
address as a ‘physical’ address. For servers only.

P Implementation of the IP group is mandatory for all systems

ICMP Implementation of the ICMP group is mandatory for all
systems

TCP Implementation of the TCP group is mandatory for all

systems that implement the TCP.

Note that instances of object types that represent
information about a particular TCP connection are
transient; they persist only as long as the connection in
question
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Command Description

UDP Implementation of the UDP group is mandatory for all
systems which implement the UDP

SNMP Implementation of the SNMP group is mandatory for all
systems which support an SNMP protocol entity. Some of
the objects defined below are zero-valued in those SNMP
implementations that are optimized to support only those
functions specific to either a management agent or a
management station. In particular, it should be observed
that the objects below refer to an SNMP entity, and there
may be several SNMP entities residing on a managed node
(e.g., if the node is hosting on acting as a management
station).

This item is enabled only when the server supports the
MIBII/SNMP group.

e The Utility Menu contains commands to access special functions in
ASM Pro Console.

Command Icon Description

Asset Loads and Views assets of monitored
Manager servers

Remote Flash Remotely sets up Flash BIOS of systems
BIOS connected to LAN via server.

Remote Remotely sets up CMOS of systems
CMOS Setup connected to LAN via server.

Remote Allows the system administrator to
Console remotely control the local systems

connected to the LAN via a server, if
access is granted.
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e The View Menu allows you to display or hide certain components of
your ASM Pro Console user interface.

Command Icon Description

Tool Bar Displays the tool bar

Status Bar Displays the status bar

System Displays an overview of the system.
Overview

Displays systems currently monitored by
ASM Pro Console

System Listing

Auto Displays the Auto Discovery screen.
Discovery

e The Window Menu provides the following commands that allow you
to arrange multiple views of multiple documents in the application

window.
Cascade Arranges windows in an overlapped fashion
Tile Arranges windows in non-overlapped tiles
Arrange Icons Arranges icons of minimized windows
System Listing Goes to the specified window

e The Help Menu provides you with assistance for this application.
Command Icon Description
Help Topics . Provides general instructions on using

,_,| Help and offers you an index to topics on
which you can get help

=
About Console Displays the version number of this
E application and license information
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Using Auto Discovery to add a system to the
System Listing

The Auto Discovery window displays when you run ASM Pro Console for
the first time. It automatically detects all of the system agents in your
subnet. It displays the names of these systems and their protocols and
addresses in the left panel of the Auto Discovery window. The auto
discovery process may take some time depending on the size of your
network.

The upper right panel of the auto discovery window displays the services
of the system highlighted in the left panel. This information includes the
name and OID of the services, if any exist. These services typically include
hardware, System, or Management Information Base-Il (MIB-II) for server
systems.

The lower right panel displays messages about the operations of Auto
Discovery. The messages include the name of the operation and the time
it was performed.

There are two types of agents shown in Auto Discovery:
e Agents provided by ASM Pro

¢ Industry standard agents.

} 21| Name J Commurity J
. E8) dertonlan [210.63.101.57] |68 MIBHI Service public

- bull [210.63.101.88] 5 System Infarmation public

-8 chischang-1 [210.63.101.108] -@ System Hardware public

-8 picasso [21062.100.71)

1 5 tedpangnt [210.63.107.95]

S 210631010

iy 21063101139

' ﬁ 21063101180 =

H ﬂ 2063101185 Tirne 1 Autodiscovery message: ’
L 206310 236 (@ 180207 Found DM service ASM Ins..

:.: Z10.62.101.279 @ 18:0207  Found DMl service ASH Ins..

e 210.63.101.253 | @ 18:0209  Found DMI service A5M Ins..

L '_: rnonet [ 3 @ 18:02:09 Find all routers

; g@ 210631011 @ 18:0209  anange foldsr
- H-lg) Generc | j

=
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Auto Discovery Commands

Command Icon Description
Stop Cancels current search operation requested
ﬁ by user
Refresh Updates the current list of systems by
@ performing another search on the network
Insert Subnet Activates the Subnet window which allows

"r_h_Ll you to input the first three blocks of IP
addresses and performs a search on the

network
Add to System . Adds the selected system to the System
Listing TE' Listing window
Options Activates the Options window. See
“Specifying options” on page 63
el
Clear Clears the messages, if any, found in the
Messages @ lower right panel of the Auto Discovery
window

After you have run ASM Pro for the first time, you can access the Auto
Discovery window by clicking the Auto Discovery button on the toolbar, or
by selecting File > Auto Discovery on the menu bar.

Adding a system from Auto Discovery to System
Listing
ASM Pro Console uses two types of protocol to monitor server systems:

e IPX (Internetwork Packet Exchange) is usually used for Novell
NetWare operating systems.

e |P (Internet Protocol) is used for Windows NT, Windows 2000 Server,
RedHat Linux, SCO OpenServer, and SCO UnixWare operating
systems.
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Note: IPX and IP protocols are automatically detected by ASM Pro.

ASM Pro Console detects RedHat Linux, NetWare, SCO OpenServer, SCO
UnixWare, and Microsoft Windows systems on your network and displays
them in the left panel of the Auto Discovery window.

ASM Pro Console displays each system according to the time a connection
was made. The order of the systems listed may vary each time you open
the Auto Discovery window.

To add an IP or IPX system to the System Listing:

1. Select File > Auto Discovery, or click on the Auto Discovery button on
the toolbar to access the Auto Discovery window.

2. Click on the name of an agent in the left panel of the Auto Discovery
window.

3. Click the Add to System Listing button. The system you just selected
moves to the System Listing window.

4. Repeat steps 1 and 2 if you want to add more systems. When you
finish adding systems, close the Auto Discovery window.

In the System Listing window, the color of the system symbol shown on the
left of the system name appears red at first. This color changes to yellow
during the initialization process, and finally changes to green when the
system has finished initializing.

Adding a subnet

Subnets are smaller groups of servers and desktops within a local network.
For example, a local network might contain separate subnets for different
departments like purchasing, engineering, and manufacturing.

To add a subnet:
1. Click on the Add Subnet button. The Subnet window appears.

2. Enter the first three blocks of the IP address you want the Console to
search.

ASM Pro Console searches all addresses in the specified with
different protocols to find the agent. For all of the ASM Pro agent
services, click on the Option button.
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Specifying options

Click on the Options button in the Auto Discovery window to display the
Options window as shown below. The Options window allows you to:

e Add or remove an SNMP community name

e  Select the agents you want the Console to check.

Options
SMMP Commmunity

Community |

public e

Delete

Agert for Autodiscavery

Name i) [
FMIE Serviee  1.3.61.211.50

Sestem Infarm... 1.3.6.1.4.1.1050.25.4.16.0
System Hard...  1.3.6.1.4.1.1050.26.5.2.0

To add a new SNMP community, click on New and type in the community
name. To remove a SNMP community name, highlight the community
name and click Remove. The list of agents may vary depending on how
you installed ASM Pro Console.

To specify which agents Console checks, click the square box next to each
agent in the Discovery Agent Type box that you want checked to turn
checking on for that agent.
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Manually adding a system

To add a system to the System Listing manually, you typeits IP or IPX
address in the Insert System window.

Inseit System
Addess:[ 210 . 63 . 101 . 2m
Community 1public
= P PR
’Tl Cancel

To add an IP or IPX address manually:
1. Click File > Insert a System in the System Listing window.

2. Type the IP or IPX address of the system you want to monitor, and
click on OK. If the address is available, it appears in the System
Listing window.

Removing a system from the list

To remove a system from the System Listing window, highlight the system
that you want to delete and click the Delete a System toolbar button, or
select File > Delete a System.
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) Working with System Listing

The System Listing window displays the systems currently available to
Console for management. If this window contains no system names, you
need to add network systems to the System Listing. You can add a system
by clicking File > Insert a System, or by using Auto Discovery. Refer to
“Using Auto Discovery to add a system to the System Listing” on page 60
for these procedures.

The system listing screen contains three panels: the system organizer
panel, the all system listing panel, and the system service panel.

) System Listing

||t o 22 (€ BB

=B ALL [ALL] Swstemn Listing

B3 MTET

~-[0 M7ER 1.
38 ALERTONLAN A0EZ10E7  windows 98 IP %Disconnecled
3 MATRIX AA0EI1M.58  windows 98 IP 2, Disconnacted

Service | Protocol I State ! Health I
System Hardware SHNMP E Unknown  E@abnormal

-’S System Information SHNMP ﬁ Unknown  B@abnomal
B8 MIB-I Service SNMP 15 tilive Fmna,

The All System Listing panel displays the following information: System
Name, Address, Operating System, Protocol, and Connection status. The
address is the TCP/IP address or the IPX address (for Novell systems).

The Service panel displays the following information: Service Type, Service
Protocol, State of the Service, and Health of the System.

The services for server systems are System Hardware and System
Information. For desktop systems, Desktop hardware and Desktop
Information.

The protocol for desktop systems is RPC. The protocol for server systems
is Small Network Management Protocol (SNMP).
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The health of a system is normal, abnormal, or a hardware feature not
recognized by the ASM Pro product. The health is abnormal when the
service is functioning but is not functioning as it should.

The System Listing can be sorted by clicking on the column bars. For
example, if you click on System Name, the system names are displayed in
alphabetical order.

A colored system symbol at the left of each system name indicates the
status of the server. The color of these symbols may change based on the
performance and condition of the server.

Command Icon Description
Create New Creates a new folder with a temporary
Folder i\i‘l name under the ALL folder directory
Delete Folder Erases the folder you specified in the ALL
folder directory
Show All Displays all the folders and their sub-folders
Folder ]
(i
Refresh Server Refreshes the System Listing
Add to System . Manually adds a new system
Listing ‘*L_;J
Delete Deletes an existing system or highlighted
System/ % agent
Service
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System organizer

The System Organizer is a tree-structured directory on the left hand side of
the System Listing window that allows you to organize network systems
into folders.

For example, using folders in the system organizer, you can network
systems by type (desktop or server), by location, or by building.

Once you have created folders, you can drag and drop systems from the
All System Listing panel to one of the folders.

To create a new folder:

1. Click the Create New Folder icon, or click the right mouse button
and choose New Folder from the menu. The new folder appears with
a temporary name.

2. Type a title for the new folder and press Enter.
To delete an existing folder:
1. Select the folder you want to delete.

2. Click the Delete Folder icon, or click the right mouse buton and
choose Delete Folder from the menu.

To display all the lower level folders, click the Show All Folder icon or click
the right mouse buton and choose Show All from the menu.

System symbols

One of the symbols shown below (System Box or Service Box) appears to
the left of each system name.

ethernet connection. The link is initiated automatically when the

ﬁ:j System Box - This means the system is connected in-band via an
system is added to the System Listing.

Service Box - This means a service system. Each server in the
ﬁ System Listing has a Hardware, System, and MIB-Il service. The
hﬁn link is initiated automatically when the server is added to the
System Listing.

It can also be a combination of both boxes if the system agent is installed
with both types of agent.

The system and service symbols appear in one of the following colors to
indicate the current status of the system.
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e Green means that the communication link between the agent and
monitoring Console is up and running.

¢ Yellow means that ASM Pro Console did not receive a response from
the system agent within a time period. This may be due to heavy
network traffic, a network error, or the system being busy.

¢ Red means that the communication link between the Console and the
System Agent is down or an error has occurred.

Note: If the status of the selected system is red (question mark), all
toolbar buttons are disabled (grayed out). Only the Auto Discovery
button is available.

Customizing System Listing

You can use the Option dialog box to customize the System Listing user
interface. To display the Option dialog box, select Setup > Option.....

User interface (Ul) tab

The U.l. tab allows you to change the settings of the background display
and printer fonts.

Option...
ul ] ‘Warning 1

i~ Background - 1 1 Toolbar-

]asmbkgbmp Browse.. ||| & Show Al

" Show Selected
| | Mate:

i~ Prifiter Font -

Title : ]Default iLhange... || This option take effect
| afta_l you cloze the
Body: W el ] Option 5etup window.
Ok ] Cancel I Loty | Help ]

To display all of the toolbars, regardless of the type of server you have
selected, click on the Show All radio button in the toolbar box and then
click OK.

To personalize the wallpaper of the Console, click Browse and choose a
graphic file, then click OK.

To change printer fonts, click the Change button. A listing of the fonts
located in the Windows fonts folder appears. Choose one and click OK.
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Warning tab

The options here specify whether ASM Pro Console should generate a
warning message to alert the user when one of the following events occurs:

e Deleting a system

e Deleting a service

e  Deleting a folder

e Exiting ASM Pro Console

Option...
Ul Warning I
Dizplay warning far fallowing commands
I” Delete & System
¥ Delete a Semice

¥ Delete a Folder
[V Ezit this program

{}pz‘fﬁfé{g oK I Carcel | i alm 1 | Help |

To enable these functions, check the appropriate checkbox and click OK.

To disable these functions, uncheck the appropriate checkbox and click
OK.
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System information and performance
monitoring

From the System Listing window, you can select a system from the service
panel to view agent information. To see the information, click the name of
the service in the service panel (the bottom right panel) of the System
Listing window: System, Hardware, or MIB-II, then select an option from
the Information menu. The options in the Information menu vary,
depending on which services are selected.

System information

The following sections describe the Information menu options that appear
when a System Information service is selected in the System Listing
window.

Basic information

Select Information > Server Information > Basic Information to display
the Basic Information window. The window consists of three sections:
System, Machine, and Modem.

System tab

Click on the System tab to view general information about the system. This
tab also displays the system’s network address and System Agent version.
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HIMOMET - Basic Information
Spstem ]Machme] Managel{
Machine Mame : MONET
Metwork Address : 21063.1M.3
Operation System : Mufindows NT 4.0 [build 1381) Service
|Pack 4
Server Agent Version : Severd 30
Computer Time: Thu Apr 23 0% 34:42 1333
Up Time : [ day 00:79: 04
Machine Location A5M console test Lab
Machine tab

Click on the Machine tab to view general information about the system’s
components, such as: Base Board, CPU, BIOS, and Physical Memory.

FIMONET - Basic Information
Spstem  Machine ]Managel{
~ Base Board ~BIOS
Manufacture ACER Wendor ACER
Product Name: M114 Release Date:  [05/05/98
Wersion 8E106 14 Wersion :
Serial Mo - 4B EH0L0T |ACAZFEO0M08-951106-RAT1-B5
-~ CPU Physical Memory
Manufacture Intel Total Memary : 160 MB
Fanily Pentium Pro Family M asimum Memory Capacity: (384 MB
Cunent Speed . 200 MHz Memery Slots No. : €]
External Clock :  |BE MHz emary Slots Used Ma. : 3
Manager tab

Click on the Manager tab to view information about the person in charge
of the system (for servers only). The manager information can be changed
on the ASM Pro Server Agent system using the asmcmfig program.
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5] MONET - Basic Information

System | Machine Managsr]

Machine Location :
Manager

Office Address :
Office Phone :
Home Address :
Home Phone :
Pager :

E-mnail :

Befresh

]ASM console test Lab

1Manager

Unda

3 ASM Pro Console

DMI BIOS information

Select Information > Server Information > DMI BIOS to display the
System Configuration screen.

BIOS

The BIOS (Basic Input/Output Sytem) tab displays general information
about the BIOS version installed in the system. It also displays the type of
hardware supported by the BIOS. The check marks show the supported
bus, function, boot device, int13 floppy status, and other services based on

the DMI specification used.
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MOMNET - DMI BIDS Information
BIOS | Base Board Processor] Memnry1 Cache] Slat ] Connectar | On Board Davi091

BIOS Yendor : ACER Starting Address Seament FO00:0000
Feleass Diate: 06/05/96 ROM Size : 258 KB
e ACRZFENCA08-961106-R01 65

[~ Boot Support —Bus - Other Features Support
¥ Selectable Boot M 154 W Plug and Play
¥ COROM I EISa v Automatic Power Manager
™ PCMCIA ~ FCl ¥ Upgradable BIOS[Flash]
I I MCa W Shadowing BI0S
[~ L5120 W ESCD
[ ATAPIZip ™ WLVESA =
™ 1394

L I PCCiA [~ Smart Battery

~ Other Devices Support ™ Use W EDD Speciication

" AGF W EI0S ROM is socksted

W Int 9h.8042 Keyboard ;
¥ Int 14h Serial Service AN A R S
¥ Int 17h,Frinter Service I NECS8001.2MB & Toshiba 1.2ME
¥ Irt 10n,CGA Viden Service W 525'/360KE W 35'280MB
I PCag ¥ B25"/1.2MB W 354720k

Base board

The Basic Motheboard Information tab displays the manufacturer,
product name, version and serial number of the base board.
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icagso - DMI BIOS Information

BI0S  Base Board ] Processor] Memory] Cache] Slat I Connectar | On Board Device}

Manufacturer : ACEH
Froduct Mame : M1 14
Wersion : 96105 1A

ol [48.59101 011

Processor

The Processor tab displays the type, speed, and other information about
each CPU on the ASM Pro agent.

asso - DMI BIDS Information

BIOS | BaseBoard Processor ]Memory] Cache] Slat ] Connectar | On Board Devicei

Type Central Pracessor altage 33y
Farnily [Pentium Pro Farnily Esternal Clock ;BB MHz
Manufacturer :  Intel ] Current Speed ;1200 MHz
Upgrade :  ZIF Socket i Max. Speed : 200 MHz
Processorl By
Socket: [U20
PID : [13

Status [Enabled




Memory
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The Memory tab displays information about the memory controller and the

memory module.

vE66la_ntstd - DMI BIOS Information

Error Detect bethod :
| Ermor Correct Capability :
| Supported Interleave :

| Current Interleave :

Memary Controller

[64-bit ECC

Single Bit Ermor Correcting
One'w'ay Interleave

One'w'ay Interleave

BIOS | Base Board | Processor  Memary 1 Cache] Slat ] Conneclor1 On Board Devicai

Supported Speed
_ | T '50ns [ 7Ons
I BOns ¥ Other

- Supparted Memary Tepe -

I~ Standard [ SIMM
[~ FastPage ¥ DikM

| Maw M 5 3BAME
[ s = - | CiEpa I~ BurstEDO
| Memory Module Yaltage : 33V ™ Parity I SDR&M
| # of Assoc. Memory Slats : 3 | [v ECC I Other
‘ - Memory Module
Socket ] RAS # ] Type ] Installed Size 1 Enabled Size ] Error Status
[SIIZE] 4 DIMM SDRAM — 32MB 32MB Na
DiMz 2 DIMM SDRAM  32MB 32mMB Mo
D1 MNoc..  Unknown 0B OB No

Memory controller
Memory Controller displays the attributes of all memory modules present
in the controller’s sockets.

Memory module
Memory Module displays detailed information about each socket, including
the type, installed size, and error status.
Cache

The Cache tab displays the attributes of CPU cache devices. The CPU
cache is a chunk of fast memory. It stores data that the CPU can process
quickly.
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icasso - DMI BIOS Information

BIOS ] Baze Bnardl Prncessnr] Memaory  Cache 1 Slot ] Ennnactnl] On Board Dewce!
Dest, 1 Lewvel ] Is Socketed1 Location ] Statug 1 Mode ] Mawn Size ] Inztalled Size ]
uzn 1 Mo Intemal Enabled  ‘wiite Back 16K 1Bk
uzo 2 Mo Intermal Enabled  ‘wiite Back 512K B12K

Slot

The Slot tab displays information about different slots on the system board,
including the type and availability of each bus. Refer to the EISA (Extended
Information System Architecture) or PCI (Peripheral Component Interface)
specification for definitions of the slot IDs. The Designation field refers to
the motherboard layout label.

I“I picazso - DMI BIOS Information

BIOS ] Baze Bnardl Plncessnr] Memnry] Cache Slot ]Ennnectnr] On Board Dewcei

Designation ] Type ] Bus width { Current Usage ] Slot Length ] 18] ] Slot Characteristics

1] 154 16 Bits Unknown Full Length M Provides 5.0 Vols
12 154 16 Bits Unknawn Full Length N2 Provides 5.0 Vols
13 154 16 Bits Unknawn Full Length M Provides 5.0 Vols
P1 FCI 32 Bitz Ay ailable Full Length 1 Provides 5.0 Yol
P2 PCI 32 Bitz InUze Full Length 2 Provides 5.0 Yol
P3 PCI 32 Bits InUse Full Length 3 Provides 5.0 Volts
P4 PCI 32 Bits In Use Full Length 4 Provides 5.0 Volts




Connector

The Connector tab displays

connectors.

casso - DMI BIOS Information
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information about the motherboard

BIOS I Baze Enardl Prncessnri Memnr_l,li Eache! Slat

Connectar | On Board Device !

CH1
CHa
Ch3
N2
N2

Internal I Type

I Euternal | Type | Port Tupe
9 Pin Dwal Inline. .. DB-9 pin male Serial Port 165504 Compatible
9 Pin Dwal Inline. .. DB-9 pin male Serial Port 165504 Compatible
28 Fin Dual Inlin... DBE25 PinFemale  Paralel Port ECP/EPP
Mone J1 P5/2 F.evboard Part
Mone J3 Ps/2 mouse Port

Onboard device

The Onboard Device tab displays information about devices found on the

motherboard.

casso - DMI BIDS Information

BIOS I Basze anrdl F‘rocessor’ Memoryi Cache! Slat ! Connector O Board Device i
Type I Status | Diescription
SCSI Disabled On Board SCSI: Adaptec 7880
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Input/Output device information

Select Information > Server Information > Input/Output Device or
Information > Desktop Information > Input/Output Device to display
Input/Output information for the keyboard, mouse, and video.

I/0O port tab

The I/0 Port tab displays information about the system’s input/output
devices and ports.

f‘l wE6lant - 170 Device Infomation

140 Part 1Video ] Feyboard and Mouse

(Mame | Address | IRO | Capabity | Description
FRINTER 3he Disable ECFEFP Farallel Port
COM 1 38 4 168504 compatible  Serial Pait

Video tab

The Video tab displays information about the system’s video device and
driver.

E’_.ﬂBULL - |0 Device Infomation

General Video 1

anufacturer : |F'hoenix
Model |83 ¥32/764./765 Compatible Graphics Adapter
Drriver Mame : |S3

Diriver Wersion :
Current Resolution

Current Colors :

|4 oo

|1 024 % 768

S
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Keyboard and mouse tab

The Keyboard and Mouse tab displays general information about the
keyboard and mouse type and configuration.

'_;I vE6Elant - 170 Device Infomation

10 Port ] Video Keyboard and Mouze

- Keyboard
e FC/AT Enhanced Keyboard [101/102-Key)
vpe:
Connectar Type : P542
Lapout : Us
~Mouse-
Manufacturer:  |-oditech IRQ ! 2
Port Name : Logitech P5/2 Part Mouse: Bittores b
Drivver M arme : Mouclass 7 :
Interface : P52

Storage information

Select Information >Server Information > Storage to display the Storage
Information screen. This screen displays the size, type, and controller of all
physical and logical hard disks that are configured on the system, as well
as the floppy disk drive, Zip drive, or CD-ROM drive.

Physical disk

Physical disk indicates the number of actual hard disk drives installed in a
system. Each hard disk drive is connected to an adapter that controls
them.

Note: The physical disk screen for the desktop systems differ slightly
from the screen shown here but the functions are the same.

To view storage drive information, click one of the items displayed in the
upper left window. The storage device’s logical partition (if the device you
chose is a hard disk drive) and controller information displays on the lower
left and right window.

Click Refresh to update the information on the screen.
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&1 v66la_ntstd - Storage Information

Physical i Logicall

3 ASM Pro Console

Parameters :
[/ Indes [ ltem [ Value
k. o Type Hard Disk
Flappy Digk 1 o 0
CO-ROM 2 Size E196 MB
Media Loaded Loaded
Removable Drive Mot Femovable
Removable Media Mot Removable
Cylinders 790
Sectore/Cylinder B3
Heads 255
e Bytez/Sector 512
Pattition Number of Partitions 2
| Name | Size (KB) | Free Spa.. | File System|
L 305MB 46 MB NTFS
(IR 5891 MB S66FMB  NTFS
Refresh
Logical disk

Logical disks are created when you separate a hard disk into several
partitions and specify each of them as an independent logical drive. This
window displays information about each of the logical drives created on the
hard disk drives. The type of information shown depends on the type of

agent selected: desktop or server.

Click Refresh to update the information on the screen.
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WBULL - Storage Information

Physical Logical 1

WNumber of “olume : E Refresh

“Wolume ‘ Total Size | Free Size | Type ‘ Total Clugter ‘ Free Cluster |
[I:) 1030 550 NTFS 1080 550
Backup(G:4] 1200 219 NTFS 1200 219

Tools(F:4) 1862 509 NTFS 1882 509
AGENTIE:Y) 1004 557 NTFS 2008 1114
NT4.0D:A) 1004 203 NTFS 2008 406
M5-D05_B(C:A) 250 62 FAT 62 15

Operating system information

Select Information > Server (or Desktop) Information > O.S.
Information to display the Operating System Information screen that
displays information about the operating system. There are six screen tabs
for server systems and three for desktop systems.

Server system

There are six screen tabs for server systems.

User tab

The User tab displays the number of users currently logged on to the
server.
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HBULL - 05 Information

User I Drivers] Frocess List! Softwarasi Sarwca! Erveiroment Variablesl

Mumber of Users I1

User Name | Login Time
JEAMLIM Tue bay 04 10:35:40 1933

Drivers tab (only available for Windows NT and Windows 98
operating systems)

The Drivers tab displays all the device drivers installed in the ASM Pro
Agent. It also displays the total number of drivers installed in the system.

ULL - 05 Information

User  Drivers iF'mc:ess List! Softwaresi Service! Enviroment Variablesl
Murnber of Drivers : !30
Diriver Hame I Type ! =
YgaSave YgaSave
Tepip TCPAF Service
Serial Serial
33 33
Fdr Fdr
Pszan Pszan
Parédm Pardm
Parpaort Parpaort
Farallel Parallel
NialrkNb Niw/Link HetBIOS
Mwlnklps Nw/Link |P*/5P% Compatible Transpart Pratocol
Null Null
Mpfs Mpfs
NetBT wINS Clhent{TCPAR)
HetBIOS NetBIOS Interface
ME 2000 Navell ME2000 Adapter Diriver
NDIS Microsoft MDIS Swstern Driver I |
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Process list tab

The Process List tab displays the programs and DLL libraries that are
currently running on the system. For a server agent, it also displays the
time that a process was executed.

To terminate a process in the list, select the process and click the Kill
button.

ULL - 05 Information

User | Drivers Process List ]Softwaresi Service | Enviroment Variables |

Murnber of Pracess : [39
Process Mame ] I ] Start Time ] =
_Tatal 1 MNAA
MSDEY 232 Tue 09:21:09 May 04 1999
SSEXP 351 Tue 08:57:31 May 04 1933
niwin3z e Tue 08:55:50 May 04 1939
DESKMENU 357 Tue 08:55:50 May 04 1933
realplay 366 Tue 08:55:49 Map 04 1933
explorer L1} Tue 08:55:38 Map 04 1999
MNDDEAGMNT 234 Tue 08:55:29 Map 04 1933
LOCATOR 314 Tue 08:54:10 May 04 1933
win32rap 298 Tue 08:54:08 Map 04 1933
ntsm 294 Tue 08:54:08 Map 04 1933
AzciSn 290 Tue 08:54:08 May 04 1999
WwilN3Z5L 253 Tue 08:53:56 Map 04 1933
PSTORES 243 Tue 08:53:54 May 04 1333 |
Heire A T ANLEAEA o AA A 0A0

Kil Refresh

Software tab

The Software tab displays the software packages currently installed on the
server.
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BULL - 05 Information

User ] Drivers] Frocess List  Softwares I Servicei Enviroment Variables]

Murnber of Software : [33

3 ASM Pro Console

Software Hame

WinZip

‘wiindowes NT 4.0 Service Pack 4
Microzoft Wieb Publizhing \Wizard 1.51
Microzoft Visual SourceSafe NetSetup
ServerProtect

Intel LAMD esk Server Manager 6.0
Server DMI 2.0 Companent Interface
53 Refresh

53 Color Control

FealPlayer 5.0

F<E FDE

Microzoft Dutlook Express

Microsoft Office 37. Professional Edition
ticrozoft MethMesting 2.0

Microsaft Wallet

Microgoft Visual C++ 5.0

Microsoft Visual C++

Service tab (only available for Windows NT operating systems)

The Service tab displays the number of services currently active in the

server.

User ] Driversl Fracess List] Softwares  Service 1Envimmenl Variables]

Murnber of Service:  [45

Service Mame ‘ Start Up ] Status

‘Win3Zsl Automatic Fiunring
‘Win32rap Autamatic Runring
UPs Manual Stopped
TapiSry tdanual Stopped
Spooler Automatic Running
SNMPTRAP Manual Stopped
SNMP Autamatic Runring
ServerPratect Server Automatic Running
Schedule Automatic Running
FpcSs Automatic Fiunring
RPCLOCATOR Manual Runring
Replicatar Manual Stopped
ProtectedStorage Automatic Running
FlugPlay Automatic Fiunring
Mw/Ciwark station Autamatic Runring
MiLmSsp Manual Runring
Metiogon Automatic Running
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Environmental variables tab (only available for Windows NT
operating systems)

The Environmental Variables tab displays the contents of the initialization
file of the operating system.

HIBULL - 05 Information

Desktop system

There are three screen tabs for desktop systems.

Process list tab

The Process List tab displays the number of processes the desktop has
executed since it was turned on. It also shows the type (16-bit or 32-bit) of
the program that was executed.

To terminate a process in the list, select the process and click the Kill
button.



86

3 ASM Pro Console

_‘I CHRISCHANG-1 - 05 Information

LOADWE. EXE
SAGE.EXE
SYETRAY.EXE
EXPLORER.EXE
OPFEATURE. EXE
DESKTOP.EXE
ADMEMSAGENT. EXE
MOBILESUP.EXE
IMVIMAN EXE
SUSMON.EXE
ASSETICEXE
DMIBIOS EXE
DESKMAN EXE
UTILMON EXE

MAIC T e

Drivers tab

The Drivers tab displays all the device drivers installed in the desktop. It
also shows the total number of drivers installed in the system.

_‘I CHRISCHANG-1 - OS5 Information

16-bits. DOS
16-bits, DOS
1E-bits, DOS
1E-bits, DOS
1E-hits, DOS
16-bits, DOS

16-bits, DOS
1E-bits, DOS

Environmental variables tab

The Environmental Variables tab displays the contents of the initialization
file of the operating system.
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icasso - 05 Information

Process List | Drivers  Enviroment Yariables

ComSpec=0:"WIMMT \systern32hemd exe

INCLUDE=D:\Pragram Files\Mts\Include

LIB=D:\Pragram Filesikts\Lib

MUMBER_OF_PROCESSORS=1

O5=indaws NT

O=2LibPath=D:\WwANM T eystem32hos 2 dll;

Path=0n: 5D VN 324bin: D ADMIZSPABIND:AWINN T Sepstem3Z D wnd NN T D -AWINN
ThSpatemI2WWEBEMDMWANNT ASpstem 325WWEBEMYSNMP.D: \Program Files\Mis
PROCESSOR_ARCHITECTURE=x86

PROCESSOR_IDEMTIFIER=x86 Famiy & Model 1 Stepping 9, Genuinelntel
PROCESSOR_LEYEL-E

PROCESSOR_REVISION=0103

windir=0:NWINNT

N IZ0MIPATH=D:ADMI25 P

TN/ [Alert: NZA

Network information

Select Information > Network Information to display the network
Information screen. This screen displays information about some of the
network interface cards. Not all network cards provide this type of
information.

Details are provided for the type, model, slot number being used, IRQ, 1/0
port, base memory address, DMA address, IP address, gateway, NIC
(Network Interface Card) speed, and NIC driver.
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edpangnt - Network Information

] DNS 121 0.63.96.2 203.66.103.21

Network Card :
e | Metwork Card #1 Metwork Card #2
W anufacturer 3Com DigitalE quipmentCarparation
tdodel Mame 3Com Fast EtherLink PCI 10/100BASE-T... DEC PCI Ethemet DECchip 21041
IP Addiess 210.62.101.95 21063.101.95
Met Mask 255.265.255.0 255.266.255.0
Gateway 21063101 210631011
El53x DC21x4
11 40

System resource information

Select Information > System Resource to display the System Resource
Information screen. System Resource Information consists of four tabs:
IRQ, DMA, I/0 Port, and Memory Address. The following sections briefly
describe each of these tabs.

Server system

There are four tabs for server systems.

IRQ information

This screen displays a list of each IRQ and its assigned use in the system.
It can be used to detect a hardware interrupt conflict.
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W1 M7R100- System Resource Information = (O] ]
IR | DMa | 140 Port | Memery Addr. |
IR0 | Descnption |
uli] Feserved
o1 i8042prt
nz2 Reserved
03 DC214
04 SemaoLe
05 NE2000
06 Reserved
o7 Reserved
03 Reserved
03 Reserved
10 Reserved
1 aic 7B
12 Reserved
13 Rezerved
14 Reserved
15 Reserved

DMA information

This screen displays all the DMA channels used by each device in the
system.

[# M7R100- System Resource Information == B
RO DMA | 140 Fort] Memo add: |

Charnel | Diescription |
None
Maone
Moke
MNone
None
Mone
Mone
MNong

=

I/O port information

This displays the range of port addresses occupied by the system
resources.
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I®)M7R100- System Resource Information
IR | DM& 140 Port | Meman Ader. |

3 ASM Pro Console

HEE |

Fange | Diescription |
00&0 - 0060 i8042prt

0064 - D0E4 1B8042prt

7000 - 707F DC21x4

0340 - 035F NEZ000

3F8 - 03FE Sermoize

7400 - 74FF aic 7B

03E0 - 03BE cilfus

03C0- 020F cifus

Memory address

This displays the system’s base memory usage, including the address, the
length, and its description.

[§1M7R100- System Resource Information
RO | DMa | 170 Fort Memory Add: |

T B

Address | Length | Description

04200000 - 04200FFF 01000 SiC7 B
00040000 - D00BFFFF Ox20000 ciffus
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Desktop system

gl tedpangnt - DMI Resource Information

Resource ]

Driver Name | IR0 [ DMa [ 140 Part | Memory Address |
i8042prt oAz hiohe O0E0-00BD;...  nhone

Serial 04 none [3FE-03FE nong

ASM nione none O4F2-04F3 nong

DC21X4 03 none FO80-70FF hone

EB3: 05 none FO00-70F hone

Floppy 06 0z 03F0-03F5;.. none

aicBun 1 none 7400-74FF  0B100000-0B1 00FFF
atapi 15 hone 070-077.... none

YgaSave none hohe 03B0-03BE.. 000A0000-000BFFFF

IRQ
The IRQ column displays a list of each IRQ and its assigned use in the
system. It can be used to detect a hardware interrupt conflict.

DMA
The DMA column displays all the DMA channels used by each device in the
system.

I/0O port
The 1/0 Port column displays the range of port addresses occupied by the
system resources.

Memory address

This displays the system’s base memory usage, including the address, the
length, and its description.
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Performance monitoring

ASM Pro monitors the performance of each agent periodically and sends
this information back to the ASM Pro Console. The polling interval of the
Console can be configured to check the agents whenever the system
administrator chooses.

Configuring polling interval
Select Setup > Config Polling Interval to display the Polling Interval Setup

dialog box shown below.

Config Polling Interval

Host Name : [vBEla_ntstd
Address : [FT1 63 103 216
S|

i~ Alive Polling 1 Info. Poling

Current: 1 Sec. Curent : [5 Sec.

Mew: |1 i Mew: [5 I Sec.

[ Apply to all spstems ™ Apply to al service

Cancel ]

The Alive Polling interval indicates how often the connection status
between the Console and the Agent is checked. The Information Polling
Interval determines how frequently the Console polls the Agents to update
its data.

To change the polling interval, click the up and down button to increase or
decrease the number of seconds, or type in the number of seconds, and
click OK. The polling intervals must be from 1 to 60 seconds.

Processor performance (for server system)

Select Information > Performance > Processor to access the Processor
Performance information screen.

This window displays the current load and load limit of each CPU (Central
Processing Unit) installed in the system. The higher the percentage, the
more the CPU is being used. This indicates how much load the system has
and how well the system’s processing power is handling the load.

For multiple CPU systems, the multi-processor performance can be
displayed only on the MP-Kernel OS.



- Proceszor Perfformance

Frocessorl =
100.0
80.0
=
2 a00
"
8 a00
=
20.0
0+ t {
10:49:43 10:50:08 10:50:33
Times
L= ] Current [GET Iin. 1
Utilization 27 55 16
Syztem 11 46 =]
| B 15 15 ]
B it for 140 0 0 0

Kernel performance (for desktop system)
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Select Information > Performance > Processor to access the Kernel

Performance information screen.

HRISCHANG-1 - Kemnel Performanc

Thigads Created 34
Wirtual Machines Created : 1

—Virtual Memorny - -GDI-
Size 2044 ME Size:  Butes
Free: 93 % Free : Gl %
Warning Threshold: |30 5.4 ME ‘wiarring Threshold 10 ..._1 i

Ciitical Threshold 10 _13 ME Critizal Threshald : }5 5—1 7

CPU Utilization %) :

100.0
0.0
G0.0
40.0

Utilzation

200

04 i .
G330 63326 83351
Times

The Virtual Memory box indicates the size of virtual memory. It also shows
the percentage of virtual memory available related to system virtual
memory. The threshold settings allow ASM Pro to warn you if system

operation exceeds capacity.
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To adjust the warning and critical threshold value, click the Up/Down arrow
key, or type the value in the text box and then click Set. The GDI (Graphical
Device Interface) box also functions the same way.

Below the boxes, a graph of CPU use shows the current load and the load
limit of the CPU installed in the system. The higher the percentage, the
more the CPU is being used. This indicates how much load the system has
and how well the system’s processing power is handling the load.

Memory utilization

Select Desktop (or Server) Information > Performance > Memory to
access the Memory Utilization information screen

The Memory Utilization window consist of three tabs: Info, Graph, and
Advance. The following sections describe of each of these tabs.

Info

If the system being monitored is a server, the Info tab displays a graph
showing the percentages of used and unused memory in the system. It
also indicates the threshold value of memory use.

To change the threshold value of memory use in a server, click the up and
down button to increase or decrease the percentage of use, or type in the
desired value, and click Set. If the memory allocation in the server exceeds
the threshold value, an alert is sent to the Console. For more information
about alert handling, see Chapter 4 - System Alert Manager for more
information.

tl scosysy - Memory Utilization

Info 1 Graph ] Advance

— Memary
Total Memony | 32380 KB
UsedMemop: | 20500 KB

M Free

Threshold Setting
Cumrent Threshold a5

New Threshold 100 =
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Note: If the password is enabled in the ASM Pro Server Agent, enter
the password for the Agent when changing the threshold setting.

Graph

The Graph tab shows a graph that measures the use of system memory
and memory paging along a time table.

cosyev - Memory Utilization

Infa Graph I Advance !

H00.0 Memory Liilization
c 800
5
= GO0
£ 4oo
3 0
o t d
00:32:24 00:32:48 003314
Times
00,0 Paging Utilization
w800
i
2 e00
&
5 900
E 200
] t d
09:32:24 09:32:49 09:33:14

Times

| Cument | Mas. | Min. =
%} E3 B3
1] 1] 0
1] 1] 0 i
0 0 D =

Advance

The Advance tab shows more detailed information about memory use for
different operating systems.
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_“I CHRISCHANG-1 - Memory Utilization

2036 KB FreeMemay: fi568

B
b b

Exre
l—q

Note: This screen display may be different for different operating
systems.

Disk utilization (for server systems only)

Select Server Information > Performance > Disk to access the Processor
Performance information screen.

For NetWare, this command is enabled if a server is highlighted in the
System Listing window, and is used to view the number of redirected
blocks in the storage device.

For SCO OpenServer, SCO Unixware, and Windows NT, click the pulldown
menu to choose the hard drive you want to view if the system have more
than one hard drive. The screen shows the read/write access and over-all
utilization of the hard disk.
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HIBULL - Disk Utilization

[#0-SEaGATE STasaiw 0484 o
Infa | NT Special|

Disk Busy Ratio: B3
Average Disk BAW Time: [
Byte Transferred TZlSIJZZ—
Nurnber of Transfer: &

For Windows NT, you can click on the NT Special tab to display
information about Read, Write, and Read/Write operation that is only
supported in Windows NT. See the following example screen.

WBULL - Disk Utilization

[H0- SEAGATE 5T34371w 0484 -
Infa NT Speciall

—————— Bytes/DOperation
Read [14 ‘Write [15883 Read/write 15899

Seconds/Operation————————————————————— ‘

‘ Fiead [0 Write i] Fead write 1

Rate bytes/Operation——————————————————
‘ Read [0 Write [0 Read/wiite 1 ‘

Operations/Second
Read 0 Write o Read/write |U




98 3 ASM Pro Console

File system utilization

Select Desktop (or Server) Information > Performance > File System to
access the File System Utilization information screen.

In the screen below, the utilization column indicates the percentage of
space used for each file system. When file system use exceeds the
threshold value, the Agent sends an alert to the Console. See Chapter 4 -
System Alert Manager for more information.

‘BIBULL - File System Utilization

File System | Total Size | Used Size [ Utiizatior(3), [ Thiesheldiz |
i) 1090 546 50 ]
Backup(G:A] 1200 989 2 a3
Taols(F4) 1862 1373 72 98
AGENTE] 1004 472 47 3
NT4.0[D:A) 1004 a6 a4 3
MS-DOS_BIC:N) 250 188 7 100

Threshold Setting

Current Threshold([%) 98 Set

New Threshold(%) ]Ba ﬁ SetAll ]

To change the threshold setting of the selected file system, click the up and
down button to increase or decrease the percentage of utilization, or type
the desired value, and click Set.

To set the threshold value for all of the file systems on the same server, type
the threshold value, and click Set All.

Note: If the password is enabled in the ASM Pro System Agent, enter
the password for the Agent when changing the threshold setting.

NIC (Network Interface Card) utilization
(for server system only)

Select Server Information > Performance > NIC to access the NIC
Utilization information screen.
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The NIC Utilization window shows the selected NIC card packet
transactions on the selected system. The window below shows current
receive and transmit transactions (bytes and packets) of NICs on selected
servers.

FIMONET - NIC Utilization
flouiey Packets Util.
200
Z 800
T
o
; 40.0
200
o + i
A0:45:00 A0:45:24 A0:A5:50
Times
[tem J Current J b J Iin J
Total packets sent a 9 a
.Tulal packet received 11 28 1]

This information is useful for determining the network traffic in the periods
that the agent is at its peak.

NIC (Network Interface Card) fault

Select Server Information > Performance > NIC Fault to access the NIC
card failure information screen.

This tab shows the number of instances of different faults in the selected
Network Interface Card.
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'BIMONET - Storage Information

|#0 - DEC PCI Ethemet DECehip 21041 =
Infa ]
Frame Transmit Enar [275 Tranzmit heart beat [0
Frame receive enor [157 CRS last [0
Frame receive CRC eror [ Tranzmit late collizion h

Receive frame dignment enor [
Transmit O, one collision 273748
Transmit OK more collision 752488
Transmit OK deffered 22753
Transmit fail maw collision 274
Fieceive eror averrun [2584760506
Tramsmit enor underun [o

To view a particular network card, click the arrow button of the NIC# combo
box and select a network card from the list.

Hardware status

The following sections describe the Information menu options that display
when a desktop or server hardware service is selected in the System
Listing window.

Health monitor

Select Hardware Status > Health Monitor to display the Health Monitor
screen. This screen displays the current CPU voltage, CPU temperature,
system voltage, fan status, SMART (Self-Monitoring, Analysis and
Reporting Technology) status, RDM (Remote Diagnostic Management)
status, and chassis status.
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“H scosysy - Health Monitor

Temperature - i~ CPU Yoltage: - Spstem Yoltage
S | B P @ [ CPU Vokage : ﬁ Spstem Vokage :
CPU socket 1: 34.01... 9 330V 3,264 ! W 3.20v . 2308
B 500V 5.016Y

B 1200 : 11.942¢

Fan- T~ Smart Fuse:

Fan Shahus : I éﬁ St Ghaus : I [a] s

_ﬁl BB HOUSING FanSTOP S| @) Keypboard/Mouse fus..

BB HOUSING Fan GTOP (@) USE fuse - Mot Suppart
88 HOUSING FanSTOP () 5CS! fuse : Not Suppart
i Chassis Status : i - FDM Status
[ as
1] ]Nol support IEUDI—

ASM Pro Console updates the values in the Health Monitor screen during
each polling cycle. The polling intervals can be in the range of 1 to 60
seconds. Refer to “Configuring polling interval” on page 92 for more
information.

Some of the threshold values for hardware components have been preset
by the manufacturer and are not user configurable. When a threshold is
exceeded, the action predefined by the system administrator is used to
correct the problem. Refer to “Chapter 4 - System Alert Manager” for more
information.

Caution: The events described in the following sections that
generate alerts are critical. If any of them occur, correct the problem
immediately. If the problem is not corrected, your system may be
damaged.

CPU voltage

The voltage for each CPU’s power source is shown here. The icon appears
green when the voltage is within the normal range. The icon turns red when
the voltage is not within this range. An alert is generated whenever the
voltage is out of range. This alert is recorded in the alert log file. Refer to
“Event viewer” on page 143 for more information.
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CPU temperature

The CPU temperature is monitored in two stages. First, Console sends a
warning when the temperature rises above a specified threshold. If the
temperature continues to rise above a second, critical threshold, then a
critical alert is issued. In some models, you can set the threshold values in
the BIOS setup.

System voltage

The system power sources are shown here. The icon appears green when
the voltage is within the proper range. The icon turns red when the voltage
is not within this range. An alert is generated whenever the voltage is out
of range. This alert is recorded in the alert log file. Refer to “Event viewer”
on page 143 for more information.

Fan status

The fan status is monitored through the hardware module of the system.
There is no user configurable setting.. If either the housing fan or the CPU
fan stops, it will cause the temperature to rise, and could overheat the
system.

Each fan is represented by a picture of a fan to the left of the fan name. The
icon appears green when a fan is functioning properly. The icon turns red
when the fan is not working. An alert is generated whenever a fan is not
working. This alert is recorded in the alert log file. Refer to “Event viewer”
on page 143 for more information.

SMART (Self-Monitoring, Analysis and Reporting Technology) status

SMART monitors a disk drive’s health and reports potential problems to
prevent impending disk crashes in your system. If this technology is
available to the system, it can report disk error status to Console. If the
system doesn’t support this feature, the status is disabled. An alert is
generated whenever a disk error occurs in the system. This alert is
recorded in the alert log file. Refer to “Event viewer” on page 143 for more
information.

Chassis status

The chassis status is monitored through the hardware module of the
system. No user configurable setting exists. If the server can detect
chassis status, the status is normal if the cover is closed or abnormal if the
cover is open. If the system doesn’t have chassis status detecting
capability, the status indicates that it is "not supported." An alert is
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generated whenever the chassis is opened and the system is not properly
shut down. This alert is recorded in the alert log file. Refer to “Event
viewer” on page 143 for more information.

Note: The above events are critical. If any of the above events
occurs, correct the problem right away. Damage to your system may
result if the problem is left unattended.

Fuse (for server system only)

The fuse status is monitored through the hardware module of the system.
No user configurable setting exists. Each fuse is represented by a picture
of a fuse to the left of the fuse name. The icon appears green when the fuse
is functioning properly. The icon turns red when the fuse is not working.
An alert is generated whenever the fuse malfunctions. This alert is
recorded in the alert log file. Refer to “Event viewer” on page 143 for more
information.

RDM status (for server system only)

The RDM status is monitored through the hardware module of the server.
If the server does not have RDM status detecting capability, the status is
"Unknown." The status is "Active" if you have RDM installed in your
systems. The status is "Not Exist" if your server does not have the RDM
module installed.

IPMI (Intelligent Platform Management Interface)

Select Information > Hardware Status > IPMI to display the IPMI screen.
The IPMI specifications define standardized, abstracted interfaces to
platform management hardware. The IPMI screen consists of three tabs:
Information, Sensor, and SEL (System Event Log).

Information

The Information tab displays the IPMI version and other information
concerning the sensors installed in the system and the system event log for
these installations.
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Information |Sensor | SEL | FRU Produst | FRU Board | FRU Chassis |
BMC Revision : 0.41
IPMI Version : 10
BMC Mannfactorer IT 1050
Number of Sensors : 63
Number of Generic Devices : a8
Number of Management Controllers : 7]
Number of Svstern Event Log Entries : 25
SEL Total Space Bize : 6144
SEL Free Space Size ET712

SensorFRU

The Sensor tab Shows sensor information in the system.

Information Sensor [SEL | FRU Product | FRU Board | FRU Chessis |

Sensor Curment Fea... *|| Description :

[BCPU Status] 0K Eensor tTﬁlp:ﬂ:' Te%l;ieratuirqe E]r;:lystem board 1
eI Reading N [u)

PICPU Statws2 NiA Pl

EACPU Staus? /A Upper Critical Threshold : 70.00

ACPU Statosd N/ Upper now-critisal Threshold : 60.00

GQCPUL Temp  3900C Normsl Reading : 40.00

2ACPUZ Temp  N/4
ACPUS Temp  N/4
ZICPU4 Temp  Nid
@gCrU1 Vol 1.06 Valt
ACPUZ Vol WA
ACPUZ Vol Wik
ZACPU4 Yol Wik

SEL (System Event Log)

The SEL tab displays system event logs by time and event descriptions.
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Information | Sensor  SEL

| FRU Broduct | FRU Board | FRU Chessis |

Index |

Tiime

| Event Description

Mon Jul24 142757 2000
Maon Tul 24 08:06:16 2000
Maon ol 24 08:06:16 2000
Man ol 24 083:06:16 2000
Man Tul 24 02:06:18 2000
Man Jul 24 083:10:08 2000
Maon Jul 24 08:10:08 2000
Maon Jul 24 02:10:08 2000
Maon Jul 24 03:10:10 2000
Tue Jul 25 02:19:03 2000
Tue Jul 25 02:19:03 2000
Tue Jul 25 02:19:03 2000
Tue Jul 25 02:19:05 2000
Tog Jul 25 02:23:11 2000
Toe Jul 25 02:23:11 2000
Toe Jul 25 02:23:11 2000
Toe Jul 25 02:22:13 2000
Tne Jul 25 02:05:20 2000

svstem mgmt module 1 Event Logging Dis...
Peripheral bay 1 Fuse{USE Fuzl): Abnor. .
Peripheral bay 2 Fuse{USE FuzZ): Abnor. ..
fanfcooling device 3 Fan(Swstem Fan®): 4.
Foom | Temperatore! Foom Temp): Uppe...
Peripheral bay 1 Fuse{USE Fuzl): Abnor..
Peripheral bay 2 Fuse{USE Fumd): Abnor. ..
fanfoooling device 3 Fan(Swstern Fan®): 4.
Foom | Temperature{Foom Temp): Uppe...
Peripheral bay 1 Fuse{TEE Fum1): Abnor...
Peripheral bay 2 Fuse{TEE Fuz2): Abnor...
fanfcooling device 3 Fan(Swstem Fan®): 4.
Room | Temperatore{Room Temp): Uppe...
Peripheral bay 1 Fuse{USE Fuzl): Abnor. .
Peripheral bay 2 Fuse{USE FuzZ): Abnor. ..
fanfcooling device 3 Fan(Swstem Fan®): 4.
Foom | Temperatore! Foom Temp): Uppe...

FRU product

Field replaceable unit product displays product information.

Information | Sensor | SEL FRU Product | FRU Board | FRU Chassis

Manufacturer : Acer

Product Name : ETR

Part model Number : i

Wersion : 0000000000000000
Serial Number : N000000000000000
Lsset Tag: 0000000000000000
FRU File ID : xirfo

FRU board

Field replaceable unit board displays motherboard information.
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Information | Sensor | SEL | FRU Product FRU Board | FRU Chassis |
Manufactorer : Aicer
Product Name : KTR
Part Number : W30L10
Serial Humber : 55.35801.021
FRU File ID : wirfou
Wiz Date Time : bdon Jul 10 14:57:00 2000
FRU chassis

Field replaceable unit chassis displays chassis information.

Information | Sensor | SEL | FRU Fmoduct | FRU Board  FRU Chassis |

Chassis Type : b Tower
Paut Muimber : NZA
Herial Number : 0000000000000000

NVRAM

This button shows you the total amount of memory allocated for storing
BIOS events in the RAM.
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NVRAM Size
Taotal Size : |2|]31 Eytes
Uszed Size : |355 Bytes

18%

ISD j Set

" Current Threshold : 0%

You can adjust the threshold setting by entering the percentage in the input
box, and then click the Set button to accept the setting.

MIB-II information

This section describe MIB-II (Management Information Base) information.
MIB-Il is a database of objects that can be monitored by a network
management system. If you have installed the MIB-Il Agent software, you
can view the information from ASM Pro Console.

The following sections describe the Information menu options that display
when an MIB-II service is selected in the System Listing window.

System

Implementation of the system group is mandatory for all systems. If an
agent is not configured to have a value for any of these variables, a string
of length 0 is returned.

& M7R100- MIB-ll System

Description : IHardware: #86 Family & Model 1 Stepping 7 4

Object ID : [T3E141311.11.31.2
UpTirme : IWad Dec 31 17:55:36 1963

Contact : I
Mame : |MTF|1DD

Location : I

Services : [v ApphcatlonLa}lﬂ
™ Presentation Layer
™ Session Layer
¥ Tranzport Layer
V' Network Laver
I™ Data Link Layer
™ Physical Layer
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Parameter Description

Description A textual description of the entity. This value should
include the full name and version identification of the
system's hardware type, software operating-system,
and networking software

Object ID The vendor's authoritative identification of the network
management subsystem contained in the entity. This
value is allocated within the SMI enterprises subtree
(1.3.6.1.4.1) and provides an easy and unambiguous
means for determining ‘what kind of box’ is being
managed. For example, if vendor ‘Jayson, Inc.” was
assigned the subtree 1.3.6.1.4.1.4242, it could assign
the identifier 1.3.6.1.4.1.4242.1.1 to its ‘Ann Router’

Up Time The time (in hundredths of a second) since the network
management portion of the system was last re-initialized

Contact The textual identification of the contact person for this
managed node, together with information on how to
contact this person

Name An administratively-assigned name for this managed
node. By convention, this is the node's fully-qualified
domain name

Location The physical location of this node (e.g., ‘telephone
closet, 3rd floor’)

Services The set of services that this entity primarily offers.

Interface

Implementation of the Interface group is mandatory for all systems.
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System Tab

2 M7R100— MIB-II Interface
System | Table |

Description : |MS TCP Locpback interface

Interface #3

Tupe  [24 [softwarsLoapback)

MTL: [1500 Speed I]U MbiSec
Shatu
. IU
Al SELs: (212 System Status © ID perational
Operation Status : IUD

Parameter Description

Description A textual string containing information about the
interface. This string should include the name of the
manufacturer, the product name and the version of the
hardware interface

Type The type of interface, distinguished according to the
physical/link protocol(s) immediately “below' the network
layer in the protocol stack

MTU The size of the largest datagram which can be sent/
received on the interface, specified in octets. For
interfaces that are used for transmitting network
datagrams, this is the size of the largest network
datagram that can be sent on the interface

Speed The desired state of the interface. The testing (3) state
indicates that no operational packets can be passed

Admin Status An administratively-assigned name for this managed
node. By convention, this is the node's fully-qualified
domain name

Operation The current operational state of the interface. The testing
Status (3) state indicates that no operational packets can be
passed

System Status Indicates if the system is operational or not
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Table tab
2 M7R100- MIB-ll Interface
[niface | Systen Table |
Interface #1
Interface #2 Input Output
IRl Total Bytes: 7547 s
Unicase Packets: [183 [az
Non-unicast Packets : [0 In
Emor Packets: [070.00%] [no.00)
Discard Packets: [0/0.00%) loin.o0z

Parameter Description

Input Total Bytes  The total number of octets received on the interface,
including framing characters

Input Unicast The number of subnetwork-unicast packets delivered to a

Packets higher-layer protocol

Input Non- The number of non-unicast (i.e., subnetwork-broadcast or

Unicast Packets  subnetwork-multicast) packets delivered to a higher-layer
protocol

Input Discard The number of inbound packets which were chosen to be

Packets discarded even though no errors had been detected to

prevent their being deliverable to a higher-layer protocol.
One possible reason for discarding such a packet could be
to free up buffer space

Input Error The number of inbound packets that contained errors

Packets preventing them from being deliverable to a higher-layer
protocol

Output Total The total number of octets transmitted out of the interface,

Bytes including framing characters

Output Unicast The total number of packets that higher-level protocols
Packets requested be transmitted to a subnetwork-unicast
address, including those that were discarded or not sent
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Parameter Description

Output Non- The total number of packets that higher-level protocols

Unicast Packets  requested be transmitted to a non-unicast (i.e., a
subnetwork-broadcast or subnetwork-multicast) address,
including those that were discarded or not sent

Output Discard The number of outbound packets which were chosen to

Packets be discarded even though no errors had been detected to
prevent their being transmitted. One possible reason for
discarding such a packet could be to free up buffer space

Output Error The number of outbound packets that could not be
Packets transmitted because of errors
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AT (Address Translation)

Implementation of the Address Translation group is mandatory for all
systems.

£ M7R100-— MIB-1l AT

MNumber of Total Entries |2 Refrash |

|ndex | Phyzical Address | Metwork Address |
2 O0:00:E2:02:.C0:F3 202.33.82.233
3 O0:00:CO:EDBCCE 18232103

The Address Translation group contains one table which is the union
across all interfaces of the translation tables for converting a
NetworkAddress (e.g., an IP address) into a subnetwork-specific address.
This document refers to such a subnetwork-specific address as a ‘physical’
address.

Parameter Description

Physical Address The media-dependent ‘physical’ address. This is
usually an ethernet address that has been hardwired
on the ethernet chip.

Network Address The NetworkAddress (e.g., the IP address)
corresponding to the media-dependent ‘physical’
address

IP (Internet Protocol)

Implementation of the IP group is mandatory for all systems.



Generic tab

-_ RAINMANZKPRO - MIB-II IP

Generic | Net To Medis Thl. | Fouting T | Address Thl |

|P Forwarding ; |Host Default TTL: 128
Statighic
Packet Sent : [A75E — Re-tazembly Datagrams
S Bl Request ;|0
acket Received : (11227 ok:o
IP Input Error : |0, 283 Fail :lﬂi
IF* Output Ermor : (0,003 TimeOut : |50
Farvarding Rate - |0 — Fragmented D atagrams
Input Rate |0 ok o
Mo Foute : | Fail : |0
Urknows Prata |0 Create: |0

Net to media table tab
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The IP address translation table contains the IP address and ‘physical’

address equivalents.

Some interfaces do not use translation tables for

address equivalents. DDN-X.25, for example, uses an algorithmic method.
If all interfaces are of this type, then the Address Translation table is empty,

i.e., has zero entries.
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RAINMANZKPRO - MIB-II IP

Generc  Met To Media Thl I Fouting Thi. | Addrezz Thl. |

Murnber of Total Enbies : |1 Refrazh |

|ndex | Physical Address | Metwork Address | Type
16777219  08:00:02:1E:8C: 98 10.41.1461 dynamic

Routing table tab

The IP routing table contains an entry for each route presently known to this
entity.

RAINMANZKPRO - MIB-II IP

Generic | Met ToMedia Thl,  Routing ThL | Address To. |

Murmber of Tatal Entries : |7 Refresh |

D estination I I Mesxt Hop I Type I Prota... I fige I Met Mazk I

l.

0000 1. 10.41.1461 indirect  netm... 2454 0.0.00
10.41.146.0 1. 10417461, direct  local 2456 255.295.25...
1041146157 1 127.0.07 direct  local 2456 250,295.25..
10256280 1. 10417461 direct  local 2456 260.286.26..
127.0.00 1 127007 direct  local 2462 260.0.0.0
224.0.0.0 1. 10417461, direct  local 2456 224.0.0.0
200,260,266, 1. 10417461, direct  local 2468 265.286.20..
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IP address table tab

The IP address table contains this entity's IP addressing information.

AINMANZKPRO - MIB-II IP

Generic | Net To Media Tbl. | Routing Tbl. Address Tbl. |

Mumber of Tatal Entries : |2 Refresh |

Address I IF Index I et b azk I Broadcast A&, I Max. ... I
10.41.146.157 16777219 25525525 1 BER35
127.0.01 1 256.0.0.0 1 BER35

ICMP (Internet Control Message Protocol)

Implementation of the ICMP group is mandatory for all systems.

A M7R100- MIB-II ICMP

Input Output Total
ICMP Message: 265 |8 [#13

Err:  [00.0%) |IES] |IES]

Dst. Urreachable: [20(5.6%) [E5 154 ) e
Time Exceeded:  [010.0%] |EES] |EES]
Farameter Problem : |U [0.0%) ID [0.0] ID [0.0%]
Source Quench : |2 [0.6%) |D [0.0%] |2 [0.5%]
Rediect:  [0(0.0%] [o0.0%) [o0.0%)
Echa: [3[0.8%) OIS [EIEER]
Echo Reply:  [0[0.0%) 38.2%] [310.7%]
Timestamp: [0 [0.0%) |EES] |EES]
Timestamp Feply:  [0(0.0%) |TES] |TES]
Addr. Mask Request:  [1[0.0%] Joo.z] Joo.z]
Addr. Mask Repls: [170.0%] |INES] |INES]
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Parameter Description

Input/Output The total number of messages which the entity
Messages received/sent. Note that this counter includes all
those counted by InErrors.

Input/Output Errors The number of messages which the entity
received/sent but determined as having -specific
errors (bad checksums, bad length, etc.).

Input/Output Dest The number of Destination Unreachable
Unreachables messages received/sent.

Input/Output Time The number of Time Exceeded messages
Exceeds received/sent.

Input/Output The number of Parameter Problem messages
Parameter Problems received/sent.

Input/Output Source The number of Source Quench messages
Quenches received/sent.

Input/Output Redirects ~ The number of Redirect messages received/sent.

Input/Output Echos The number of Echo (request) messages received/
sent.

Input/Output Echo The number of Echo Reply messages received/

Replies sent.

Input/Output The number of Timestamp (request) messages

Timestamps received/sent.

Input/Output The number of Timestamp Reply messages

Timestamp Replies received/sent.

Input/Output Addr The number of Address Mask Request messages

Masks Requests received/sent.

Input/Output Addr The number of Address Mask Reply messages

Mask Replies received/sent.
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TCP (Transmission Control Protocol)

The TCP connection table contains information about the entity’s existing
TCP connections. TCP connection information lasts only as long as the
connection.

Generic tab

f“I RAINMANZKPRO - MIB-II TCP

Generic |Table |

Retrars. &lg. : |vani

Retrans. timeout : |SDD ms. < timeout < 240000 ms.

Max. Conn. : [Dynamic

Cunent Carin. : |0

Active Dpen |28

Passive Open : |2?

Received Seg. |2?D

Sent Seq. |282

Parameter Description

Retrans Alg The algorithm used to determine the timeout value used
for re-transmitting unacknowledged octets.

Retrans Timeout  Retrans Min - the minimum value permitted by a TCP
implementation for the retransmission timeout,
measured in milliseconds.

Retrans Max - the maximum value permitted by a TCP
implementation for the retransmission timeout,
measured in milliseconds

Max Conn The limit on the total number of TCP connections the
entity can support. In entities where the maximum
number of connections is dynamic, this object should
contain the value -1
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Parameter Description

Active Opens The number of times TCP connections have made a
direct transition to the SYN-SENT state from the
CLOSED state

Passive Opens The number of times TCP connections have made a
direct transition to the SYN-RCVD state from the LISTEN

state
Received The total number of segments received, including those
Segments received in error. This count includes segments received

on currently established connections

Sent Segments The total number of segments sent, including those on
current connections but excluding those containing only
retransmitted octets

Table tab

The TCP connection table contains information about this entity's existing
TCP connections.

AINMANZKPRO - MIB-II TCP

Generic  Table I

Murnber of Total Ertries : 10 Refresh |

Statuz I Local Addr. I Local Part I Fiemaote Addr. I Fiemote... I
lizten 0.0.0.0 111 0.0.0.0 10381
lizten 0.0.0.0 135 0.0.0.0 43083
lizten 0000 445 0.0.0.0 BaE10
lizter 0000 1029 0.0.0.0 10292
lizten 0.0.0.0 1032 0.0.0.0 26798
lizten 0.0.0.0 1036 0.0.0.0 10283
lizten 00.0.0 1047 0.0.0.0 2253
lizten 0.0.0.0 1048 0.0.0.0 34867
lizten 10.41.146.157 139 0.0.0.0 2144
timetsdait  10.47.746.157 10E5 10.41.146.193 139
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Parameter Description

Status The state of this TCP connection

Remote Address The remote IP address for this TCP connection
Remote port The remote port number for this TCP connection
Local Address The local IP address for this TCP connection. In the

case of a connection in the listen state which is
willing to accept connections for any IP interface
associated with the node, the value 0.0.0.0 is used

Local Port The local port number for this TCP connection
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UDP (User Datagram Protocol)

The UDRP listener table contains information about the entity’s UDP end-
points on which a local application is currently accepting datagrams.

Generic tab

EE;IRAINMANZKPRD - MIB-II UDP

Generic | Table |

Irput D atagrars : |?1 95

Dutput D atagrams : |5385

Irvalid Part : |1 E0E

Received Enar: |D

Parameter Description

Input Datagrams The total number of UDP datagrams delivered to UDP
users

Output Datagrams  The total number of UDP datagrams sent from this
entity

Invalid Ports The total number of received UDP datagrams for
which there was no application at the destination port

Received Errors The number of received UDP datagrams that could
not be delivered for reasons other than the lack of an
application at the destination port

Table tab

The UDP listener table contains information about this entity's UDP end-
points on which a local application is currently accepting datagrams.
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EElRAINMﬂNZKPRIJ - MIB-II UDP

Geneiic  1able

Mumber of Tatal Entriez : 10 Refresh |
Local Addr. | Local Port
0000 m
0000 135
0000 1E1
0000 445
0000 1025
0ooo 1027
0ooo 1034
10.41.146.157 137
10.41.146.157 138
10.41.146.157 h00

Parameter Description

Local Address The local IP address for this UDP listener. In the case
of a UDP listener which is willing to accept datagrams
for any IP interface associated with the node, the value
0.0.0.0 is used

Local Port The local port number for this UDP listener

SNMP (Simple Network Management Protocol)

Implementation of the SNMP group is mandatory for all systems that
support a SNMP protocol entity. Some of the objects defined below are
zero-valued in SNMP implementations that are optimized to support only
those functions specific to either a management agent or a management
station. The objects below refer to the SNMP entity, and there may be
several SNMP entities residing on a managed node.
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3 ASM Pro Console

“#) NP1773960 - MIB-Il SNMP

SNMP Packets
Get-Fequests
Get-Mext-Fequests
Set-Reguests
Get-Hesponzes

Trap

‘hadialue’ Error

‘genEr Ermor

"taoBig’ Error :

‘noSuchhame’ Ermor :

Input Output Total

8 ] |522 1045
: [507 [36.59%) 0 [0.0%) 507 [48.5%)
. 15(2.9%) 0 0.0%) [151.4%]
3 |D [0.0%] |U [0.0%] |D [0.0%]
: jU [0.0%) 1523 [100.2%] 523 [50.0%)
: |D [0.0%) |U [0.0%] 0[0.0%)

iU [0.0%) 0.0 om0

[00.02) [ 677 [EEF
- [pinoz) [0z [0moz)
oo 1204%) Zinzx)

Parameter Description

Input/Output packets

The total number of Messages delivered to the
SNMP entity from the transport service

Input/Output Get-
Requests

The total number of SNMP Get-Request PDUs
which have been accepted and processed by the
SNMP protocol entity

Input/Output Get-
Next-Requests

The total number of SNMP Get-Next PDUs which
have been accepted and processed by the SNMP
protocol entity

Input/Output Set-

The total number of SNMP Set-Request PDUs

Requests which have been accepted and processed by the
SNMP protocol entity

Input/Output Get- The total number of SNMP Get-Response PDUs

Responses which have been accepted and processed by the
SNMP protocol entity

Input/Output Traps The total number of SNMP Trap PDUs which have
been accepted and processed by the SNMP
protocol entity

Input/Output TooBig The total number of SNMP PDUs which were

Errors delivered to the SNMP protocol entity and for

which the value of the error-status field is ‘tooBig’
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Parameter Description

Input/Output The total number of SNMP PDUs which were
NoSuchNames Errors delivered to the SNMP protocol entity and for
which the value of the error-status field is

‘noSuchName’
Input/Output The total number of SNMP PDUs which were
BadValues Errors delivered to the SNMP protocol entity and for
which the value of the error-status field is
‘badValue’

Input/Output GenErr The total number of SNMP PDUs which were
Errors delivered to the SNMP protocol entity and for
which the value of the error-status field is ‘genErr’
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Redundant power supply

This section describes the redundant power supply features are displayed
when you select Information > Hardware Status > Redundant Power

Supply.

Important! Redundant power supplies are not available on all server
models. If the devices are not present in the server, their options in
the Information menu are grayed out.

The Redundant Power Supply window shows the current working condition
of the redundant power supplies and their respective fans. When
redundancy between power supplies has been interrupted, such as when
one or both power supplies fail, or a fan stops working, a Fail status
displays. If this happens, refer to this window to determine the cause of
failure.

The color of each icon in the window indicates its status, as follows:
e  Green means Normal

¢ Red means Fail

e  Gray means Does Not Exist or Unknown

Note: On Windows NT and NetWare systems that contain a
redundant power supply, you can monitor and control the redundant
power supply remotely via Console.
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) Fault management

One of the most important functions of ASM Pro is fault management. This
is done through the use of threshold settings and hardware error detection
methods.

The ASM Pro System Agent performs two tasks when it encounters an
error:

1. It sends an alert to SAM (System Alert Manager). See “SAM (System
Alert Manager)” on page 131.

2. It handles the error condition based on the event handling method
setup for the server. The event handling method is setup using the
asmconfig utility.

Note: The Broadcast Message checkbox must be checked before
the Agent can broadcast error messages. Refer to “Event handling
method” on page 149 for more information.

After the Console receives an alert from the Agent, the Console performs
two tasks:

1. Itlogs the alert information into a log file. This log file may then be
reviewed at a later time.

2. It bases the event handling on the method defined in System Alert
Manager.

An event is something out of the ordinary that occurs on an agent, which,
if left unattended, might cause data loss or hardware damage. An event
occurs when a predefined threshold setting is exceeded, or when a
hardware error occurs.

Threshold settings

All threshold settings are preset to the factory-recommended values. The
following threshold values are user-configurable:

e  PCI Bus Utilization (for some models only)
e Memory Utilization

¢  File System Utilization

e BIOS Event Log Utilization
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All other threshold values are internally preset and cannot be changed. In
some models, you can set the threshold values in the BIOS setup screen.
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The threshold values are:

e Temperature warning

e  Temperature critical

e \oltage exceeds safe range

See “Event types” on page 144 for the definition of each threshold.

An example of non-configurable threshold values is the internally-preset
temperature warning and temperature critical. For example, the
manufacturer-suggested threshold value for some types of Pentium
processors is between 131°F - 167°F (55°C - 75°C). (131°F (55°C) is the
temperature warning threshold; 167°F (75°C) is the temperature critical
threshold. ASM Pro reads and checks the manufacturer’s preset
temperature warning and temperature critical range whenever this type of
Pentium processor is detected.

Hardware errors

The following hardware errors are preset by the manufacturer and cannot
be changed:

e ECC memory error

e Fan stoppage

e UPS related errors (power supply, AC power, power supply fan)
(applies only to certain systems)

e Redundant Power Supply related errors (power supply, power supply
fan) (applies only to certain systems)

e  Fuse fail (applies only to certain systems)
e  Chassis open (applies only to certain systems)
e SMART error (for systems that have a SMART drive installed)

See “Hardware status” on page 100 for more information about system
health monitoring.
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4 System Alert Manager

(SAM)



System Alert Manager is a utility that runs in the
background of your Console system every time
you bootup. It actively monitors the systemsin a
network for faults and malfunctions and warns
you if they occur. It also includes an event
viewer that allows you to view the event logs of
networked systems.
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) SAM user interface

The following figure illustrates the SAM user interface window.

[ System Alert Manager (=[O}
Menu Bar e £di Mode View Hep
and ToolBar ”Iﬁ ame e e @‘
|
System Alert Manager '
All Alerts
Navigation 0 Display
Panel SNMP Traps .~ Window
DMI Indications ’
Alert via LAN
: g
[09:36:1

The toolbar, located at the top of the SAM window, contains the toolbar
buttons. The toolbar buttons allow quick access to selected SAM functions
via a single mouse click. You can also access these functions from the
menu bar.

Icon Description

: Load Alert. Displays the previously saved alert file

Save Alert. Saves alert log information to disk

B

Import File. Allows you to view other alert files (ASCII type only)
created by other programs

Export File. Allows you to save alert files in a text format that
other programs can read

EH | Bk
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Icon Description

Event Handler. Accesses the Event Handler screen

&

Print Preview. Shows the format display before printing

Print. Prints event log lists

B By

Shutdown. Unloads SAM from the system

Close Window. Minimizes the SAM window to the Windows

@ taskbar

The navigation panel has two parts: Alert Type and Event Viewer. The Alert
Type panel shows the alert type icons. The Event Viewer panel shows the
monitored system’s host name and addresses. Click the title bar to switch
between these panels.
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) Viewing system alert

When a hardware error occurrs or a threshold setting is exceeded, the ASM
Pro Agent detects the condition and sends an alert to inform the Console.
When the Console receives the alert, it logs the event in the Alert Log file.

There are three types of alerts associated with the Console:
e SNMP Traps

e DMl Indications

e  Alert via LAN

To view the alert log of a specific type, click its respective icon on the
navigation panel.

SNMP traps

SNMP traps are generated by systems that use the SNMP (Simple Network
Management Protocol) to report devices that are not working properly. To
view SNMP traps, select View > SNMP or click the SNMP icon in the
navigation panel. The SNMP trap log displays.

m(‘ System Alert Manager - SHMP Traps

File Edt SMMP “iew Help
rBpaB|fla8| 58
Alert Type Index | Time | Host IAddress I Tupe I Description

11 04/27/193313:3260 21063101.253 21063101.263 0 SC0 TCPAP Runtime Release 2.0.0
12 04/27/199913:3318  21063101.253  21063101.283 0 SCO TCPAP Runtime Release 2.0.0
13 04/27/199915:01:33  21063701.253  21063101.253 0 SCO TCP/IP Runtime Release 200
14 04/27/199915.01:34  21063701.253 21063101.253 & Fan Stops

15 04/27/199915:01:34  21063101.253 21063101.253 & Fan Stops

16 04/27/193915:01:34  21063101.253  21063101.253 & Fan Staps

17 04/27193315.01:34  21063101.253  21063101.263 & Fan Stops

18 04/27193315.01:34  21063101.253  21063101.263 & BUS Utilization High

13 04/27/199915.01:36  21063701.253  21063101.283 & Fan Stops

20 04/27/199915:01:38  21063701.253  21063101.253 & Fan Stops

21 04/27/199915.01:40  21063701.253  21063101.253 5 Fan Stops

SHMP Traps[11]

A2

|SNMP Traps [16:06:4
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4 System Alert Manager (SAM)

Item Description

Index Index number that is assigned to the event
Time Actual time when the error occurred

Host Name of the system where the error occurred
Address Network address of the system

Type Type of error that occurred

Description Description of the error

SNMP Traps also contains a MIB Manager that allows you to add or
remove customized trap definitions for SAM. To access the MIB Manager,
select SNMP > MIB Manager on the menu bar. The MIB Manager window
appears.

HMIB Manager

MIE File

Server Add

Remove |

SAM supports server SNMP trap definitions. If you have a third party device
that supports MIB files, you can add this to the database and configure the
action for each trap type.

To add a new trap definition file to SAM, click the Add button and select
the file you want to include in the list.

To remove a trap definition file, select the file and click the Remove button.

Note: Add the trap definition to SAM, using the procedures above, to
receive some traps for the specific devices you use.



Trap types for server systems

The following event types are listed in the Event Handler window.

Type. Description

0

Trap Other than ASM Pro

1

Temperature Warning

Temperature Critical

1-Bit ECC Memory Error

M-Bit ECC Memory Error

Fan Stops

Voltage Exceeds Safe Range

Bus Utilization High (applies only to certain
systems)

Memory Utilization High

10

File System Utilization High

11

NIC Counter Threshold Exceeded

The following traps apply only to certain system

models

16

Chassis Intrusion

17

Fuse Fail

18

Redundant Power Supply Fail

19

Redundant Power Supply Fan Fail

20

BIOS Event Log

21

BIOS Event Log Utilization High

22

CPU Abnormal

23

Asset Change

137



138 4 System Alert Manager (SAM)

DMI indications

DMI indications are generated by systems that use DMI (Desktop
Management Interface) to report devices that are not working properly. To
view DMI alerts, select View > DMI or click the DMI icon in the navigation
panel. The DMI indication log displays.

[ System Alert Manager - DM Alert
File Edit DMl View Help
leewe|l¢as oa
Alert Type Index | Time | Host | Type | Description
1] 05/19/1938 12.50:60  210.63.101.57 CPU/System fan Fan is not running properly. Please un A0M to ch..
1 05/19/1938 1250067 210.63.101.57 CPU/System fan Fan iz unning propery.
| DMI Alent [16:06:2
Item Description
Index Index number that is assigned to the event
Time Actual time when the error occurred
Host Name of the host system where the error occurred
Type Network address of the system

Description Description of the error

DMI Alert also includes a Machine Manager that allows you to choose
which systems to view. To access the Machine Manager, select DMI >
Machine Manager on the menu bar. The Machine Manager window
appears.
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Machine Manager
Machine ‘ Addiess ‘ Slatus ‘ |Address ‘ Host Name ‘
<< Add
ﬁ vEEla 2106310198 Registered TDF‘ANGNT

NA&
192321089 GOLDENLIN
19249.2101 MONET
1929210200 NAA

48] 21063101.253  Registered l:l

Refiesh »»

Manual Add

Subnet

| | C e 7 |

The systems that you can view are listed in the Machine Manager window.
However, they must be registered to the service provider before you can
access the log files.

Note: SAM registers the system automatically if it is added to the
System Listing window in Console. If the system is removed from the
System Listing, it becomes unregistered.

To add a system, select a system on the right panel and click the <<Add
button. The system you selected appears in the left panel.

The subnet drop-down menu lists all the available subnets in the System
Listing. If you want to view a new subnet, click the New button and type
the subnet you want. If the subnet is valid, the systems located in that
subnet are displayed on the right panel.

To register a system, select a system on the left panel and click Register.
The default status of the system is Not Registered. SAM register the
systems automatically.

Note: You can register and unregister the systems any time.

To unregister a system, select the system you want to unregister and click
the Unregister button.

To remove a system from the Machine Manager, select the system you
want to remove and then click the Delete>> button. The system you
deleted appears on the right panel.
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DMI indication types

The following indication types are listed in the Event Handler window. Each
of these indications have three states: normal, warning, and critical.

Indication Alerts when..

Voltage Voltage exceeds safety range

Virtual Memory Virtual memory utilization exceeds the intended
value

CPU Temperature CPU temperature exceeds the threshold setting

GDI Resources Graphical Device Interface utilization exceeds

resource limit

CPU/System Fan CPU stops working or the system fan stops rotating

Logical Drive Occurs when file system utilization exceeds
warning or critical threshold

SMART Drive Disk error occurs in the system
Asset System device has been added, removed, or
changed

Alert via LAN (Local Area Network)

The Alert via LAN (Local Area Network) function allows administrators to
monitor and reconfigure local systems through a network. Even if a system
is turned off, it can still report its status to the administrator.
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System Alert Manager - AVL
Fie Edt AVL View Help

leBpeB|¢las oa

Blett Type Index | Time | Host | Description |
r 0 047271953 16,0400 ALERTOMLAN, bb687620 achd 11ee bed5 000022205957 Register
1 04/27/199916:0401  ALERTOMLAN: bbES7620 aehd 1 1o be25.000002205357  LAN Leash Tamper Event
1 04/27/199916:0401  ALERTOMLAN: bbES7620 ae5d 1 1ee be25.000002205957  LAN Leash Tamper Event
2 04/27/199916:0416  ALERTOMLAN: bbE87620 ae5d 1 1ee be25. 000002205957 LAN Leash Tamper Event
H 04/27199916:0416  ALERTOMLAN. bbE87620 ae5d 1 1ee be25. 000002205957 LAN Leash Tamper Event
2 04/27/199916:0416  ALERTOMLAN: bbES7620 aefd 1 1o be25 000002205957 LAN Leash Tamper Event
3 04/27/199916:04 31 ALERTOMLAN. bbES7620 aehd 11ee be25.000002205957  LAN Leash Tamper Event
3 044271999 16:0431  ALERTOMLAN: bbES7620 aehd 1o be25. 000002205357 LAN Leash Tamper Event
4 04/27199916:0447  ALERTOMLAN. bbES7620 ae5d 1 1ee be25. 000002205957 LAN Leash Tamper Event
4 04/27/199916:0447  ALERTOMLAN: bbES7620 aefd 1 1o be25.000002205957  LAN Leash Tamper Event
4 04/27/199916:0447  ALERTOMLAN: bbES7620 ae5d 11ee be25.000002205957  LAN Leash Tamper Event
5 04/27/199316:05.03  ALERTOMLAN: bbE87620 aehd 11ee be25. 000002206957 LAN Leash Tamper Event

|AVL

16:05:0

Item Description

Index Index number assigned to the event

Time Actual time when an error occurred

Host Name of the host system where the error occurred
Description Description of the error

AVL alert types

The following alert types are listed in the Event Handler window.

Alert Type Alerts when..

Cover Tamper

System chassis is open

Voltage Event/Fan/Temp

System voltage exceeds safety range

LAN Leash Tamper

Network cable is disconnected from the system

Processor Missing

No CPU is available in the system
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Alert Type Alerts when..

Watchdog Event A software hang occurred

Software Event Software failure to the system

Saving and loading system alert log files

You can save the log for future reference by clicking the Save Alert button.
SAM saves the file to the local hard drive. Click the Load Alert button to
view these files in the future.

You can also save the log to a plain text file or binary file by selecting File
> Export File or by clicking the Export File button and saving it as text or
binary.

You can view previously saved log files from other programs by selecting
File > Import File or by clicking the Import File button. You can only
import ASCII type files.
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) Event viewer

Event Viewer gathers information about events in the system being
monitored by the ASM Pro Console. This information is saved in the event
log file for future reference.

Saving and loading event log file

You can save the event log for future reference by clicking the Save Event
Log button. Event Viewer saves the file with a .evt extension. Click the
Load Event Log button to view these files. You can also save the event
log to a plain text file by selecting the command from the File menu.

Retrieving multiple event log information

To retrieve multiple events, click the Retrieve Multiple Events button. The
Select System window displays:

Select Machine

Machines Fourd |3 Machines Selected |0

[ Hachine [ Address | [Machine [ Address I

rmonet 210631013 Add »y

WEBLA, 21063103176

vEE\aﬁRlsld 21063103216
Remove <<

Cancel

Event Viewer searches for available systems and lists them in the Systems
Found category. Click on the systems you want to view and then click
Add>> to collect event information about the systems you have selected.

To remove a system from the Systems Selected category:

1. Click on the system you want to remove and click the Remove<<
button.

2. Click OK to verify and exit the Select System window. Event Viewer
starts retrieving data from the systems.
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Displaying single event log information

In the Event Viewer navigation panel, click on a system to display the Event
List window. The Event List window displays events from the system being
monitored. The upper window shows the system name, type of event
group, event group name, time occurred, and a brief description of the
event.

[ System Alert Manager - scosysv.192.9.210.18

Eile Edit Qperation View Help

IEEEI R T

Alett Type Server Name | Typs Event Group | Dccuring Time [ Description |
scosyev.192... 1006 Mon fpr 26 17.07:95 1993 Fan is not runring properly. Please wn ADM ..
scospev.192... 1008 Mon fpr 26 17.07:57 1333 Fanis unning properly.
scospev 192, 1008 Mon fipr 26 17.08:46 1993 Fan is not runring propery, Please wn ADM ...
scospev. 192, 1008 Mon fipr 26 17:08:48 1393 Fan is runring properly,
scosysv192.. 5 Fan Stops ed Apr 26 04:05:52 1939 HOUSING Fan stopped.
scosysv192.. 5 Fan Stops ed Apr 28 04:06:52 1939 HOUSING Fan stopped
scosysv192.. 5 Fan Stops ed Apr 28 04:06:52 1939 HOUSING Fan stopped.
scosysv 192 5 Fan Stops ed Apr 28 04:06:52 1939 HOUSING Fan stopped
% scosysv192.. 8 PCIBUS UL ‘Wed Apr 28 04:06:52 1993 Bus H1 uliization 0.59% exceeds threshold 0
() scowsv.192.. 5 Fan Stops ed Apr 28 04:06:54 1939 HOUSING Fan stopped
T scosysv192.. 5 Fan Stops ed Apr 28 04:06:55 1939 HOUSING Fan stopped.
scosysv 192 5 Fan Stops ied Apr 28 04:06:58 1939 HOUSING Fan stopped.
a8
ﬁ- Server Name | Addiess Count Percert... Drent Suistice
tedpanant scosysv.192.. 21063101 12 700,00
) 100.0%
P M scosysw 192921018
I & BySewer C ByTyps ( ByEvent Gioup & Pie C Ba Com D
|scosysv.192.9.210.18 16270

The lower window shows a summary of events by event group type and a
graphic presentation of those events. You can change these displays by
clicking on the radio buttons below them.

Event types

When an event occurs in a system agent, the Agent sends a trap (interrupt
signal) to the Console. An exceeded threshold value, whether user-
configurable or internally preset, will cause Agent to send a trap. It also
sends a trap when it detects a hardware error.

The following table describes the types of events that are trapped by Agent,
and lists the actions taken by Agent and Console. Possible solutions to the
problems are also offered.
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The first part of the table lists the types of events that can be trapped and
managed on all server models. The second part lists those that are only
available on certain models.

Event Type Description

Trap Other Than When trap that is not listed in the ASM Pro event-type
ASM Pro listing occurs, ASM Pro Agent sends a trap to
Console

System Up/Down The server has been booted or shut down.
Agent sends a trap to Console every time this occurs.

Console notifies the system administrator by the
method selected in the Console Side Action section
of the Event Notification Setup screen

Temperature The processor temperature has exceeded the first
Warning threshold setting. A typical default threshold setting
is 131°F (565°C).
Agent broadcasts a “Temperature Warning” message
to all users on the server.
Agent also sends a “Temperature Warning” event trap
signal to Console, who handles the event by the
method selected in the Console Side Action section
of the Event Notification Setup screen.
Agent sends a trap every minute thereafter as long as
the temperature remains above the threshold.
Console records each of these traps in the event log
file.
Note: You can check the processor temperature by
clicking the Hardware Environment toolbar button in

Console
Temperature The processor temperature has exceeded the second
Critical threshold setting. A typical default threshold setting is

167°F (75°C). This value is not user-configurable.
Agent sends a broadcast and a trap, after which it
shuts down the server to prevent loss of data and
possible damage to the hardware. Although not
recommended, Agent can be configured to disable
the auto-shutdown feature. Refer to “Chapter 5 -
ASM Pro Server Agent Utilities” for more information.
Note: You can check the processor temperature by
clicking the Hardware Environment toolbar button in
Console
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Event Type Description
ECC Memory A single-bit or multi-bit ECC memory error has been
Error detected.

Agent sends a broadcast and a trap.

Users should immediately back up their data files.
Caution: The faulty memory module(s) should be
replaced immediately to protect data integrity. Refer
to your system’s service guide for memory module
recommendations

Fan Stops A system fan has stopped rotating.
Agent sends a broadcast and a trap.

Replace the defective fan to ensure that the server
stays within its heat

tolerances.

Note: You can verify whether the fan is functioning
by clicking the Hardware Environment toolbar button

in Console
Voltage Exceeds The voltage reading has exceeded the safe operating
Safe Range range.

Agent sends a broadcast and a trap.

Note: You can check the voltage by clicking the
Hardware Environment toolbar button in Console

Memory Memory utilization has exceeded the threshold
Utilization High setting.

Agent sends a trap.

Add more memory to the server if possible. Refer to
your system’s service guide for memory module

recommendations
File System/ File system utilization has exceeded the threshold
Volume Utilization setting.
High Agent sends a broadcast and a trap.

Perform maintenance on the disk(s). Add another
hard drive if the threshold is still exceeded after
performing disk maintenance
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Description

The following are event types that apply only to certain server models

Bus Utilization
High

PCI bus utilization has exceeded the threshold
setting.
Agent sends a trap.

Rearrange your PCl add-in components to even out
bandwidth distribution, if possible

AC Power Fails

AC power to the server has failed.

Agent sends a broadcast and a trap, then shuts down
the server

Chassis Intrusion

The server cover is open.
Agent sends a broadcast and a trap

Fuse Fail

The keyboard/mouse, USB, or SCSI fuse has failed.
Agent sends a broadcast and a trap

Redundant Power
Supply Fail

The server’s redundant power supply has failed.
Agent sends a broadcast and a trap

Redundant Power
Supply Fan Fail

The server’s redundant power supply fan has failed.
Agent sends a trap.

How Console handles the trap is determined by the
event notification method selected by the system
administrator in the Event Notification Setup screen

BIOS Event Log

The BIOS has detected hardware and has saved the
information to its event log in NVRAM.

Agent sends a trap

BIOS Event Log
High

BIOS Event Log utilization has exceeded the
threshold setting.

Agent sends a trap

CPU Abnormal

The BIOS has detected an internal CPU error.
Agent sends a trap

Asset Change

An asset has changed, for example, a disk has been
added, removed, or replaced.

Agent sends a trap
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Event handler setup

Select Vlew > Event Handler or click the Event Handler button on the
menu bar to access the Event Handler screen. Event notification applies to
certain systems that you specify.

Event Handler
~

Machines af subnet 192.9.210

=@ <ADD d
5 48 SMP Tien
1 %5 DMl Alens PR 132321027 TEDPANGNT
= 48 ADL Alers 192921051 PICASSD
= TEDPANGNT [1528.210.27) 192321052 N/A
= 5 SHMP Trap << Hide 192321031 ARRAY
(1 €5 M) Alen 19232101 MOKET

132921088 GOLDENLIN
-4 ADL Alerts 1529210200 ALERLINUE

Event Handling
Database

1929210201 BURN
Systems
Available
| DetaulSeiivg | Dekie | posky |
Serun | Hal | Pager | Piooram | o)

- Console Sids Action———| - Agent Sids Action
Event ’[ \F,‘Ja.:mg?l?\u; Box oo =

L lashing Tille Bar yecule o iser defined Frogy Refiesh

Notification ——— g siam T Broadcast a waining Messags
Setup ™ Didlta aPager e
I EMail 1929210 3 M

E I” Run program Select a maching to setup its event
handing method

The default alert definitions consist of three types: SNMP traps, DMI
indication, and AVL alerts. The default event handling actions are defined
for all alerts received by SAM, but you can set some specific event handling
actions for some systems by creating a new database for that system.

To create a new database entry:

1. Click the Show>> to open the System Select view located on the
right side of the window.

2. Choose an existing subnet, or create a new subnet by clicking the
New button.

Click the Refresh button to show all the systems in this subnet.

Select a system in the systems available window and then click <Add.
If you want to add all the systems in the window click <<Add All. The
systems you specified appear in the database list.

To assign event natification to a specific trap or alert:
1. Select a trap or alert under the alert definition in the database list.

2. Use your mouse pointer to check the various boxes in the event
notification setup tabs. Refer to the next section for more information
about these functions.



149

To assign event notification to the alert definitions (whole subnode):
1. Select an alert definition in the database list.

2. Check the various boxes in the event notification setup tabs. Refer to
the next section for more information about these functions.

This action automatically activates the event notification you selected
to all the traps defined under that alert definition.

3. Click Close to save the changes.

To remove a system from the database list, select the system you want to
remove and click the Delete button.

To disable the event notification function for a system, select the system
you want to disable, and click the Disable button. Disabling the assigned
event notification function of a system forces it to adopt the default setting.

To reset the default value of the system’s notification, select the system you
want to reset and then click the Default Setting button.

For SNMP traps, users can decide to receive the traps which are defined in
SAM or not. If the user choose to handle generic traps, SAM will intepret
the message according to the varbind list of SNMP trap packet.

SNMP Trap Handle Options

Options
" lgnare generic taps

{* Handle generic traps

Note: When the checkbox in the Agent Side Action frame is grayed
out it indicates that you can only enable this action at the agent side.

Event handling method

The following list describes the event handling methods and the function of
each method. You can check and uncheck as many of these boxes as
desired. A check in the box enables the function; removing a check
disables the function. Use your mouse pointer to check and uncheck these
boxes.

When you open the Event Handler window, you see a list of event
notification methods in the Console Side Action box. Checking an event
notification method causes the ASM Pro Console to take the action
indicated in the checkbox.
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Setup ]Mail ] Pager ] F'rogram1 Sour

- Conzole Side Action Agen
W ‘Waming Dialog Box i
W Flashing Title Bar [ E
W Audio Alarm B
W Dial to a Pager

WV E
i

Console side action

e The Warning Dialog Box appears on the ASM Pro Console screen
when the ASM Pro System Agent sends a trap to the Console.

e The Flash Title Bar flashes on and off when the ASM Pro System
Console receives a trap.

e  The Audio Alarm makes a sound whenever a trap is received from the
ASM Pro System Agent. You need to set up the sound file befor you
select “Audio Alarm”. You can change the sound the system makes
by changing the sound file in the Sound File edit box. Select the
Sound tab. The following display appears:

Setup ] M ail ] Pager ] Program  Sound ]

Sound File: l

& Play wave file

" Play Windows' event setting
Test Play

When you click on the Browse button, you see the Open Sound File
screen. You can choose a specified sound file to edit. The sound can
be tested by clicking on the Test Play button.

If you choose to play a windows event setting, click the bullet button
and choose a theme from the pull-down menu.
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Note: Select the sound file tab to set up a sound file before marking
the "audio alarm" trap action. You must have a sound card for the
sound file to work.

The Dial to a Pager sends a call to a pager when the ASM Pro System

Agent sends a trap to the Console. Select the Pager tab from the
Event Handler screen. The following display appears:

Setup ] b ail Fager ]F'mgram1 Suund1

Pager Mumber: || Test Pager

Meszage: |

COM Por:  [COMT -l

Note: Select the pager tab to set up a pager before marking the "Dial
to a pager" trap action.

Enter the pager number in the Pager Number box and a message in
the Message box. Enter the modem port in the COM Port box for
dialing out from the Console. The pager can be tested by clicking on
the Test Pager button.

Note: Set up and configure Microsoft Exchange before you use the
Mail function. For more information on Microsoft Exchange, refer to
your Microsoft Exchange User’s Manual.

E:Mail - the ASM Pro Console sends an email when the ASM Pro
System Agent sends a trap to the Console. Select the E:Mail tab
from the Event Handler screen. Fill out the information in the display.
Email can be tested by clicking on the Test Mail button.
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4 System Alert Manager (SAM)

Setup  Maill ]Pager ] Pluglam1 Suund1

bdail Server | Test Mail

Recipient ]
tail Subject: |
Iail Test:

Note: Select the E:Mail tab to set up email information, before
marking the "E:Mail" action.

Run Program - executes the program when an event occurs. To enter

the Program to Run display, select the Program tab from the Event
Handler screen.

Setup ] bdail ] Pager  Program ]Sountﬂ

Program ta Bun: 1|

Browsing J Test

Note: Set up and configure Microsoft Exchange before you use the
Fax and Mail function. For more information on Microsoft Exchange,
refer to your Microsoft Exchange User’s Manual.
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) Page setup for printing

Select File > Page Setup to access the Page Setup window. This allows
you to change the header, contents, and footer fonts and font size when
printing out information. You can also adjust the top, bottom, left, and right
margins on the paper.

Page Setup
Fant |
Header (e -
Content: |Aria| ;HB ;I
Foater: |T1'.mes Mewr Bomran ;HE LI

Left:
0 = e
= P |

{rm]

] I Cancel | fpply Help
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5 ASM Pro Server
Agent Utilities



This chapter describes the ASM Pro
configuration utilities for Agents that run under

SCO OpenServer, SCO UnixWare, Windows NT,
NetWare and Linux.
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The configuration utility for each operating system allows you to:
e Enable, disable, or change the ASM Pro Agent password.
e Change Agent event-handling action.

e Add, change, and delete the ASM Pro Console name or IP addresses.

Warning! To report events, the ASM Pro Agent must know the IP
address of the ASM Pro Console. Be sure to use the correct agent
configuration utility to enter the Console IP address.

ASM Pro requires a password for the ASM Pro Console and for each server
agent. To launch the ASM Pro console program, you need an ASM Pro
console password. To protect the server agent data, you need a separate
password for each agent.



158 5 ASM Pro Server Agent utilities

asmconfig for SCO OpenServer

asmconfig is invoked during ASM Pro Server Agent installation to set up the
agent password. It may be invoked at any time by typing asmconfig from
a UNIX shell prompt. The executable file is found in the /usr/bin directory.

SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

Working in asmconfig:
e Use the right and left arrow keys to select a menu item.

¢ Use the up and down arrow keys to highlight the item and press the
return key to execute or select the highlighted item.

e Use the left and right arrow keys to switch control between the main
window and confirm selection window shown at the bottom of the
screen.

e To quit, select Quit from the main menu and press Enter.

SNMP config

This function allows you to add, change, or delete any IP address in /etc/
snmpd.trap. When you want the ASM Pro Console to monitor the ASM Pro
Server Agent, the Console’s IP address must be included in /etc/
snmpd.trap on the server site.

In the following screen example, ASM Pro agent sent event traps for three
monitoring systems: 192.9.210.27, 192.9.210.99, and 202.39.85.64.
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SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

! !
| ‘
! public  192.9.210.27 162 !
| public  192.9.210.99 162 ;
| public  202.39.85.64 162 |
! !
| |
| ‘
! !
| ‘
| ‘
‘ ‘
‘ |
‘ ‘
| |
! !
| ‘
! !
| |
| ‘
! !
| ‘
! !
‘ ‘
‘ |
‘ ‘
| |
! !
! |
! |
! |
OO |
| [ add ] [Modi fy] [Delete] [Cancel] 3

Manager information

Modify Manager Contact Information and Server Location by selecting this
function. You can also view and change manager information from the
ASM Pro Console by entering Server Information > Basic Information
window.

Instructions about editing data appear on the status line at the bottom of
the screen. Press the Enter key to move the cursor to the next line. When
you finish typing, press Enter and the arrow key to return to the menu item.

SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

1
I

| Manager Name

| Office Phone

| Office Location
! Home Phone

| Home Location

! Pager Number

! E-mail Address
| Server Location
|

I

I

1

I

|

I

|

I

I

i

I

|

I

I

1

I

|
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Event action

One of the most important functions performed by ASM Pro is event
trapping and handling. This is done through the use of threshold settings,
hardware error-detection methods, and fault management. When an
“event” occurs, Agent performs the event action and sends a trap to
Console. It uses the IP address specified in SNMP Config to send the trap
to the ASM Pro Console.

This function allows you to specify the type of action that ASM Pro Agent
takes when an event occurs. The ASM Pro events that Agent traps are
predefined in the ASM Pro software. You can use the Event_Action
function to define agent actions performed on the agent system. After ASM
Pro Console receives the trap it takes the action defined by the System
Alert Manager or ASM Pro Console Setup event handler. You can also use
the related Threshold function, described later, to change some of the
threshold settings. For more information on threshold settings and event
types, refer to “System Alert Manager” on page 131. A typical
Event_Action screen is shown below. The types of events this screen
displays are dependent on the specific server hardware configuration. For
example, not all server models have a UPS or a redundant power supply.

SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

1 Event Agent Action Execution Program
e o ________
: Warning Temperature Broadcast
! Critical Temperature Broadcast Shutdown

ECC Memory Error Broadcast

Fan Stops Broadcast

Voltage Exceeds Safe Range Broadcast

I
I
I
I
I
I
I
I
1
I
| PCI Bus Utilization |
| Memory Utilization High I
! File System Utilization High Broadcast !
| XPower Supply Fail !
! XUPS Battery Fail
| XPower Fan Stop !
| XAC Power Fail !
Chassis Intrusion Broadcast |
| Fuse Fail Broadcast |
: Redundant Power Supply Fail Broadcast |
Redundant Power Supply Fan Fail Broadcast !
I
I
I
i

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

To specify the desired event action, use the up and down arrow keys to
select the event, then press Enter or Tab to move the cursor to the bottom
of the screen. Use the left and right arrow keys to move between the
Broadcast, Execution, and Cancel options. You can also specify the
name of an Execution Program to run when the event occurs.
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To exit the Event_Action screen, press Tab and the left/right arrow key.

Password

This item allows you to change or enable or disable the agent password. A
password must have a minimum of 3 characters and a maximum of 16
characters. If you disable the password, the ASM Pro Server Agent does
not execute password checking when the threshold is set from the
Console.

Caution: If the password feature is disabled, the server has NO
SECURITY protection.

ASM Pro has password protection for setting values. This means that if you
want to change threshold values, manager contact information or server
location, the Console asks you to enter the ASM Pro Server Agent’s
password.

SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

T
| Change Password |
| Disable Password |

Threshold

The four threshold items that can be set at the server site are: PCI Bus
Utilization (for systems equipped with PCI Bus hardware), Memory
Utilization, BIOS Event Log Utilization, and global File System Utilization
(for all file systems).

Setting a PCI or memory threshold is the same as setting these thresholds
from the Console side. However, the File System Utilization threshold is a
global value that applies to all of the file systems on the agent system.
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When the agent uses a resource up to its threshold value, it generates a
trap. You use this to ensure that resources are used within reasonable
limits.

Note: All threshold settings are preset to factory-recommended
values. Some are user-configurable, others are not. For more
information on threshold settings and event types, refer to “System
Alert Manager (SAM)” on page 131.

SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

! PCI Bus Utilization P
| Memory Utilization 11

| File System Utilization b

| BIOS Eventlog Utilization; |

Event log

This item allows you to view or clear the Trap Log. When any event occurs,
the ASM Pro Server Agent sends a trap and save this event to the Trap Log.

When the View Event Log option is selected, it allows you to view the
Event Log file (/etc/eventlog.dat) by invoking the vi editor.

When you finish viewing the Event Log file, type: q ! and press Enter to end
the viewing session.
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SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

| View Event Log ! |
| Clear Event Log! |

I
[ Sttt |

Quit
To exit the configuration utility, select Quit and press Enter.

If you change any data, the asmconfig program asks you to update the data
before exiting from the program. Select Update to update the files.

Note: If you select Cancel, your changes are not saved.

SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

Note: If you select Update, and change the SNMP_config
information, the utility displays the following screen prompting you to
restart Agent so that the changes can take effect. This happens



164 5 ASM Pro Server Agent utilities

whenever you change SNMP Config information utility. If you select
Restart (recommended), and have changed an IP address in /etc/
snmpd.trap, the SNMP daemon (snmpd) is also stopped and
restarted.

SNMP_Config Manager_info Event_Action Password Threshold Event_Log Quit

1
3 Do you want to restart ASM Server Agent? |
'

Note: If you want ASM Server Agent to execute correctly,
please choose [Restart] after you finish all
modifications.
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) asmcfg for SCO UnixWare

Follow these steps to configure the SCO UnixWare agent:

1.

At the shell prompt, execute the command to start the ASM Pro Agent
Configuration Utility.

# /usr/asmyasmcig

Use the Esc key to move the cursor between the menu and form
regions. When the cursor is located in the form region, use the
PageUp/PageDown key to switch to different form pages. (Each
form page contains a group of related configuration parameters.) Use
the Tab key or Arrow keys to move the cursor around fields in a form
page and then set up the values in them.

When the cursor is located in the menu region, select items from the
Config pulldown menu to directly jump into the corresponding form
pages.

From the menu, select File > Save to update the modified
configuration parameters back into the ASM Pro configuration file /
usr/asmyasmsmuxd.contf.

In the menu select File > Exit to quit from the ASM Pro Configuration
Utility.

(ED e eeememssmssmssssssssssssssssssssssss=s;

Note: The changed parameters will not become effective until ASM
Pro Server Agent is restarted. Therefore, if any configuration is
modified and saved, the ASM Pro Configuration Utility will ask
whether to restart ASM Pro Server Agent.

Config > SNMP

In this pop-up form, the user can enter the IP addresses of SNMP trap
destinations (i.e., those for which ASM Pro Console expected to receive
SNMP traps). The list of IP addresses will be saved to the SNMP
configuration file /etc/netmgt/snmpd.trap after choosing the OK button.
Notice that each |IP address entered should be in decimal dot notation, and
be typed on one line.
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ASM Agent Configuration Utility (asmcfg)

i
| [ASM Password] ) Add/Modify/Delete IPs of SNMP
| Password Protection:| Trap Destinations below:

| Password: [Change

127.0.0.1

[ OK ] [ Cancel ]

--KEY: <Arrow Key>/<PgUp>/<PgDn>/<Tab>/<Enter>/<ESC>----------————— (Page 1)-----

Config > ASM Pro_Password

In this form page the user can:

e Enable or disable the ASM Pro password protection by selecting or
unselecting the check mark in the square bracket. If the ASM Pro
password protection is enabled, the ASM Pro Console will request the
user to enter the ASM Pro password each time when issuing an
SNMP set command. (The default setting is Disabled.)

e  Change the ASM Pro password. A valid password must have a
minimum of 3 characters and a maximum of 16 characters. (The
default password is a null string.)

ASM Agent Configuration Utility (asmcfg)

ASM Password]
assword Protection: [ ]
assword: [ Change... ]

U goe—
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Caution: If the password feature is disabled, the server will have NO
SECURITY protection.

ASM Pro has password protection for setting values. This means that if the
user wants to modify threshold values, manager contact information or
server location, the Console will request the user to input the password of
the ASM Pro Server Agent.

Config > Manager_Info

This form page contains the information related to the server manager.

ASM Agent Configuration Utility (asmcfg)

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

i[Server Manager Info]
! Manager Name:

! Office Phone:

1 Office Address:

| Home Phone:

| Home Address:

3 Pager Number:

1 Email Address:

I

! .
! Server Location:
I

Config > Threshold

The Threshold form page allows you to set/change three thresholds: PCI
Bus Utilization (for certain server models only), Memory Utilization, and File
System Utilization. It also allows you to specify the interval that elapses
between polling.

Note: All threshold settings are preset to factory-recommended
values; some are user-configurable, others are not. For more
information on threshold settings and event types, refer to “System
Alert Manager (SAM)” on page 131.
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ASM Agent Configuration Utility (asmcfg)

Threshold Values]

T i
[ 1
PCI Bus Util. (%): 100 1
! Memory Util. (%): 100

| File System Util. (%): 100

' i
| Polling Interval (sec.): 1

| i
i I
! 1
| :
| i
| i
i I
! |
| :
' i
! 1
| :
| i
| i
| i
| i
| |
L__KEY: <Arrow Key>/<PgUp>/<PgDn>/<Tab>/<Enter>/<ESC>-----—-——-=-=——-——— (Page 3)-----

Config > Event_Actions

The events that Agent traps are predefined in the ASM Pro software.
However, you can use the Event_Actions form pages to define the agent
action that is taken when an event occurs. You can also use the related
Threshold form page, described previously, to modify some of the
threshold settings. For more information on threshold settings and event
types, refer to “Chapter 3 - System Alert Manager”.

ASM Agent Configuration Utility (asmcfg)

i<<Event Handling (1)>>

! Broadcast Shutdown Execute
|

I

! [Warning Temperature Event]

| Event Action: [vi [1] [
| Execute Program:

| Pager Number:

Critical Temperature Event]

vent Action: [v] [v] [
xecute Program:

ager Number:

oM e—

[ECC Memory Error Event]

Event Action: vl [1 [
Execute Program:

Pager Number:

--- KEY: <Arrow Key>/<PgUp>/<PgDn>/<Tab>/<Enter>/<ESC>--------—--——-—— (Page 3)-----
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) asmcfg for Windows NT

The ASM Pro configuration utility for Windows NT (asmcfg) is found in the
ASM Pro Server Agent target directory. The features are similar to
asmconfig features for the SCO OpenServer utility described earlier in this
chapter.

To Run the Program:

1. In Windows NT, click Start > Program. Click ASM Pro Server Agent
and ASM Pro Server Agent Utility. The password window appears.

+1-ASM Agent Utility

I anager Infarmation | Server Information EvenlAcl\Um}EventLDg Passwmd1

—Add Trap Destination
Trap Destinations:
192.9210.2%

182.9.210.70
2023385150

| IP Address: fidd 33
Remove

To send traps to the stations, the 45 Agent Uty provides to add trap destinations by
IF addresses

2. Type in the correct agent password and click OK. The utility has the
following functions that can be accessed by clicking on their tabs.

SNMP Config

This section allows you to add, change, or delete any address in the SNMP
service trap destinations. If you want the ASM Pro Console to receive
event traps from the ASM Pro Server Agent, the Console’s IP address or
the ASM Pro Console name must be included in the SNMP service trap
destinations with the community name "public" on the agent site. The ASM
Pro Console name is found in System > Control Panel > Network
>Information on the ASM Pro Console system.
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To add an IP address to the trap list, type in the IP address or ASM Pro
Console name and click on the Add button. To remove IP address(es) from
the trap list, select the IP address or ASM Pro Console name and click on
the Remove button.

Manager information

Click on the Manager Information tab to change server manager or owner
information.

:;—ASM Agent Utility
Snmp Config ~ Manager Information 1 SErverInlnrmahnn] Ewent A:hnn] Ewent Lng] Passwnrdl

Manager Mame: 1

Office Location: 1

Office Phone: i

Home Location:

Home Phone:

Pager Mumber: 1
E-Mail Address: j

The maximum number of characters allowed is 48 per field.

Server information

Click on the Server Information tab to change the server location. This tab
describes basic server data. You can also view this tab through ASM Pro
Console > Server Information >Basic Information. This screen also
allows you to specify the ASM Pro server agent location so that you can
track it when you need it.
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ASM Agent Utility

SnmpConligIManagar\nfurmalian Server Information EvenlActionIEvantLug Passwordl

Server Name: BULL
05 Yersion: “windows NT4.0 Build 1381

Server Location: ||
System Root DN MM T
05 Install Date: Frian 24 10:45:20 1997

BootUp Time: 2 daps 15: 56: 50
Redgistered to: ic

acer

212860EM 012345601235

[ | cwen

The maximum number of characters allowed is 48.

Event action

This function allows you to specify the action that ASM Pro Agent takes
when an event occurs. Click on the Event Action tab to display the
following screen.

ASM Agent Utility

Snmp Config Mamagerlnlormationl Server Information  Ewent Action IEvenl Logl Passwordl

Temperature 'Wamning

Ewvent Handling ethad Program To Execte

tiitg
Temperature Critical IV Broadcasting
ECC Memary Ermor Message
Fan Stope I Auto Shutdonn

Yoltage Excesds Safe Rar
BUS Utilization High
Memory Litlization High "Lr'ntla\ Threshald Eettlng—‘

File: System Utilization High IU o4

Chassis Intrusian Abnarmal x|
This event is izsued when the CPU temperature exceeds the first level threshold setting,

e
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A number of events are defined in ASM Pro. You can define the agent
action (broadcast message or shutdown), the threshold setting, and the
user-defined program to be executed by the server agent when the trap
occurs.

ASM Pro Agent sends a warning message to all users that are logged in at
the time the event occurs.

To specify the event action, highlight the event, and use the mouse to
check the Event Handling Method checkbox. You can type in the name of
the user-defined program you want to execute when the event occurs. You
can also set the threshold value for certain events.

Event log

The ASM Pro Event Log is stored in the Windows NT application log area.
You can save or delete this information using the Windows NT Eventview
program. Click on the Event Log tab to display the following screen:

I -ASH Agent Unility <]

Snmp Cunf\g] Managerlnlurmaliun1 Servellnlurmal\um1 Event Action  EventLog lF’asswurd1

Tope | Time | D escription i]
02/28/1997 06:15:14  Housing fan 3 stopped

02/28/1997 06:15:13  Housing fan 2 stopped,

02/28M1997 06:15:13  Housing fan 1 stopped

02/28/1997 0E:14:54  CPU1 Fan stopped.

02/28M199718:5216  Memory utilization 87% exceeds thieshold 6%
02/28/1997 18:52:15  Waoltage for sensor 2 is too low with reading 01404
02/28/1997 18:5215  Housing fan 3 stopped,

02/28M1997 18:5215  Housing fan 2 stopped

02/28A1997 18:5215  Housing fan 1 stopped,

02/28M997 18:48:3  Memony utiization 85% exceeds thieshold 6%
02/28/1997 18:48:34  Vaoltage for sensor 2 is too low with reading 01404
N2/20/M997 124724 Hrureinn Fan 3 channed 1 . “

Befresh Total Events : 140
|

AN @ WM @

This screen shows the Event Log list. It contains all of the traps generated
in the server system. You can view all of the ASM Pro events from the day
you installed the ASM Pro server agent.

To refresh the Event Log list, click on the Refresh button.

Password

Click on the Password tab to display the following screen:
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>;-ASM Agent Utility

Snmp Cunfigl Managerlnfurmaliunl Server Information EVEH[ACUUHI EventLog Password |

" Digable Password

¥ Enable Password

Mew Password

Password: I""’i

LConfirm
Password: I

This screen allows you to change, enable, or disable the agent password.
A password should have a minimum of 3 characters and a maximum of 16
characters. If you disable the password, the ASM Pro Server Agent does
not execute password checking when the threshold is set by the ASM Pro
Console.

Caution: If the password feature is disabled, the server has NO
SECURITY protection.

ASM Pro server agent has password protection for setting values. If you
want to change threshold values, manager contact information or server
location, the ASM Pro Console asks you to enter the ASM Pro Server
Agent’s password.

Saving changes in asmcfg

After you have finished making changes, click on OK. The following dialog
box appears:

ASM-Agent Utility x|

@ Fieplace existing configuration ?
Mo | Eancell




174 5 ASM Pro Server Agent utilities

To save your changes, click on Yes. If you have changed the SNMP_config
data, the following dialog box appears:

ASH-Agent Utility []

“Y'ou must stop and restart your SHMP service before
the new settings will take effect.

Do you want to restart your SNMP service now?

o |

This dialog box prompts you to restart the SNMP services for the changes
that you made to take effect. Click on Yes to restart these services.
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) asmcfg for NetWare

The ASM Pro configuration utility for NetWare (asmcfg) is similar in function
to the asmcfg utility used for Windows NT and the asmconfig utility for SCO
OpenServer.

At the system console prompt on your NetWare server, enter the command
“load asmcfg”. A window similar to the following appears:

Configuration Item
00B

Manager Information

Server Location
Event Handling
Uninstall

Trap Target
Exit

ENTER=Select ESC=Exit Menu

The utility includes the following functions: (For each function, follow the
instructions at the bottom of the screen.)

Password

ASM Pro has password protection for setting threshold values. When
changing a threshold value from the ASM Pro Console, it asks you to enter
the password for the ASM Pro Server Agent. If you disable the password,
the ASM Pro Server Agent no longer executes password checking when
any values are changed.

Caution: If the password feature is disabled, the server has NO
SECURITY protection.
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To enable or disable the password option:

1. Select the Password option. A password must have a minimum of 3
characters and a maxmum of 16 characters.

2. Use the left and right arrow keys to switch between Yes or No and
then press Enter.

Configuration Item

|Passw0rd
00B

Password Setting

Password protected: [FH
Change password

ENTER=Select ESC=Exit Menu

To change the password:

1. Highlight the Change password option and press Enter. The Set
Agent Password window appears.

2. Type the new password and press Enter.

|Password

Set fAgent Password
Type the password: _

Change password

ENTER=Select ESC=Exit Menu
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Out of band

When you use a modem to connect the agent and the ASM Pro Console,
select the OOB button (Out of Band connection between the agent and the
Console via modem) to configure and to change the out of band modem
settings. The modem settings control the out of band connection between
the ASM Pro Server Agent and the ASM Pro Console, including the COM
port settings. Refer to your modem manual for the proper values.

Configuration Item
COM Ports Used for 00B rd

r Information

Location

ENTER=Select INS=Add DEL=Delete ESC=Previous Menu

Manager information

Select Manager Information to change manager contact information,
such as the manager’s name, address, and phone number.
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Server Manager's Information

Name : |

O0ffice Phone Mumber:

O0ffice Address:
Home Phone Number:
Home Address:
Pager Number:

EMail Address:

ENTER=Select ESC=Exit Menu

Server location

Select Server Location to specify the physical location of the server.

Configuration Item

Password

Manager Information

ENTER=Select ESC=Exit Menu

Event handling

This function allows you to specify the action that ASM Pro Agent takes
when an event occurs. Select Event Handling to display the Event
Handling screen. (A typical Event Handling screen is shown below.)
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Event Broadcast e Program

Temperature Warning
Temperature Critical
ECC Hemory Error
Fan Stops
Voltage Exceeds Safe Range

— Power Supply Fail
UPS - AC Power Fail
UPS - Power Supply Fan Fail
UPS - Battery Fail
Chassis Intrusion
Fuse Fail
Redundant Power Supply Fail
Redundant Power Supply Fan Fail
New BIOS Event Log
CpuDisabled
AssetChanged

Threshold

ENTER=Select ESC=Exit Menu

See “Event types” on page 144 for a description of the important events.
There are three ways that events are handled:

Broadcast - sends a messages to all users logged in to the network.
Shutdown - Shuts down the network operating system.

Execute Program - Executes a specified program when an event occurs.

Trap target

Select Trap Target to add, change, or delete any IP address in the trap
target destinations. If you want the ASM Pro Console to receive the trap
from the ASM Pro Agent, the Console’s IP address must be included in the
trap target destinations with the community name "public" on the system
site.
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I
uration Item

Information
ocation
ndling

1

get

INS=Add DEL=Delete ESC=Previous Menu

To add an IP address to the trap list:
1. Press the Insert key. The Add Trap Target window appears.

Trap Target

Add Trap Target

Network Address: 123.123.123.123

[INS=Add DEL=Delete ESC=Previous Menu

2. Type the IP address and press Enter.

To remove an IP address from the trap target list, select the IP address and
press the Delete key.
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T
uration Item

123.123.123.123

Information
ocation
ndling

get

INS=Add DEL=Delete ESC=Previous Menu

Saving changes in asmcfg

After you are finished making changes, select the Exit option. The
following dialog box displays:

Configuration Item

Trap Target
Exit

ENTER=Select ESC=Exit Menu

To exit asmcfg, select Yes. If you choose to exit asmcfg, the following
dialog box displays:
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e changes

ENTER=Select ESC=Exit Menu

To save changes, select Yes. Press the Esc key to exit asmcfg.

Uninstalling ASM Pro server agent

From the main asmcfg screen, select uninstall, and follow the onscreen
prompts.

Remove ASHM Ag

1 remove all the related loadable modules and files
Agent from the system. Hould you like to continue?

|Manager Information

Remove ASH Agent now?

ENTER=Select ESC=Exit Menu
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) asmcfg for Linux

asmcfg is invoked during ASM Pro Server Agent installation to set up the
agent password. It may be invoked at any time by typing asmcfg from a
Unix shell prompt. The executable file is found in the /usr/local/share/asm
directory.

Em Hanager_Info Event_pction Password Threshold Event_Log Quit
s

| Password: |

| Configure Trap Targets for SHMP/SHUX |

Working in asmcfg:
e Use the right and left arrow keys to select a menu item.

¢ Use the up and down arrow keys to highlight the item and press the
return key to execute or select the highlighted item.

e Use the left and right arrow keys to switch control between the main
window and confirm selection window shown at the bottom of the
screen.

e To quit, select Quit from the main menu and press Enter.

SNMP_Config

This function allows you to add, change, or delete any IP address in /usr/
local/share/snmp/snmpd.conf. When you want the ASM Pro Console to
monitor the ASM Pro Server Agent, the Console’s IP address must be
included in /usr/local/share/snmp/snmpd.conf on the server site.
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In the following screen example, ASM Pro agent sent event traps for three
monitoring systems: 10.34.155.205 and 10.34.155.250.

m Hanager_Info Event_action Password Threshold Event_Log Quit

|
trapsink 18.34.155.285

| [ Add ] [Hodify] [Delete] [Cancel] |

Manager information

Modify Manager Contact Information and Server Location by selecting this
function. You can also view and change manager information from the
ASM Pro Console by entering Server Information > Basic Information
window.

Instructions about editing data appear on the status line at the bottom of
the screen. Press the Enter key to move the cursor to the next line. When
you finish typing, press Enter and the arrow key to return to the menu item.
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SNMP_Config Event_fction Password Threshold Event_Log Quit
-8

| Hanager Hame
0ffice Phone
0ffice Address
Home Phone

Home Address
Pager Humber
Email Address
Server Location :

| Use arrow key and edit................... |

Event action

One of the most important functions performed by ASM Pro is event
trapping and handling. This is done through the use of threshold settings,
hardware error-detection methods, and fault management. When an
“event” occurs, Agent performs the event action and sends a trap to
Console. It uses the IP address specified in SNMP Config to send the trap
to the ASM Pro Console.

This function allows you to specify the type of action that ASM Pro Agent
takes when an event occurs. The ASM Pro events that Agent traps are
predefined in the ASM Pro software. You can use the Event_Action
function to define agent actions performed on the agent system. After ASM
Pro Console receives the trap it takes the action defined by the System
Alert Manager or ASM Pro Console Setup event handler. You can also use
the related Threshold function, described later, to change some of the
threshold settings. For more information on threshold settings and event
types, refer to “System Alert Manager” on page 131. A typical
Event_Action screen is shown below. The types of events this screen
displays are dependent on the specific server hardware configuration. For
example, not all server models have a UPS or a redundant power supply.
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SHMP_Config Hanager_Info (g jeliilnefily Password Threshold Event_Log Quit
g T

| _Event fgent Action Execution Program |
| Broadcast |
| Temperature Critical Broadcast  Shutdoun |
| ECC Memory Error Broadcast |
| Fan Stops Broadcast |
| Voltage Exceeds Safe Range Broadcast |
| BUS Utilization High |
| Hemory Utilization High |
| File System Utilization High Broadcast |
| Power Supply Fail Broadcast |
| ARG Power Fail Broadcast  Shutdown |
| Power Supply Fan Fail Broadcast |
| UPS Battery Fail Broadcast |
| Chassis Intrusion Broadcast |
| Fuse Fail Broadcast |
| Redundant Power Supply Fail Broadcast |
| Redundant Power Supply Fan Fail Broadcast |
| [Broadcast] [Execution] [Cancel ] Pgbn/Next Page |

To specify the desired event action, use the up and down arrow keys to
select the event, then press Enter or Tab to move the cursor to the bottom
of the screen. Use the left and right arrow keys to move between the
Broadcast, Execution, and Cancel options. You can also specify the
name of an Execution Program to run when the event occurs.

To exit the Event_Action screen, press Tab and the left/right arrow key.

Password

This item allows you to change or enable or disable the agent password. A
password must have a minimum of 3 characters and a maximum of 16
characters. If you disable the password, the ASM Pro Server Agent does
not execute password checking when the threshold is set from the
Console.

Caution: If the password feature is disabled, the server has NO
SECURITY protection.

ASM Pro has password protection for setting values. This means that if you
want to change threshold values, manager contact information or server
location, the Console asks you to enter the ASM Pro Server Agent’s
password.
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SNMP_EonFig Hanager_Info Event_fction Threshold Event_Log Quit

|
[change Passwordgl

|disable Password]|

| You can change a new password which is from 3 to 16 letters... |

Threshold

The four threshold items that can be set at the server site are: PCI Bus
Utilization (for systems equipped with PCI Bus hardware), Memory
Utilization, BIOS Event Log Utilization, and global File System Utilization
(for all file systems).

Setting a PCI or memory threshold is the same as setting these thresholds
from the Console side. However, the File System Utilization threshold is a
global value that applies to all of the file systems on the agent system.

When the agent uses a resource up to its threshold value, it generates a
trap. You use this to ensure that resources are used within reasonable
limits.

Note: All threshold settings are preset to factory-recommended
values. Some are user-configurable, others are not. For more
information on threshold settings and event types, refer to “System
Alert Manager (SAM)” on page 131.
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SNMP_EonFig Manager_Info Event_faction Password |NIEGIGI Event_Log Quit

|
JPCI Bus Utilization|

|
|Hemory Utilization |
|
|

|File System Utilization
|Bios EventLog Utilization

| Current PCI Bus Utilization Threshold is 188

Event log

This item allows you to view or clear the Trap Log. When any event occurs,
the ASM Pro Server Agent sends a trap and save this event to the Trap Log.

When the View Event Log option is selected, it allows you to view the
Event Log file (/etc/eventlog.dat) by invoking the vi editor.

When you finish viewing the Event Log file, type: q ! and press Enter to end
the viewing session.
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SNMP_EonFig Manager_Info Event_Action Password Threshold Quit

|
JView Event Logi

|Clear Event Log|

| View event log file by vi |

Quit
To exit the configuration utility, select Quit and press Enter.

If you change any data, the asmcfg program asks you to update the data
before exiting from the program. Select Update to update the files.

Note: If you select Cancel, your changes are not saved.



190 5 ASM Pro Server Agent utilities

SNMP_EnnFig Hanager_Info Event_action Password Threshold Event_Log
|

| Do you want to update % |

[ [fupdateil [cancel] |

Note: If you select Update, and change the SNMP_config
information, the utility displays the following screen prompting you to
restart Agent so that the changes can take effect. This happens
whenever you change SNMP Config information utility. If you select
Restart (recommended), and have changed an IP address in /usr/
local/share/snmp/snmp.conf, the SNMP daemon (snmpd) is also
stopped and restarted.
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SNMP_EonFig Manager_Info Event_fction Password Threshold Ewvent_Log

| Do you want to restart ASH Agent ? |

Note: If you want ASH Agent to execute correctly,
please choose [Restart] after you finish all
modifications.

| [|Res tarty] [Cancel] |
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6 ASM Pro Local
Console



This chapter describes how to view ASM Pro
Agent system information locally. Windows NT
and Windows 2000 agents come with ASM Pro
Local Console. ASM Pro Local Console
displays the agent information and some
performance and health data.
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) Basic system information

Click the System tab to display basic information sbout the system. Basic
information includes system name, operating system, and system board

and memory information.

£F! ASM Pro Local Console

File  Config
Basic System Info b

B Sustem | 2 Storage | 2 Network | (3 Performance | 2# Healh | @ Onfoard | [# Resouce | 4 170 Devt [ v ]

Acer ASM Pro
Local Console

05 Versin:

- | [ Hardwarn
Model 250
EI0S Yersion : I\/4.DF\UT-C3 EN
Frocessor: [Pentium I BBEMHz = 2
Memory Size [128 M8
Cache Size |U 32 KB L2:256 KB
~Login Infomation
(lkn [Administrator
Domain/Workaioup [sH_as1

This screen shows the agent system software and basic motherboard
information. Some system models have an asset tag property in their
motherboard BIOS. If the asset tag property is available, the “Asset Tag”
field appears in this window. The Asset Tag function allows you to assign
a name to the current asset information.
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Physical and partition information

Click on the Storage tab to display storage device and partitions
information when you select a drive. The screen is divided into two
sections: the display window and the information section.

Accessing physical storage device information

To access physical storage device information:
1. Click on a device in the display window. For example, a hard disk.

2. Click on the logical drive to display more partition information and the
usage pie chart..

3. Click the Refresh button to display the most current device setup.

71 ASM Pro Local Consale =loi]
File Config

4

Physical and partition information

B system % Storage |$ Nelwolkl

i
i

2% Health | 2 OnBoard | [ Resource | %5 140 Dev.t
|

Acer ASM Pro

Local Console ) ATEPI CO-ROM DRIVE 24X

adpu1B0m
g IBM  DPS5-318350N  570H
- JE aclpul0m

Fiefiesh DO
Type |
acer Model e |
Inteface e
Total Size e
Patlion - e
Device IDiLUN - e e

Removable
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The information section displays the following:

Parameter Description

Type Type of storage device (i.e., hard disk, cd-rom,
etc.)

Model Model name of the storage device

Interface Type of interface the storage device uses (i.e.,
SCSI, IDE, etc.)

Device ID:LUN Device ID and LUN (Logical Unit Number) of

physical devices.

ID number is 0 or 1 for IDE (Integrated Drive
Electronics) interface devices, while 0 to 7 is for
SCSI (Small Computer System Interface) devices.
LUN is an encoded 3-bit identifier used by the
SCSI system as a secondary address associated
with the SCSI ID. There can be up to 8 LUNs per

target ID.

Removable Identifies whether the storage device is removable
or not

Total Size Maximum storage capacity of the storage device

Partition Total number of partitions in the storage device
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) LAN adapter, TCP/IP, and modem
setting

Click the Network tab to access information about the system’s network
settings. If you have more than one network card installed, click the arrow
button to cycle through them. The screen contains three sections: LAN,
TCP/IP, and Modem.

4F! ASM Pro Local Console o ] o5
File  Config

AL Address : 00:00E22FFTED

— TCPAP Setting
Machine Mame F/ZKADN-ASM
IP Address [10.41.146.51
Subret Mask : [255.255.255.0
Gateway : [10.41.146.1

DS

Manufacturer I
Model I
I
I

Driver Description

Attached io

LAN (Local Area Network)

This section displays information about your LAN card or NIC (Network
Interface Card).

Parameter Description

Manufacturer Name of the manufacturer
Model Model name of the device
Driver Device driver identifier and version number

Driver Description Brief description of the driver
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TCP/IP (Transmission Control Protocol/
Internet Protocol)

This section displays information about your connection to the Internet.

System Name Name of your system
IP Address IP address of the system
Subnet Mask Mask address of an IP. A mask is use to identify

what subnet your IP belongs to

Gateway The IP address the system is connected to. A
gateway is any device that links two different types
of networks

DNS (Domain Name  Address of your network domain server
System)

Modem

This section displays information about your modem connection. This
section is grayed out when the system does not have a modem.

Parameter Description

Manufacturer Manufacturer of the modem

Model Model identifier and version number

Driver Description Brief description of the modem’s driver
Attached to COM port the modem is assigned to (COM1 or

COM2)
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6 ASM Pro Local Console

) System performance information

Click the Performance tab to access information about the system’s
performance in the following areas: CPU utilization, memory management,
file swapping, and file system utilization.

£F!ASM Pro Local Console

Fil: Canfig

System Performance Information

Acer ASM Pro
Local Console

System Storage | & Metwok # Performance | 38 Health | 28 OnBoad | [ Resource | €5 100 Dev t [
W

Total thread

421

8 s 5 |

——

-

Locked Memory

Free Memary :

- Witua! b emon banager

Ellocated Memory :

acer Swappable kM emary

1 5wan Fil
Size -
InUse
Page Discards

Page Faul

o ke
[ ke
I P
I P

File m

Bytes Read / Sec:

Butes Write / Sec
Read / Sec
Wiite / Sec

pooss
[ I
E
2

CPU utilization

This section displays a line graph for the use of your system’s CPU. The
graph is interpreted as the percentage of utilization during the time

indicated.
Parameter Description
Current Usage Current percentage of CPU utilization

Thread Number of total executing threads
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Virtual memory manager

This section displays the available memory resources in the system.

Parameter Description

Allocated Memory Total amount of memory in kilobytes used on the
system
Locked Memory Amount of memory allocated and locked

Swappable Memory ~ Amount of memory in kilobytes allocated in the swap
file

Free Memory Amount of memory in kilobytes not in use

Swap file
This section shows the available memory allocated for swap file use.

Parameter Description

Size Total amount of memory in kilobytes allocated for
swap file use

In use Total amount of swap file memory in use

Page Discards Amount of page discarded (dumped) to a physical
device per second. Pages that haven’t been used for
a long time are discarded to free memory space

Page Fault Amount of faulty pages in memory which are
discarded to free memory space

File system

This section shows the file read and write performance of the system.

Parameter Description

Bytes Read/Sec Speed at which the system can read files

Bytes Write/Sec Speed at which the system can write files
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Parameter Description

Read/Sec Number of times the system can read per second

Write/Sec Number of times the system can write per second
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) System health status

Click the Health tab to display the current fan, CPU temperature, and CPU
voltage status.

Desktop Agent sends a warning to the Console if any of the instruments fail
to operate or malfunction. The Console SAM (System Alert Manager)
receives the warning information from different system protocols. For more
information, refer to “System Alert Manager (SAM)” on page 131.

T

Fils Config

System Health Status 5

D System | 8 Storage | & Metwork |

Performance 2% Health |9 OnBoard | [# Resouce | €3 140 Devt | ¥

Acer ASM Pro
Local Console

CPUZ Temp IF.00C
CPUT Yol 1.62olt
CPUZ Vol
24 CPUT Fan
£ CPU2 Fan

Description
Sensor Type : Processor on processor]
Curent Rigading State : Processor Presence detected

1.64 Walt
5219.00 APM
5273.00 APM x|

Fan

This section displays all of the fans installed in the system. Fan status is
monitored through the hardware module of the desktop. The green check
icon indicates that the fan is functioning properly. The icon turns to a red
X mark when the fan is not working.

Temperature

This section displays the CPU’s temperature. Temperature status is
monitored through the hardware module of the desktop. The green check
icon indicates that the CPU temperature is normal while the red X mark icon
indicates that the temperature exceeds the normal threshold.



204 6 ASM Pro Local Console

Voltage

The voltage for the processor and the motherboard is shown here. The
icon is green when the voltage is within the normal range. The icon turns
red when the voltage is not within this range.
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) CPU, memory, and onboard chips

Click the Onboard tab to display basic motherboard information including
the system’s CPU, memory, and other onboard devices.

45! A5M Pro Local Console . == =]
7o @y

CPU, Memory and OnBoard Chips

2 System | 32 Storage | 5 Matwork | 3 Performance | 26 Healh 9 OnBoard | [# Resourcs | €5 110 Devt [ ]
= - -

AcerASM Pro |
Local Console

tenal Spe

Yoltage :

—Memory : 128 ME
Diesignation | Tupe I Size |
DIMM1 + Unknown ¥ N4
DIMM2 Unknawn N
DIMM3 ECC DIMM SDRAM 128 MB
~0On Board Devic
Type [ Description |
SCSI * O Board 7899 SCSI
Ethemst Intel GDE2553

Processor

This section displays information about the system’s CPU.

Parameter Description

Manufacturer Manufacturer of the CPU

Family Model identifier of the CPU
External Speed (Bus  External speed of the CPU in MHz
speed)

Internal Speed Internal speed of the CPU in MHz

Voltage Current voltage setting of the CPU
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Memory

This section’s title bar shows the total amount of memory, in Megabytes,
installed in the system. It also shows the number of memory slots available
on the system board, and the number of slots currently occupied.

Designation Designated name of the memory module
Type Type of memory module installed
Size Total capacity of the memory module

Onboard device

This section displays all the onboard devices installed in the system. Refer
to your system board manual for more information about its onboard
devices.

Parameter Description

Type Type of onboard device in the system

Description Brief description of the device
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) System resource

Click the Resource tab to view the system’s IRQ, DMA, 1/O port, and
memory address assignments. This information is useful for detecting
hardware interrupt conflicts.

Click on the item title to sort the data.

) ASM Pra Local Console

File Config

=10l

System Resource
@ Systeml ﬁ Storage

% Metwark | (3 Perfomance | J# Healn | 29 Ongoard # Resoucs |§3§‘ 1/0 Dew 41 ¥
== B

Devics Mame | [RG_| DM | 140 Port Memory A
B04z0n 0080 00600064 0064
Acer ASM Pro [ oy m N

Local Console

serial 04 Mig O3FE-03FF {0
serial 1] M/g D2FE-02FF Wiy
fde g 0z O3F0-03F5,03F7-03FF N4
parport MNes o Ns o 0378-037F Wi
atiiaged 17 M/g  FOOO-FOFF.03BO0Z..  &1000000-81FFF.
e100b 13 M/ BCO0-BC3F £2700000-82700,
adpulElm 13 M/& B400-84FF £2121000-82121
adpul1Elm 13 M/t 8B00-88FF 8212200062122,
atapi Medo MAs OTFO-O0VFT.03FE-03FE N4
atapi 15 N/s D170.0177.0376-0376 N
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) /O device information

Click the 1/0 Device tab to display the types of Input/Output devices
installed in the system. 1/O devices include the keyboard, mouse, serial
ports, parallel ports, video devices, and expansion slots.

£F)4SM Pro Local Console =10
File Config

Manutacturer AT Technologies Ine.

Model )AT\ Technologies Inc. RAGE XL AGP 2+

Current Resolution ‘EUU % E00

Current Colors : ‘T 6 bits colars

Slat
Designation | Type | Length | Usage |
AGP AGP 4% Short Length Inuse
FCI FCI Short Length Awailable
FCIZ FCI Short Length Awailable
FCI3 - FCI Short Length Awailable
PCI4 PCI Short Length Aysilable
PCIS PCI ~ Short Length Auailable

System event log

Click the System event log tab to display the record of system events .
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Fie Config

System Event Log

Acer ASM Pro
Local Console

[ 197

198
199
200
2m
202
203
204
205
206
207
208
203
210
n
212
213

China Standar.

Ferfomance | 2% Health | 9% Onfoard | [# Resouse | 45 140 Devioe 52 System Event Log
= . -

Desoiption

=10l

Thudul 0513...
Thu dul 0513...
Thu dul 0513...
Thudul 0513...
Thu dul 0513...
Thudul 0513...
Thu dul 0513...
Thu dul 0513...

Thudul 0513
Thu Jul 0513
ThuJul 0513
ThuJul 0513
ThuJul 0513
ThuJul 0513
Thu Jul 0513
Thu Jul 0513
Thu Jul 0513
Thu Jul 0513

system chassis 1 Physical Security Sensor|..
system chassis 1 Physical Security Sensor|..
system chassis 1 Physical Security Sensor|..
system chassis 1 Physical Security Sensor|..
system chassis 1 Physical Security Senzor|..
system chassis 1 Physical Security Sensor|...
system chassis 1 Physical Security Sensor|...
system chassis 1 Physical Security Sensor|...
system chassis 1 Physical Security Sensor
system chassis 1 Physical Security Sensor
system chassis 1 Physical Security Sensor
system chassis 1 Physical S ecurity Sensor
system chassis 1 Physical S ecurity Sensor
system chassis 1 Physical Security Sensor
spsten chassis 1 Physical Security Sensor|
spatem chassis 1 Physical Security Sensor|

system chassis 1 Physical Security Sensor

BIOS 1 System Event[System Event): Syst j

Shaw GM Time Refresh
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7 ASM Pro MIB
Browser



ASM Pro MIB Browser is a MIB (Management
Information Base) file browsing tool. It is an
add-on utility available with the ASM Pro
package. ASM Pro MIB Browser allows you to
view and change the OID (Object ID) values of
the systems you are managing on your network.
It also allows you to define and maintain a list of
OIDs to view.
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) Installing ASM Pro MIB Browser

To install ASM Pro MIB Browser, run the setup program under the ASM Pro
Console directory, select Custom as the setup type, then select Utility,
and click Change. Then check the ASM Pro MIB Browser subcomponent.

To launch ASM Pro MIB Browser from the ASM Pro Console, click on the

ASM Pro MIB Browser icon on the toolbar or select Utility > ASM Pro MIB
Browser from the menu bar.

5 ASM Browser
Fie Config Contiol Operofion Snmp Wl Miew Window Help

Hs.unch}nnnlunuuv\ﬂiéla‘ﬁe@ dPDPDaEASHLE ?E‘

MIB Tree
- A do o

Window —™—— 2% L

(=4 intenet

(5] diectory

A gt

= 3 mib2
4 system

Descrl

Selection (5] Senteen
Window S J

2] spshlame
(0] spsl osation
(0] spsServices
[ interfaces
=00 a
=0

-] iemp
o

Description 361210 . 5

Window —_|fiso.org.dod.internet.mgmt.mib-2.system.sysDeser

A textual description of the entity. This value should include the full name and version
identification of the system’s hardware type, software operating-system, and networking
lsoftware. Itis mandatory that this enly contain printable ASCIl characters.

]

Status Bar

lp, press F1 1722616 [No ltem Selected
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User interface

The ASM Pro MIB Browser user interface allows you to move around easily
and to access information either by using menu commands or by clicking
buttons. When you start ASM Pro MIB Browser, the main screen displays
the information from your last ASM Pro MIB Browser session.

This section discusses the following screen components:
e Menu Bar, Toolbar, and System List Combo Box

e MIB Tree Window

e  Selection Window

e  Description Window

e  Status Bar

Menu bar and toolbar

The System List box lists all of the systems added to the Selected list in the
Auto Discovery window. Click on the down arrow and select the name of
the system whose Object Identifiers (OIDs) you want to view.

File Config Control Operation  Somp  walk  iew ‘window Help

|[switch 3000 107100 ~]| P BB 88 G0 D DDA S S = 7B

Toolbar buttons provide quick access to selected functions in ASM Pro
MIB Browser with a single mouse click. The Menu Bar contains the
following items and commands:

e  File Menu - allows you to save and print your files.

Command Icon Description

Save Save an existing query

Print Setup Setup printer parameters

Print Preview Shows a preview of the materials to be

E printed
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Command Icon Description

Prints information contained in the current

E window

Print

Exit Terminates ASM Pro MIB Browser session

Config Menu - controls the environment of the browser. You can
select systems to view and set polling intervals.

Command Icon Description

Auto Searches for available systems in the

Discovery .lh network and displays them for monitoring
purposes

Trap Enables or disables the Trap Handling

function of the browser and also displays
the alert log. This function is disabled when
ASM Pro Console is running

Community Specifies the SNMP community and port for

and Port Get and Set Operations

Option GG Sets up the MIB Browser configuration
(EEd option

Control Menu - contains the tools for manipulating and querying
MiBs.

Command Icon Description

Define New Specifies your own query (list of OIDs) to
Query ﬁ browse

Select Query Select from a list of previously defined

ﬁ queries to browse or to remove queries
from the list
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Command Icon Description

Manage MIB Displays a window where you can add,

Database E remove, initialize, and view the history of
MIB files

Telnet Connect to the server by telnet

e Operation Menu - contains the tools for manipulating and viewing
OIDs. It includes commands to add or remove OIDs in the Selection
window and to view the values of these OIDs.

Command Icon Description

Add Appends the highlighted OID or OIDs of a
E highlighted node in the MIB Tree window to

the Selection window

Remove Deletes the selected OIDs from the
@ Selection window

Remove All ﬁ Clears the Selection window

Browse Displays the values of the OIDs in the
E Selection window

Find Searches for the OID the user wants to find
@ in the MIB tree

e SNMP Menu - SNMP (Simple Network Management Protocol) allows
you to control and view information about OIDs. The pulldown menu
is enabled when the SNMP Table is open. Refer to “Browsing OIDs
(SNMP table)” on page 229 for more information on how to open the
SNMP Table.
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Command Icon Description
Get Updates the contents of the OID Value
E table with the current OID values
Set — Enabled only when the SNMP Table is the
"‘E‘ active window and when the OID selected
can be modified
Polling . Continually retrieves the current values of
OIDs and updates the OID Value Table
Stop % Stops browsing the OID
Rotate Switches the order in which the contents of
EE% the OID Value Table are displayed and acts
as a toggle between views, so rows are
turned into columns and vice versa
Option Qg Displays the Option window
)

e Walk Menu - detects available OIDs from a node or subnode and
displays their values.

Command Icon Description

Walk o Displays the values of a selected node and
g its subnodes in the Walk Operation window

oD To specify an OID in the Walk Operation -

&

Input dialog box from which the walk
operation starts




218 7 ASM Pro MIB Browser

Command Icon Description

Pause Available only when a walk operation is in
progress to temporarily halt or resume the
walk operation

Set 5 Enabled only when the Walk Operation
LE‘ window is the active window and when the
OID selected can be modified, displays the
Set Operation dialog box

e View Menu - allows you to show the toolbar and status bar.

Toolbar Displays/hides the toolbar
Status Bar Displays/hides the status bar
Trap Log Displays the trap log dialog box

e  Window Menu - allows you to arrange the windows in your ASM Pro

MIB Browser.
Cascade Arranged the open windows in a cascading manner
Tile Arranged the open windows in tile manner
Arrange Icons Arranges the icons properly

e Help Menu - The context-sensitive Help menu contains the following

items.
Command Icon Description
Help Topics Starts ASM Pro MIB Browser Help,
H displaying the Index screen
About Displays ASM Pro MIB Browser product

information
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MIB tree window

Located on the left side of the screen, this window shows the MIB tree
structure. MIB nodes and subnodes are represented by folders, and the
OIDs are represented by files listed under the folders.

You can expand or collapse the nodes and subnodes by clicking on the
folders. If you double-click on a node, all of the OIDs contained in that level
are shown.

If you double-click on an OID, ASM Pro MIB Browser gets its value and
shows it in the Description Window.

MIB tree

MIB Tree

D gk -
expennmental

=423 private

Ea enterprises
Ea acer
Ea asm

I:l storage

hi:
| systemBEoard
143 serverErwm

[ab] osVersion

a expanBusType

a processorType

~{01] spstemlnkiCache

~{01] spstemExtiCache

systemT otalMemary ﬂ

I T Iy [

1.3.6.1.4.1.1050.25.4.1 =]
iso.org.dod.internet.private.enterprises.acer.asm.serverEnvrm.productame

IThis entry shows the machine product name.

ASM Pro MIB information is located under:
iso/org\dod\internet\private\enterprises\acer (or subtree)

If you cannot see the ASM Pro folder, use the MIB Database option to add
the ASM Pro MIB file to it. All of the ASM Pro-supported MIB files are
located in the program files in the the /Acer/ASM Pro Console directory.
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Selection window

This window is on the right side of the MIB Tree Window. OIDs can be
added by selecting OIDs and clicking on the “Add OID”button. You can
select the OIDs from the MIB Tree Window or use previously defined OIDs
from the Select Query dialog box.

Description window

The description window is located at the lower part of the MIB Tree
Window. It displays OIDs, labels and a brief description of the node or OID
highlighted in the MIB Tree Window.

Status bar

The status bar is located along the bottom of the screen. The left side
displays a brief description of a highlighted menu command or a clicked
toolbar button. The right side contains the network address of the selected
systems.
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) Functions

This section tells you how to perform the following tasks:
e  Selecting browsing systems

e  Setting up browsing options

e  Configuring community and port
e Defining a new query

e Selecting a query

e Managing the MIB database

e Adding an OID

e Removing an OID

e  Browsing OIDs (SNMP Table)

e Taking a Walk through the MIB

e  Finding an OID

e  Saving Information

Selecting browsing systems

When you launch MIB Browser from the ASM Pro Console, all the systems
that the console monitors are added to the system listing. You can make
changes to the systems using the Autodiscovery option.

From the Config menu, select Auto Discovery, or click on the Auto
Discovery icon on the toolbar menu, to display the Auto Discovery dialog
box.
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EiJ Auto Dizcovery

Machines Found IEE)

b achine Name I Addiess
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£ 300M Hub [192.3.2102]

i scofD4[192921018]
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P 20233821

- J BULL [202.39.82127]

- Jfh CHRISCHANGA [202.39.82.79]
P M7R100(202.39.82 4]

~-Jf ORION [202.39.82.180]

-l PRN17D1 [202.39.82.108]
@ TESU0201 [202.39.82.3]

- WEALA.2 [202.29.82 263]

-

Add »»

<< Remove

Manual &dd

Sweep

il

Cloze

Machine Selected IS

Machines | Address |
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) scos0z 192.9.21018

) JefiNT 2023382120

[} Switch3000107.. 1722616

3 PUPFY2 35586674:0000000...
3 BULL 20233982127

3 ASMNT-UNICE.. 2023382249

3 192921027 1929.210.27

|'_:|..
ACATSD
Leh ACER_COM
Leh ACER_PK
Loh ACER_SERWET
) ACERALTOS
8 AEnT =l
1P [ Y

This window displays all IP/IPX systems in your network detected by the
ASM Pro MIB Browser. The following items are available in this dialog box.

Auto Discovery dialog box items

Item Description

Machines Found

Displays all the IP/IPX systems available on your

network

Machines Shows all the systems to be monitored by ASM Pro

Selected MIB Browser

Button Description

Add Appends the highlighted systems to the Systems
Selected list

Remove Deletes the highlighted systems from the Systems
Selected list

Manual Add Allows you to enter an IP address manually to add a

system to a selected list.
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Item Description

Sweep Searches an address by matching the first three
parts of the IP Address that you specify

Refresh Searches the subnet that is currently in the Auto
Discovery database.

Close Closes the dialog box and causes the modifications
you made to take effect; the System List Combo
Box now contains all the systems you specified in
the Systems Selected list

Note: For the auto discovery function work properly, the agent must
be able to respond to standard MIB-Il requests.

Setting up browsing options

From the Config menu, select Options to display the Configure Options
dialog box.

Configure Options [ ]
SMMP Table Dptior
I~ SetLogFile IND Iog file setting
" Rotate Table
L ——— & Decimal  Hexadecimal
¥ Show Giid Palling Interval (10 ﬂ
Graphic: Optian
I~ Graphic Line Chart VI & Yalue ) st
¥ | Create ew Graphic i oo

¥ Load Trap Handler

Cancel |
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Configure timer dialog box items

Item Description

Set Log File Sets the log file and starts to record SNMP
values to the log file

Rotate Table Switches the order in which the contents of the
table are displayed and acts as a toggle
between views, so rows are turned into
columns and vice versa

Show Enumeration Shows the Enum String if this OID is declared
as an enum value in the MIB file

Show Grid Shows grid lines in the SNMP table

Set Decimal/Hexadecimal Shows decimal or hexadecimal type of OID
values

Polling Interval Field Specifies the amount of time in seconds for
the bowser to retrieve data from the target
system. You can type an integer from 1 to 60

Graphic Options Displays the SNMP table with graphics

Create New Graphic Specifies a new graphic window

Window

Load Trap Handler Loads trap handler to handle trap receiving
operations

Button Description

OK Closes the dialog box and causes the

modifications you made to take effect

Cancel Closes the dialog box, discarding all changes
made

Configuring community and port

You can set Get/Set communities and ports for SNMP Operations by
selecting Configure Community and Port from the Config menu.
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Configure Community & Port
Get Cammunity :
Set Cammunity public

DataPor/P:  [161 oK. ]
Trap Port /P 162 Cancel

Defining a new query

This dialog box lets you specify names and descriptions for a list of OIDs
that are frequently viewed, and saves this information to the database. This
eliminates the need to search for the same sets of OIDs each time you start
ASM Pro MIB Browser. After setting a query, it is added to the Name field
in the Select Query dialog box.

Follow these steps to define a new query (set a list of OIDs to view):

1. From the MIB tree window, select the OIDs you want to include in the
query and add them to the Selection Window.

2. Select Control > Define New Query. The Define New Query dialog
box displays.

Type a name and description for the query.
Click OK to accept it.

Define New Query E

Hame Isc:0502 & Default
Address |182.8.21D.18  Curent

Query Name Iquery‘l

Description
This is a test query for ASM Browsed

Cancel |

Each time you want to view this list, select its name from the Select Query
dialog box (under the control menu). All of the OIDs are listed in the Select
Query window. Highlight the query name that you want to view, and click
on the open button. See "Selecting a Query" below for more information.
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Selecting a query

From the Control menu, click on “Select Query”. The Select Query dialog
box, shown below, appears. This dialog box allows you to choose from a
list of previously defined queries. It displays all OIDs in a query in the
Selection window. You can also remove queries from the database, or
clear the database of all queries.

Select Query ﬂ
Spstem: & ;I
— Query Mame Description————————————————
[Dpen |
Femone |
Close |
01D name | oD |

Select query dialog box items

Item Description

System Field Shows the name of the systems you are currently
browsing
Address Field Displays the network address of the systems you are

currently browsing

Query Name All query names defined in the Define New Query
dialog box are listed here. Click the name of the query
you want to view or remove from the database

Description Field Displays a brief description of the selected query
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Item Description

Button Description
Open Opens the selected query. A SNMP table appears.
Remove Removes all queries in the database. This action

takes effect only after clicking OK

Close Closes the dialog box, discarding all changes made

When you select a query name, all of the previously defined OIDs are listed
in the OID name table.

Managing the database

The MIB Browser needs a description file to identify each Object ID that you
plan to browse. ASM Pro server Agent uses a asmnt.mib file to describe
its own object IDs. It is installed on the asm agent system. ASM Pro
Desktop also includes a number of MIB files in its MIB directory.

Select Control > Manage MIB Database to launch the MIB database
managing dialog box.

Manage MIB Database

MIE Mame [ Instal Time | add
asmpra.mib Thursday, July 02, 17:26:23, 1998

RIOM. mib Tuesday, July 14, 13:22:56, 1998

bridge.mib Tuesday, July 14, 132315, 1938 [UElEte

[ ]
[
[[o= |

Initialize:

Initializing the database

The Initialize command removes all added MIB files from the existing MIB
database. After this process is carried out, only the basic MIB tree
contents remain. Select Control > Manage MIB Database > Initialize to
confirm the initialization.

This dialog box prompts you to confirm whether or not to continue
initializing the MIB database. To continue, click OK; otherwise, click
Cancel to close this box without initializing.



228 7 ASM Pro MIB Browser

Warning! The initialize action cannot be undone. Do not click the OK
button unless you are sure about removing all installed MIB files from
the database.

Adding a new MIB

To install a new MIB file into the existing MIB database, select Add from the
MIB database managing dialog box. The Add New MIB dialog box appears.
Specify the path and filename of the MIB file you want to install, and click
on the “Open button.

Add New MIB HE:
Look in: I 23 ASM Console j gl

File hame: DOpen I
Files of bype: I j Cancel I

Add new MIB/remove MIB dialog box items

Item Description

File Name Type or select the filename you want to add or remove.
This box displays the files with the extension you
specified from the List Files of Type box

Files of Type This box lets you specify the extension of the file you
want to add or remove

Look in: Use this box to specify the drive and folder containing
the file you want to add or remove
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Removing a MIB

To remove an installed MIB file from the existing MIB database, click
Delete from the MIB database managing dialog box.

To remove all installed MIB files from the MIB database, select the Initialize
command. Refer to “Initializing the database” on page 227.

Note: You cannot browse OID data unless a MIB file has been added
to the database.

Adding an OID

Select the OIDs you want to view by highlighting them from the MIB Tree,
then select Operation > Add or click the Add icon on the toolbar. The OID
appears in the selection window.

Note: If you highlight a node, all of the OIDs on that node are added.

Removing an OID

Select the OID you want to remove by highlighting it in the Selection
window then select Operation > Remove OID or press the Delete key on
the keyboard. The OID disappears from the Selection window.

Removing all OIDs

You can remove all of the OIDs in the Selection window by clicking on the
Remove all toolbar button or by selecting Operation > Remove All.

Browsing OIDs (SNMP table)

To get the OID values of an SNMP agent:

1.  From the System List Combo Box on the toolbar, select the system’s
name.

2. Browse through the MIB Tree window to select the OIDs you want to
view.

3. Select Operation > Add or click the Add button from the toolbar. The
OID appears in the upper right frame of the MIB Tree window.
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4. Select Operation > Browse or click the Browse button on the
toolbar. The SNMP Table window appears displaying the OID values
you selected.

To search for a particular OID, select Operation > Find or click the Find
button on the toolbar and specify the OID to find.

& Snmp Table - scob02 - 192.9.210.18

IscoSDZ Vl -0 & Decimal  Hexadecimal
0ID name | Access Type | Data Tppe | 0ID Yalue =
os¥ersion Fead OetetString SCO UM Sestem /386 3.2v5.0.4  97/05/07 =
expanBusTyoe Read OetetString 154 MCA —
processor T ype Read OctetString Pentium Pro 200k hz z
sustemintriCache Read Integer E;g
systemE =tiCache Fead Integer 1] .
&
(6]
&
®

Note: If you highlight a node, all of the OIDs on that node are added.

SNMP table (Simple Network Management
Protocol)
SNMP table allows you to manage and view information about OIDs.

The toolbar at the right allows you to Get Value, Set Value, Poll, Rotate,
Find, Configure Options for, and Stop OIDs in the table. The Browse button
updates the contents of the OID Value table with the current OID values.
Clicking the Stop button immediately stops the get value feature.

The Set button is enabled only when the SNMP Table is the active window
and when the selected OID has the “write” attribute and can be modified.
You can also record events in the log file by activating the log file entry.

There are 4 columns for each OID: OID name, Access Type, Data Type and
OID Value.

e OID name - the OID label defined in the MIB file.
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e Access Type - Read, Write, R/W or No Access for each OID,
depending on the definition in the MIB file. Only an OID whose access
type is R/W or Write can be set.

e Data Type - Integer, Unsigned Integer, Gauge, Counter, Counter64,
TimerTick, OctetString, BitString, Network Address, IP Address,
Opaque, Object ID, and Unknown.

e OID Value - The value returned by SNMP agent for this OID. If the OID
is atable, i.e., the values of this OID are more than one, the values are
shown in columns "OID Value #1", "OID Value#2", etc.

Set operation

The OID value can be set if the attribute of the OID is R/W (Read/Write) or
Write. If you highlight a R/W OID the Set button is enabled.

% Decimal " Heradecimal
[5M Lab -

If the OID has multiple values, use another Set dialog box to set another
value in the table.

Set - usedF55izeT hreshold

o Decimal 1 Hewadecimal

[100 -l

Set I Ok I Cancel

Decimal or hexadecimal

The OID Value column heading can be viewed in two ways: Decimal and
Hexadecimal. The SNMP Table displays the OID values in decimal when
you click Decimal and in hexadecimal if you click Hexadecimal.
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Activating the log file
To activate the log file:

1. In the SNMP Table window, click the Option button. The SNMP-
Option dialog box appears.

Configure Options | x|

SHHMP T able Option:
I~ SetlogFile IND Ing file: setting

™ Rotate Table

¥ ShowE ti % Decimal  Hexadecimal
ow Enumeration

¥ Shaow Grid Polling Interval ]W— ﬂ

Graphic Optian:

I Graphic IL\neChart Vl £ Walue ) Deviation

¥ | Greate e Graphic s nda

¥ Load Trap Handler

Cancel |

2. Click Set Log File. The Save Log File dialog box appears.

3. Enter the filename of the log file then click Open. The filename
appears in the text box.

Enumeration display

This window displays a list of string-to-integer mappings for the selected
OID. You can highlight an OID and press the right button of mouse and
then choose Enumeration from the pop-up menu. The Enumeration
window appears.

J8i Enumeration - osType _ O] x|
[Vabe  [Erumerson |
1] netware
1 FCOLRiE
2 windowsNT
] unixware

You can view OIDs by the enumeration values defined in the MIB file
instead of the original values.

To see the Enumeration Display:
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1. Click the Option button in the SNMP Table window. The SNMP-
Option dialog box appears.

2. Click on the Enumeration Display checkbox.

Recording OID polling information

The Polling button continually retrieves the current values of OIDs and
updates the OID Value table. You can record this information by activating
the Log File. If the Log File is not activated, it is not recorded. Refer to
“Activating the log file” on page 232 for more information.

Setting the time interval for polling

You can set the time interval for polling. The polling interval must be in the
range from 1 to 60 seconds.

Rotating the SNMP table

The Rotate button is used to switch the order in which the contents of the
OID Value Table are displayed. It also acts as a toggle between views, so
rows are turned into columns and vice versa. If you select non-tabled OIDs
in the SNMP Table window, this function is disabled.

Finding OIDs in the SNMP table

To search for an OID, click the Find button. The Find OID dialog box
displays. For more information about the Find OID dialog box, refer to
“Finding an OID” on page 235.

Find OID
Fird: Iproductname j
™ Search from top of MIE Tree
X -Find Next
I ¢ ;
™ Match Case Cloze |

Taking a walk through the MIB

You can use the Walk function to automatically view OID values starting
from a particular node or OID.

To Walk from a Node (MIB Tree):
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1. From the System List Combo Box in the toolbar, select the system’s
name.

2. Browse through the MIB Tree window and select an OID or node from
which you’d like to start the walk operation then select Walk > Walk
or click the Walk button on the toolbar.

3. The Walk Operation window appears and the OIDs pop up in the
window.

To Walk from a query input OID:

1. To start at a particular OID, select Walk > OID or click the OID button
on the toolbar. Type in the OID you want to Walk in the OID text box.

‘Walk Operation - Input 01D E
3E1.41 105075 4 ﬂ
wialk I Cancel |

2. Click Walk. The Walk Operation window appears and all available
OIDs start popping up one-by-one.

Walk operation window

The Walk Operation window shows detailed information about each OID.
It keeps displaying OIDs as long as there are OIDs available. The Pause
button on the right side of the window pauses the walk function. The Find
button displays the Find OID dialog box. The Set button displays the Set
Operation dialog box. You can only set an OID, if it can be modified.
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o Walk Dperation - gcob02 - 1

Isc0502 'I @ @ Decimal ¢ Hexadecinal

{u]]n] | 0ID name | Access Type | Data Tyupe | 0I0 Yalue | =
1.36.1.41.1080.25 productame.0 Fead OctetString Ig
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1.36.1.41.1060.25 sustemintriCache. 0 Read Integer 512 | I
1.36.1.41.1080.25.... | swstemE=tdCache.0 Fead Integer 1]
1.361.41.10680.25.... | sestemTotaltdemon.0 | Read Integer 3¥57120
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Finding an OID

To find an OID:

1.

In the MIB tree, highlight the node where you would like to start the
search.

Click the Find button on the toolbar or select Operation > Find. The
Find OID dialog box appears.

Find 0ID

Fird: Iprnductname j

Cloze |

™ Search from top of MIE Tree

™ Match Case

Type in the OID name you want to find in the Find text box. You can
check the checkbox for the browser to do the following:

e Search from top of MIB - the browser searches the whole MIB
tree.

e Match Whole Word Only - the browser searches the MIB tree for
matching words.

e Match Case - the browser searches the MIB tree for case-
sensitive words.
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4. Click Find Next. The Browser starts searching for a match.

5. The find result appears in the bottom part of the MIB Tree window.

Saving information

This command works two ways, depending on the current active window:

If the SNMP Table window is active, this command displays the Save
SNMP Information dialog box. The information is saved as a text file with
an .smp file extension.

If the Walk Operation window is active, this command displays the Save
Walk Information dialog box. The information is saved as a text file with a
.wlk file extension.



8 ASM Pro MIF
Browser



ASM Pro MIF Browser is a MIF (Management
Information Format) file browsing tool. It is an
add-on available with the ASM Pro package,
and describes a hardware or software
component of a system. MIF files are used by
DMI (Desktop Management Interface) to report
system configuration information to the Console.
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) Installing ASM Pro MIF Browser

To install ASM Pro MIF Browser, run the setup program under the ASM Pro
Console directory, select Custom as the setup type, then select Utility,
and click Change. Then check the ASM Pro MIF Browser subcomponent.

To launch ASM Pro MIF Browser from the ASM Pro Console, click the ASM

Pro MIF Browser icon on the toolbar or select Utility > ASM Pro MIF
Browser from the menu bar.

Menu bar,
’ 1 ASM MIF Browser [ CIx]
Toolbar, and Fle Corfig Operation fuey Yien Window Help
System List rray S|SB sunpt@dssga? m
Combo Box 3’ PICASSO [210.63.101.71] O[]
=-[3 PICAss0 i
=1+ Win32 DM| Servics Layer 1
(] ComporertiD 2 DisplayString
{1 Service Laper Characteristics. 58] Subscrier . 3 DisplayString
MIF Tree (23 Service Layer Securiy (L] Subscrber D 0 4 Integer
N 5 (] SP Indicalion Subscipiion (3] Subscrintion .. 2000/11/01 0000,00000000U.. 5 Dele
Window [E] 5P Fiter Information 53] Subseription .. 2000/01/01 1:00:00000000U.. 6 Date
(3 Deskiop Management MIF (o1] Indication Fai.. 1 7 Integer
(2 DMIBIOS 2.1 MIF
(1 Misc. Management MIF
(22 Utifzation Moritor MIF
. (0 Asset Manitor MIF
Information (23 Acer Huard
. (23 Deskiop
Window 21 ADM Securly Seting MIF
{1 INVENTORY MANAGEMENT MIF2
L —| |
Comporert [ Gioup [ Attibute |
Query
Window
Status ——FacHeh. pressFl | 21063101234 %
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User interface

The ASM Pro MIF Browser user interface allows you to move around easily
and access information using menu commands or by clicking buttons.
When you start ASM Pro MIF Browser, the main screen displays the
information from your last ASM Pro MIF Browser session.

This section discusses the following major screen components:
e Menu Bar, Toolbar, and System List Box

e  MIF Tree Window

¢ Information Window

e Query Window

e  Status Bar

Menu bar, toolbar, and system list box

The system list box allows you to select the name of the systems whose
configuration you want to view. It contains all the systems added to the
Systems Selected list in the Auto Discovery window.

File Config Operation Queny View Window Help

ey @@ Zaddat @002 867

Toolbar buttons enable quick access to selected functions in ASM Pro MIF
Browser through a single mouse click. The Menu Bar contains the
following items and commands:

* File Menu - allows you to save and print your files.

Command Icon Description

New ﬁ Creates a new DMI window for a system
Print Setup Set up printer parameters

Print Preview Shows a preview of the materials to be

E printed




Command Icon Description

Print Prints information contained in the current
El window

Exit Terminates ASM Pro MIF Browser session

e Config Menu - searches for available systems in the network and
controls the environment of the browser. You can select systems to
view and set polling intervals.

Command Icon Description
Auto Discovery Searches for available systems in the
ﬁ network and displays them for monitoring
purposes
Options FIr Displays the browsing options window.

G See “Setting up browsing and default
connection options” on page 248

e Operation Menu - contains the tools to move around and view table
information of MIFs.

Command Icon Description
First Row Goes to the beginning or first row of the
Iﬂ table, if the data is listed in MIF table format
Next Row Goes to the next row in the table, if the data
m is listed in MIF table format
Browse Displays the whole DMI information. Use it
m to view all of the records.
Edit s Allows you to change the value of an item if
ﬁ the item is configurable. Changing the
value of an item requires no password from
desktop agent
Property % Displays item properties
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e Query Menu - contains the tools for assigning and defining queries for

later use.
Command Icon Description
Add ltem Adds an item to the query window

Remove Item Removes an item from the query window

Query disk for later use

Select a Query Opens a query file from disk

Define New ﬁ Saves the item list in the query window to

Polling Updates information on screen

e View Menu - gives you the option of whether or not to show the
toolbar and status bar..

Command Description
Toolbar Displays/hides the toolbar
Status Bar Displays/hides the status bar

e Window Menu - allows you to arrange the windows in your ASM Pro

MIF Browser.
Cascade Arranges the open windows in a cascading manner
Tile Arranges the open windows in tile manner

Arrange Icons Arranges the icons properly
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e  Help Menu - ASM Pro MIF Browser comes with a context-sensitive
Help menu with the following items:

Command Icon Description
Help Topics Starts ASM Pro MIF Browser Help,
": displaying the Contents screen

About Displays ASM Pro MIF Browser product
information

MIF tree window

Located on the left side of the screen, this window shows the MIF tree
structure. MIF nodes and subnodes are represented by folders while item
attributes are represented by documents. These documents appear in the

following form:
Icon Document type

String data
28]

Integer data

Hexadecimal data

Date data

Table data

You can expand or collapse the nodes by clicking on the folders. If you
double-click a node, all of the item attributes and folders contained in that
level are displayed in the Information Window.

When you double-click on an item attribute or a DMI table attribute, ASM
Pro MIF Browser displays its value in the Information Window.
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[ab] Zeial Humber Typs DisplayString
(3] Installation Access Mode  ReadOnly
-[01] veity Max Size B4
(L] Service Layer Characteristics Starage Type  Comman
. 12 Service Laver Security
Information 5P Inalion Subscrptin
window (2 Deskiop Management MIF
(2 DMIBIOS w24 MIF
-2 Misc. Management MIF
(2 Utiization Monitar MIF
(2 Asset Monitor MIF
(2] Acer HGuard
1.[2] Dissktop
(21 ADM Securly Setting MIF LB [ Grow [ avibute
[ INVENTORY MANAGEMENT WIF2
Query

Information window

This window is to the right of the MIF Tree Window. The attributes selected
from the MIF Tree Window can be seen here.

Query window

The Query Window is below the Information Window. It displays the
component, group and attribute of the item you want to put into a query.

Status bar

Located along the bottom of the screen, the status bar provides different
information as you work with ASM Pro MIF Browser. The left side displays
a brief description of a highlighted menu command or a clicked toolbar
button. The right side contains the network address of the selected
systems.



) Functions

This section tells you how to perform the following tasks:

e  Selecting browsing systems
e  Setting up browsing options
e Browsing the DMI table

e Defining a new query

e Selecting a query

Selecting browsing systems

Select Config > Auto Discovery or click on the Auto Discovery icon = |
on the toolbar menu to display the Auto Discovery dialog box.

Es) Auto Discovery

Machines Found |9

Machine Mame | Address

=5 DMl
& 1329210

o8
- 121063.101.234]
) BULL[21063.101.88]
- BULLS5[210,63.101.185]
-} BULLSE [210,63.101.236]
-} CHRISCHANG- [210.63.101.87]
-} JEANLIN [210,63.101.157]
-} PICASSO [210.63101.71]
-] SIMPC[21063107.144]
] SKYMANNT [21063.107.135]

Add s>

<< Remove

tdanual Add

Sweep

Refresh

Stop

lelel e

Cloge

Maching 5electad B

Machines i Address

§3 ARRAY 210.63.101.234
£ BULL 210.63.101.89

£ PICASSO 210.63101.71

£ SKYMANNT 210.63.101.139
£ BULLIS 210.63101.236

Il 2108310117

2106310117
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This window displays all Desktop Management Interface (DMI) systems in
your network detected by the ASM Pro MIF Browser.
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The following items are available in this dialog box:

Item Description

System Found Displays all the DMI systems available on your
network

System Selected Shows all the systems to be monitored by ASM Pro

MIF Browser
Button Description
Add Appends the highlighted DMI systems in the System

Found list to the System Selected list

Remove Deletes the highlighted system from the System
Selected list

Manual Add Manually adds an IP address

Sweep Searches an address by matching the first three parts

of the IP address that you specify

Close Closes the dialog box and causes the modifications
you made to take effect; the System List Combo Box
now contains all the system you specified in the
System Selected list.

Refresh Refreshes the information display in the System
Found panel

Note: For the auto discovery function to work properly, the agent
must install Intel DMI Service Provider 2.0. Refer to the DMI 2.0
Service Provider SDK Release 1.0 for more information.

Manually adding a system

To manually add a system, type the IP address of the system in the text box
and then click OK. If found the system is displayed in the System List
Combo box and MIF Tree window. If the address is not found, it displays
a not found message.
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Input IP Address

|P &ddress: | 210 . 63 . 103 . 21§

ok I Cancel |

Sweeping subnets

To sweep subnets, type the first three address blocks of the subnet and
click OK. If the sweep finds a system in the subnet, it is displayed in the
System List Combo box and MIF Tree window. If the sweep does not find
anything, it displays a not found message.

Sweep Subnet

IF &ddress: 210 . 63 103

Starting a new connection

When you start MIF Browser, it follows a default setting connection
configuration described in the Browing Options window (see next section).
However, you can use this function to make a new connection without
following this configuration.

Select File > New to start a new connection. The Browse DMI window
displays.

Browse DMI

i~ Connection

RPC Type: i« dee " local

TiansportType: incacn_ip_tcp -
Spatem: iAH RaY -

Cancel I
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Item Description

RPC Type MIF Browser supports two kinds of RPC (Remote
Procedure Call) types: dce (remote) and local

Transport Type  Defines a transfer protocol for your default connection.
Lists all the protocols available to the system

System Lists all systems inclued in the MIF Tree window. Choose
a system you want to connect to, or type its IP address.

To make a new connection:
1. Choose the type of RPC you want to use.
Choose a transport type from the pulldown list.

Choose the system you want to connect to in the pulldown list

M wDd

Click OK to connect. A message dialog box appears.

Scan DMI Database : 210.63.101.253

Connect 210.63.101.253 [210.63.101.253]

Pleaze wait... Cancel

5. Click Cancel to stop the process.

Setting up browsing and default connection
options

Browsing options allow you to preset configurations for the MIF Browser.
This includes connection features, data formats, and polling intervals.

Select Config > Options to display the Configure Options dialog box.



— default connection
RPC Type: & dce " local
TrahsportType: Inc:ac:n_ip_tc:p vl
D ata Format
& Decimal  Hewaderimal ‘
— Palling
Palling Interval |3 ﬂ
" Set LogFile

Cancel
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Item Description

RPC Type MIF Browser supports two kinds of RPC (Remote
Procedure Call) types: dce (remote) and local
Transport Type Defines a transfer protocol for your default

connection. Lists all the protocols available to the

system

Data Format

Displays data format in decimal or hexadecimal

Polling Interval

Defines the number of seconds between polling

sessions
Set Log File Stores information gathered from the system in a file
Button Description
OK Closes the dialog box and causes the modifications
you made to take effect
Cancel Closes the dialog box, discarding all changes made
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Browsing the DM table [

A DMI table is displayed in the information window when you double-click
a DM table attribute. To view information in the table, you can either use
the Next Row, First Row, or Browse button.

Select Operation > Next Row or click the Next Row button to cycle
through the table one row at a time until it reaches the end of the table.

Select Operation > First Row or click the First Row button to go back to
the beginning of the table.

Select Operation > Browse or click the Browse button to display table
attributes in the browse window. This way you can see several rows at a
time as shown below.

% DMI Table : chrischang-1 [210.63.101_87] - IRQ
IR0 Mumber I 1RO Availabiity I IR0 Trigger Typs I IR0 Shareable
0 In Uze (4] (0] False (0]
1 In Uze (4] (0] False (0]
2 InUze[4] 0] False (0]
3 In Use [4] 0] Falze (0]
4 In Use [4] 0] Falze (0]
5 Aualable [3) [ False (0]
B InUze (4] ()] False (0]
7 In Use [4] (o) False (0]
8 InUze (4] (0] False (0]
9 Auwallable [3) (0] False (0]
10 InUze[4] (0] True [1]
1 InUse[4] (0] True [1]
12 InUze[4] (0] False (0]
13 In Uze (4] (0] False (0]
14 In Uze (4] (0] True 1]
158 Awailable [3) (0] False (0]
o | ol

Changing table Attribute Value

Select Operation > Edit or click the Edit button to change attribute value
in the table document. This function is available if the table has the write
attribute. The table attribute value can be set if the attribute is R/W (Read/
Write) or Write. If the table attribute you chose is not R/W or Write, the Set
button is disabled.
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For Integer and String Attributes

Type the new value in the text box and then click Set to save changes.
Click Cancel to disregard changes.

Set - Subscriber Tranzport Type

& Decimal " Hexadecimal
Jost 40 Tesd =l

Set Cancel |

The attribute value can be viewed in two ways: Decimal and Hexadecimal.
Click the radio button to toggle between views.

For date attributes

Type the new value in the text box as indicated and then click OK to save
changes. Click Cancel to disregard changes.

Set - Installation
~Date
ear: fdonth: Daw:

Time
Hour:  Min: Sec: Micro Sec:

O

Timezone [Minutes):
-480

cacsl_|

Viewing table document properties

Select the table item from the MIF Tree Window, and select Operation >
Property or click the Property button to view table document properties.
Table property items may vary for different table documents.
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SP Indication Subscription Properties

Group | Table Keps

Component 5P Indication Subscription
1D 1
Clazs Sting:  DMTFISP Indication Subscription|001

Deseription:

Thiz group defines the subscription infarmation for a managing
node interested in indications from thiz system. The Dkl
Service Provider wil maintain this as table, with each row
repregenting an individual managing node.

Cancel

Defining a new query

This dialog box allows you to specify a name and description for a list of
frequently viewed MIF items, and saves this information to the database.
This eliminates the need to individually search for the same sets of MIF
items to view each time you start ASM Pro MIF Browser. After setting a
query, it is added to the Name field in the Select Query dialog box.

Follow these steps to define a new query (set a list of attributes to view):

1. Highlight an attribute or a list of attributes in the information window
and select Query > Add Item or click the Add Item button to add the
attributes to the query window. If you want to remove an item in the
query window, select Query > Remove Item or click the Remove
item button.

2. Select Query > Define New Query or click the Define New Query
button to create a new query file. The Save Query window appears.

Save Query E
Query Mame Ilesﬂ
Description

This is a test for AMS 4.0]

Cancel |

3. Type a name and description for the query.
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4. Click OK to save it.

Each time you want to view this list, simply select its name from the Select
Query dialog box. Refer to “Selecting a query” on page 253.

Selecting a query

Select Query > Select a Query to choose from or remove a list of
previously defined attributes to view. The Select Query dialog box appears.

Select Query [<]

System |F'IE'ASSEI [210.63.101.71]

-~ Query Nami Description
This is a test for &M5 4.0 —Iﬂpen
Remove |
Close |
Component | Group I Attribute I
"Win32 Dl Service L Component 0 M anufacturer
"Wwin32 DI Service L.  Componentl D Product
Win32 DMI Service L. Componentl D Wersion
“iin32 DI Service L. Component D Serial Number

This dialog box allows you to choose from a list of previously defined
queries. It also places all attributes in this query into the Query window.

You can also remove queries from the database or clear the database of all
queries.
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8 ASM Pro MIF Browser

Select query dialog box items

System Shows the name or address of the system you are
currently browsing

Query Name All query names defined in the Define New Query dialog
box are listed here. Click the name of the query you
want to view from the database

Description Displays a brief description of the selected query

Button Description

Open Opens the selected query

Remove Removes the selected query from the database

Close Closes the dialog box, discarding all changes made




9 Asset Manager



Asset Manager gathers information about the
hardware and software configuration of each
system being monitored by the ASM Pro
Console. This information is saved in an asset
log file for future reference.



257

) Introduction

Asset Manager consists of four parts:

e Asset Control - shows you the hardware and software configuration of
the system currently being monitored.

e Asset Statistics Information - summarizes the hardware information
contents of two or more systems.

e Asset Log - Displays the asset log and saves it to disk.

e Asset History - Shows a comparison of two or more asset log
versions of a system.

Select one of the following methods to run Asset Manager from the
Console:

e Select Asset Manager from the Utility menu.
e Click the Asset Manager icon in the toolbar.

The Asset Manager works with ASM Pro Agent. If the monitored system is
not an ASM Pro agent, the “Cannot Load Asset Log File” message appears.
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N

Asset Manager user interface

This section discusses the following major components:
e Menu bar and Toolbar
e  System List Combo Box

e  Auto Discovery

LASM Assel Manager =

= Operation ‘Window Help

Jtem Amount
Baoe Board 7
BIOS 1
Processor 1
Cache 2
Memory Module 3
JEB Dick Controler Dol ;
1 ¢gp Disk Network Interface Contraller 1
18 Network Interface Controller Kehoard i
Kephoard Mouse 1
18 Mouss Fan 3
B8 Fan Software 157
FEE Software
hssetLag
LastLogDate [wed Apr 28 11:3210 1888
Update

For Help. press F1

Menu bar and toolbar

The toolbar, located at the top of the Asset Manager window, contains two
components: the System list box and the toolbar buttons.
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The toolbar buttons allow quick access to selected Asset Manager
functions via a single mouse click. You can also access all of these
functions from the menu bar.

Icon Description

Get Asset Information. Activates the Asset Control window and
@ displays information about the currently monitored server or
desktop

Refresh. Refreshes the display information in the active window

- Statistics. Activates the Asset Statistics Information window and
E% displays hardware summary information about the chosen server(s)
or desktop(s)

Asset Log. Displays the asset list log of a system. Itis
automatically generated every time you start Asset Manager

Show Asset Log. Shows the difference between the asset list log
versions of a system

Show Asset History. Activates the Asset Information Query
window to help you find the information you are looking for

iy

Preview. Displays the layout and format of information to be printed

B

Print. Prints information regarding the server or desktop currently
E being monitored

Help. Presents help information
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System list combo box

The System list box lists all the servers and desktops available for
monitoring. Use this box to select the name of the system you want to
view.

SCOSYSY v”@@ﬁﬁé@ﬁé?

Auto Discovery

From the File menu, select Auto Discovery to display the Auto Discovery
dialog box.

System Found |4 System Selected : |1
System Name I Address I A achire | Address |
[ B 1525210 Refresh | MonET 210631013

2 210.63.101
@ BULL [210.63.101.119] Add >>
3 MOMET [21063101.3]

§3 PRN17D1 [210.63.101.180)

<< Remove
[ VBELANT [21063.101.179]

Sweep

Manual &dd

Stop

Cloge

LR

This window displays all IP/IPX systems in your network. The following
items are available in this dialog box.

Auto Discovery dialog box items

Item Description

Systems Displays all the IP/IPX systems available on your network
Found
Systems Shows all the systems to be monitored

Selected
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Item Description

Button Description

Add Appends the highlighted systems in the Systems Found list
to the Systems Selected list

Remove Deletes the highlighted systems from the Systems Selected
list

Sweep Searches an address by matching the first three blocks you
specify

Manual Add Allows you to manually add an IP address

Stop Immediately halt the discovery operation if it is running

Close Closes the dialog box and causes the modifications you

made to take effect; the System List Combo Box now
contains all the systems you specified in the Systems
Selected list
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) Asset control

The Asset Control window displays the hardware and software
configuration of a system. Clicking on an item with a plus (+) sign shows
you one or more devices available for that item.

M Asset Manager _[O]
Fil=  Operation window Help

‘scnsysv v\ﬂaﬁﬁéﬁﬂ i

E iE CHRISNT Attribute Value

& Processor Manufacturer Aoer
Base Board Froduct Hame WEBMA

Attribute Walue

Froducth ame M114
Manufacturer ACER

£

Wersion 96105 -14
[# MSDNLb| % Processor L el
[# wiZip + § Cache
[ Lotus Nate| 1 % Memory Morkie
[# Microzotty| o T Disk Controller
[# Micrasaft\ = ¢p Disk
[# Micrasoft ( E I Network Interface Controller
[# Chinese (T [ @ Keyboard
[ peAhvwh £ Mowe
[# MicrasoftF & G@ Fan
[# MyPoduct| B I? Software

[# SCO UNIX System Y Operating System
[# SCO System v Link Kit

@ Extended Tcl

@ Wisual Tel

@ Administration Framework ~hsset Log
@ Software Manager

g Metwork Configuration Manager Last Log Date  [Wed Apr 28 11:32:10 1933

g SCO Mail User Agents

g Software Manager English Language Support
I |

[# 5C0 OperServer Dsk Driver 2

For Help, press F1 [ 4

Asset Control also monitors the hardware and software changes within a
system. It compares the devices currently installed in the system with the
ones recorded earlier in the asset list log file.

If Asset Manager detects any changes within the system, like installing a
new device or software, or replacing or removing old devices or software,
it displays a question mark beside the device.

Once a change has been made, it shows the number of devices that have
been removed or installed in the system. For example, 0 to 1 means that a
device has been added to the system. 1 to 0 means that a device has been
removed.
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) Updating hardware and software
information

The question mark on the item displays every time a device is installed,
replaced or removed within the system. You can confirm these changes by
clicking on the Update button of the Asset Log dialog box.

L ASM Asset Manager
Fie Operaion Window Help

|oosyey ~ JEBeRVBsmas?

sset Control : scasysv [Z10. 3] HE=
i m ltem Amount
1 Base Board Base Board 1
£ BI0S BI0s 1
Frcessa Processar 1
Cache e -
ety Moduls
Moo Mocle Disk Conlroller 1
Disk Conoller Disk 1
Disk Hetwork Interface Contoller 1
Netwark Interface Corrolier Kepboard 1
Kepboard Mouse i
Mouse 2
Fon Software 157
' [4 Software
Chsetles
Last Log Dats  [Wied Aipr 28 11.32:10 1959

For Help, press F1

The Asset Log dialog box automatically updates the log file and displays

the date and time of the latest update.
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) Asset statistics information

The Asset Statistics Information window collects the total number of
hardware devices and software components installed in a system and
displays them for your reference. You can choose one or more systems at
the same time as shown below.

Select Operation > Asset Statistics Information or click on the Asset
Statistics Information icon on the toolbar to display the Select System
window.

Select Machine

Machines Found |4 tachines Selected |1

Machine [ Address | Machine [ Address

PoAddyy l TEDPANGNT 2108310169
Remove << !

oK !
Cancel !

SCOTYEY 210.63.1071.253
A0L 2106310157
MONET 21063.101.3
CHRISNT 21063.101.59

To select a system:

1.

Click on the name of the agent you want to view from the left panel.
To make multiple selections, hold down the Control key and click on
the names of all the agents you want to view.

Click the Add button. The system you selected moves to the Systems
Selected window.

Repeat steps 1 and 2 if you want to add more systems. When you
have finished adding, click OK. The Asset Statistics Information
window appears.



265

"L ASH Asset Manager

File Operation Help

|[oosysw e EdomaEs ? B

=1 Asset Statistics Information
Item Amount
4% Processor Processor 3
Base Board Base Board 3
£ Memon Moduls gerow Maodule ;
is
o Uik Metwark Interface Contro.. &
Network Intertace Controller Midgb 1
-1 video Software 167
[# Software BIOS >
-+ BIOS Cache 4
%5 Cache Disk Contraller 2
B8 Disk Contraller Kepboard 2
& Kevboad 'E":n“sa g
15 Mouse
A Fan -
I3 Deskiop Machine Name Address as
i a Eiscaier TEDPANGNT 21063.101.69 Windows NT
- sCospsY 21063.1071.252 SCO DpenServer
o fAﬂSE E“;’dd : MONET A0EMNI  Windows NT
[ ernory Module
#-¢&h Disk
18 Network Interface Contraller
=2} Video
= [4 Software
For Help. press F1 [SCO DpenSeiver 210.63.101.253 4

The left window displays all the items currently available to all the servers
or desktops being monitored. Clicking an item with a plus (+) sign displays
the type of device and the total number of the device installed in the servers
or desktops being monitored.

The upper right side of the screen displays the types of devices, and the
total number of devices and software components. The lower right side
displays the servers and desktops currently being monitored. Click on one
of the systems to see the number of devices installed in that system.
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) Asset information query

The Asset Information Query is a search function that helps you find what
you are looking for. It can only be activated in the Asset Statistics
Information window. Choose an item in the Asset Statistics Information
window, and click the Asset Information Query icon on the toolbar to
activate the window below.

#* Asset Information Query

—Walue Selection

Family Fentium Pro 'i

Iteri ] Amont ]
Pentiurn Pro 1
Pentium Pro 1

Type
I anufacturer
6]

CurnentSpeed

Machine Mame 1 Address ] Amount ]
SCOIPEY 21063.101 253 1
MONET 210631013 1

Processar

Close

The left side of Asset Information Query window lists a number of fields that
are associated with the type of item you chose.

You encounter two types of fields in this window:

e Search fields - are used to specify the device you want to find in the
servers or desktops being monitored.

¢ Numeric operator field - is used when you encounter a numeric input
such as the capacity of a hard disk drive. Select one of the operators
(<, =, or >)and type in the capacity of the device you want to find and
click Query. Asset Query displays anything that matches your search
items in the device list window.

The item list box lists all of the items allocated to the servers and desktops
being monitored. Click on the pulldown menu to see a list of items available
and click one of them to search a device in that item.
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) Asset log

The Asset Log window displays the systems that have undergone
hardware or software changes. You can save this information to a file for
future reference. Choose an item in the Asset Control window and select
Operation > Asset Log or click the Asset Log icon on the toolbar to
activate the window below.

Asset Log
fachine | Ik I fodel | Description I Time | -1
SCOSYEY Disk. SOMY  -CD.. 0-x1 Sun Apr 25 16:24:16 1999
SCOSYEY Diizk SOMY -CD.. 0-:1 Sundpr 25 16:24:16 1333
SCOSPIY Drisk SOMY  -CD.. 01 Sundpr 25 16:24:16 1999
00TV Diisk. SOMY  -CD.. 10 Sundpr 25 16:26:16 1999
SCOSYEY Disk. SOMY  -CD 1-»0 Sun Apr 25 16:26:16 1999
SCOSYEY Drisk, SOMY  -CD.. 1-x0 Sun Apr 25 16:26:16 1999
AL Processor Central Proce...  0->1 Sun May 17 13:20:48 1938
AL Processor Central Proce... 110 Sun May 17 13:20:45 1933
A0L Processor Central Proce... 01 Sun Map 17 13:20:48 1938
A0L Frocessor Central Proce... 1->0 Sun Map 17 13:20:48 1938
CHRISHT Dizk. CO-ROM 0-x1 Tue Apr 27 16:44:43 1333
CHRISHT Disk. CD-ROM 10 Tue Apr 27 16:44:45 1539
CHRISNT Software Microzaft Platf... 01 Tue Apr 27 16:44:49 1999
CHRISMT Software fyFroducte... 0-x1 Tue Apr 27 16:44:43 1993
CHRISHT Dizk. CD-ROM 0-x1 Tue Apr 27 16:44:43 1333
CHRISNT Software Windows 95,  0->1 whed Apr 28 09:16:19 1999
CHRISNT Software Windows 95, 021 ‘wed Apr 28 09:16:19 1993
CHRISMT Software Wwindows 95 0-x1 wied Apr 28 09:16:19 19339 o

e Diff Save Clear

Items Description

System Shows the monitored systems that undergo a hardware or
software change

ltem Shows the kind of device or program that was changed

Model Shows the model name of the item

Description  Shows a brief description of the items added or removed from
the system

Time Shows when the change occurred

To save the log file, click the Save button and choose a filename for the log.

To erase the list, click the Clear button.
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To view the difference between two log versions, click the View Diff button.

Refer to “Viewing and comparing different log versions” on page 269 for
more information.
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) Asset history

The Asset History window displays a list of log versions with their date. You
can view each version independently or compare two log versions to view
the hardware and software configurations of the system. Choose an item
in the Asset Control window and select Operation > Asset History or click
the Asset History icon on the toolbar to activate the window below.

History - ALERTONLAN [210.63.101.115] I
“erzion | Time |
1 Tue bayp 139 05:49:31 1995
2 wod May 20 01:05:34 1958
E] 59 1999
4 ThuMa_-,- 20 0? 00: 36 1339
5  Frikay 21 04:359:0 1 193¢

Viewing and comparing different log versions

You can select two log versions and compare their hardware and software
configuration status. Select two log versions in the Asset History window
and then click the Diff button. The Asset History Diff window appears.

To view a log version, select the version you want and click View. The
Asset History Window appears.
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Asszel History Diff : scospsy [210.63.101.253]

=] E scospsy Attribute I Walug I

[+ Base Board

# %3 BIOS

'ﬁ::] @ Processar

E% Cache

E'% Memory Module

[tl]ﬂ Disk Contraller

- ¢y Disk

| i SEAGATE - ST31051M
£ % SONY -CDROMCDUSES[1 - 0)
[} Network Interface Contialler
@ Keyboard

& [B Mouse

i] BA Fan

H @' Software

Azzet Histary Diff

Log Date iSun Apr2517:46:15 1933
Log Date ton Apr 26 11:37:14 1933

A question mark beside a device means that the device has been changed.
Select one of the devices to view its attributes and value.
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Statistics Viewer is an optional package that
records and displays system utilization
information about the systems being monitored
that can be saved for future reference.
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) Adding Statistics Viewer to your
system

To add Statistics Viewer to your system, select Custom as the setup type
during ASM Pro Console installation, then select Utility, and click Change.
Use one of the following ways to run Statistics Viewer from Console:

e  Select Statistics Viewer from the Tools menu.

e (Click the Statistics Viewer icon in the toolbar.
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) Statistics Viewer user interface

The following figure illustrates the Statistics Viewer window, which is its
primary user interface.

ER|ASM Stalistics Viewer M=
Fle Operation Stalisics Quer Window Help
e de@oooEe 2 €|
Statistics Configuration : MILKYWAY : 10.52.10.41 '
B iﬁ Server Server Name Addiess Type
=g z :
5 Memory Utiization

Login Users

-8 Network Transferred Bytes
J# Network Sent Eytes

-8 Network Recaived Bytes

© 1 Network Transfened Packets

©.-J8 Network Sent Packets

.1 Network Received Packets

CPUT

CRU2

NIC Intel[R) PRO/100+ Server Adapter ()
& File System

Fecording Interval 10 seconds
Required Space Unimited:

For Help, press F1 10.52.10.41 A

The Toolbar buttons provide quick access to selected Statistics Viewer
functions. You can also access these functions from the menu bar.

Icon Description

Bring up Statistic Configuration. Brings the Statistics
Configuration window to the forefront when you have multiple
windows open.

Refresh. Refreshes the display of information in the active
window.
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Icon Description

Setup Statistic Item. Sets the statistical recording method.

Open Query. Displays the previously saved query file.

Save Query. Saves new query file information to disk.

Add Item. Adds a selected item to the viewing window.

Remove Item. Removes an item from the viewing window.

Remove All. Clears the viewing window.

View Statistical Information. Displays the Statistics Graph View

‘@ window.

Print. Prints query files.
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) Viewing statistical information

The Statistics Configuration window, shown below, lists the systems
currently being monitored on the left side of the window. The utilization
items for each system are displayed on the right side of the window.

Before you can add an item to the viewing list, you need to set up its
recording method and start to record its activity.

Statistics Configuration - SCOSYSY - 192.9.210.18

E E Server Server Mame Address Type
FUPFY
% SCOSYSY
% Memon Utilization
@ Login Users
- {8 Metwork Transferred Bytes
- Metwork Sent Bytes
- @ Metwork Received Bytes
- B Metwork Transferred Packets
B Metwork Sent Packets
- B Metwork Received Packets

[
- BUS 1
[+ MNIC AMD PChet-PCI [524244303039)
=¥ File System
)/
el [2] f3tand
-l UMEOWARE
[ BULL

ARRAY

Fecording Interval 10 seconds
Fequired 5pace Unlimited

To view the record stastics information, you must add items to the right
side of the window.

To add an item, highlight it on the left side of the window; then click the Add
Item toolbar button. The selected item displays in the right side of the
window.

To remove an item from the right side, highlight it and click the Remove
Item toolbar button.

To remove all items from the right side, click the Remove All toolbar
button.

Recording utilization information

To view statistical information, you must first record the utilization data.
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To record the utilization data, highlight an agent, and click the Setup
toolbar button to open the Setup window, shown below.

From the setup window, select the item you want to record, then click on
the record button. Press the Apply button to start recording.

Setup - SCOSYSY. 192.9.210.18 |
| b=m I Record Status I -
kA emory Ltilization [

Login Uzers AR
Metvaark Transferred Bytes Fecording
Metwark Sent Bytes Fecording —_—
Metwork. Received Byutes Fecording
MHetvaork. Transferred Fackets Fecording
Metwork Sent Fackets MNAF
MHetwork Received Packets AR
[1] CPU Proces=zar Utilization AR -
i silmmmod T i (A= _I
Mot Fecord I Start I Cle=ar I
— Recarding Farameters
Fecording Interwal |1 0 Secconds - I
Fecord Size
£ Unlimited £ Lirnited ID Fecords
Fequired Space ID EE
Cloze I Sl I

The Item column lists the items that can be recorded. The Record Status
column indicates whether the item is being recorded (“Recording”) or is not
recorded (“N/R”).

To select item(s) for recording:

e Highlight the item(s) you want to record and click the Record button.
Note: The Record Status for the item(s) changes from “N/R” to
“Recording.”

e  Click Start to start the recording process.

To deactivate the recording of items, highlight the items, and click the Not
Record button. The Record Status for the items changes to “N/R.”

To deactivate the recording of all selected items, click the Clear button.

To specify the recording interval and file size for each item you are
recording, use the items in the Recording Parameters section.
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The Recording Interval specifies the amount of time that elapses between
the times that Statistics Viewer obtains information from the monitored
system. The minimum time interval is 10 seconds; the maximum is one
hour.

The Record Size limits the number of records that are recorded for each
item. Choose Limited and specify the number of allowable records for
each item. The Required Space field is calculated automatically based on
the number of records that you specify. Choose Unlimited for unlimited file
size.
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) Saving and loading query files

You can save recorded utilization information for future reference. To do
this, click the Save Query button, or Query Save, after the desired
utilization information has been recorded. The following Define New Query
dialog box appears to allow you to name and describe the query file.

Define New Query | x|
Query Mame Istaﬂ
Description

This is a test for Stat Wiewed
Cancel |

To open an existing query, click the Open Query toolbar button. The
following Open Query dialog box appears.

— Query Mame Description i =0
Thiz is a test for Stat Viewsr I rtarval =1 sace
Remove
Cloze |
Semver Name | Address | Type I
SCOSYSY 1929.21018 Metwork Transferred Bytes
SCOSYSY 192321018 Metwork Sent Bytes
SCOSYSY 1929.21018 Metwork Received Bytes

To specify the query file you want to load, highlight its name and click the
View button. The Remove button erases highlighted query files; the Close
button closes the dialog box.
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) Working with statistics graph view

The Statistics Graph View window displays item utilization graphically. Itis
a “snapshot” of selected utilization statistics information. The y-axis
(vertical) indicates utilization frequency; the x-axis (horizontal) indicates
utilization start and end times.

E2 Statistics Graph View - 1 M= E3
A Statistics Graph View
] B933.0
5546.4 i
4159.8 /I\ Jﬂ\, A h
27732 LA -
1395 6 4
> 0 b A bl b bbb b
| Start Time = 07/18/98 02:45:26  End Time = 0718198 03:01:56
Period = 50 secsiper grid
Start [0z Range [§6%  Start Time [07/18/98 024526 End Time [07718/95 03.01:56 Setup |
I I 1 [ — = |33
Server Mame | Item | Stait Time | Last Recording Time | Mean | D eviation |
SCOSYSY Metwark Transferred ... 07/18/98 02:45:26 07/18/98 03:02:46 100976 1864.75
W scosvsy Network Sent Bytes 07/18/98 02:45:26 07/18/98 03:02:46 526.59 7271
W scosvsy Metwork Received B...  07/18/38 02:45:26 07/18/98 03:03:06 483.05 8592.00

The legend below the graph lists the names of the items whose utilization
information is displayed by the line graph. Their colors correspond to the
colored lines on the graph.

The legend lists the server name, the name of the item being recorded,
recording start and stop times, and utilization mean and deviation. The
mean measures average utilization, while the deviation measures the
difference of the utilization against a fixed value.

To specify the information you want the line graph to display, click the
Setup button in the Statistics Graph View window. The following Statistics
Graph Setup window displays.
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Statistics Graph Setup
i~ Time Scale P - Graph Object Options————————————————————
— Representation
Period |1D Secoconds vl B L
. & fyerage
v Giid B el
Start T - 45 ﬂ . X CE|
art Tirne: ID?.-"1 8/98 02:45:26 — W | Time Avis Label
End Ti -
ne e IUW] 8/98 025716 z’ — Scroll Speed — Scroll Range
[ | = L
= | Slow Guick | | Smal Large
' Az Scale P
bin 0.0 Max | £3330
[ ] = | =

Use the Time Scale Parameters section to set the time intervals between
each grid (x-axis) on the graph. The display bar at the bottom of this
section focuses the graph display to a limited time frame.

Use the Y-Axis Scale Parameters section to set the minimum and
maximum values for the y-axis. The display bar at the bottom of this
section focuses the graph display to a limited performance frame.

Use the checkboxes in the Graph Object Options section to enable/disable
display of:

e the legend below the graph that acts as a key to the data being
graphed

e grid lines that appear in the body of the graph to improve readability
* labels beneath the x-axis that indicate the recording time interval

Use the Average and Peak radio buttons to specify the type of performance
data you want the graph to display.
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11 Alert via LAN



The ASM Pro Alert via LAN (Local Area Network)
function allows administrators to monitor and
reconfigure local systems via a network.
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) Alert via LAN Manager function

To launch the Alert via LAN function on a server system, do one of the
following:

e  Select Admin > Alert via LAN Manager from the ASM Pro Main
menu

e  Click on the Alert via LAN button from the ASM Pro toolbar

Menu bar and toolbar

The menu bar and toolbar are located at the top of the Alert via LAN
Manager window. The table below describes the function of each menu
item and toolbar icon.

Item Icon Description
File Menu
Exit Choose this command to close the Alert via LAN

Manager window

Operation Menu

Add Client Allows the administrator to add local system(s) to the
list of systems currently connected to the server.
ﬁ Selecting this command displays the Input IP
Address dialog box
To add a local system, simply enter the IP address of
the desired local system in the IP Address textbox
then click on OK

Refresh Choose this command to update the local system
@!r information currently displayed on the screen

Save Config Allows the administrator to save the local system
configuration. This function is the same as clicking
ﬁ on the Set button located at the bottom of the Alert
via LAN Manager window
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Item Icon Description
View Menu
Toolbar Display or hide the Toolbar, i.e., the buttons just

below the Menu bar. When the Toolbar is displayed, a
check mark appears beside the command item

Status Bar Display or hide the Status bar, i.e., the bar located
along the bottom of the window. When the Status bar
is displayed, a check mark appears beside the
command item

Help Menu
Help Topics Opens the Alert via LAN Manager Help. This Help file
contains information on how to use the Alert via LAN
_._-| Manager function
About Alert Displays the copyright notice and the version number

Via LAN Eg of the Alert via LAN Manager utility




Information tab

< Alert via LAN Manager E = E3
File Operation “iew Help
|[ALERTONLAN H=2o @827 @

Infarmation |Netwnrk| Tlmersl Alerts I

Spstem Information
i
Workstation IP address
“wforkstation Mame
MAL address
Hardvare revigion

29e98b40-182-11d3-b23d-0000e2 153100
210.63.101.146

ALERTOMLAN

00: 00 22:12:81:00

209

¥ Enable alert ransmission

¥ Enable Remate Setting

Fietransmission delay period in seconds

Alert via L&N agent polling period in seconds

—
—

Apply |

For Help. press F1

Remate Set |

(21063101 146
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Item Descriptiol

System Displays the system configuration of the local system

Information currently being monitored
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Item Description

Enable alert Activates the alert function. Once an alert packet is issued,
transmission notification methods specified in the Alerts page are
option automatically performed

Retransmission delay period in seconds - specifies the
period (in seconds) after which retransmission of an alert
packet is repeated

Alert on LAN agent polling period in seconds - specifies the
period (in seconds) after which the server system repeats
the polling process

Enable Allows the administrator to reconfigure the local system via

Remote the network. If this option is disabled, the local system

Setting option  information that appears on the server screen becomes
nonconfigurable

After you have entered your settings, click on the Apply button.

Network tab

i~ Alert via LAN Manager EiE
File Operation “iew Help
|[ALERTONLAN e @037 @

Infarmation,  Metwark |T\mers| Alerts I

Adrit Consale [P Address Die e e b
Admin Console Port ISEUD

Femate Set

For Help, press F1 |210.63.101.146
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Item Description

Admin Specifies the IP address of the server system to which the
Console IP local system is connected

Address

Admin Specifies the port used by the local system for sending alert

Console Port packets

Timers tab

£ Alert via LAN Manager =B
File Operation “iew Help

|JatErTONIAN Y]z @ @ 3 P @

\nformat\onl Metwork ~ Timers |Ale|ts I

i~ Heartbeat
¥ Enable heartbeat
Alert via LAM agent zends a presence packet to the management server.

Interval in seconds

£

~watchdog Timer
¥ Enable watchdog timer
This timer iz periodically updated by Alert via LAN agent.

|43
Intereal in seconds |BB ﬂ

Walue rounds to 43 second interval

The walid range is from 43 to 5461 seconds. Apply |
Remate Set

For Help. press F1 |21 0.63.101.146
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Item Description

Heartbeat: When enabled, the server checks for the heartbeat signal
Enable sent by the local system to determine its connection status
heartbeat Interval in seconds - specifies the period (in seconds) after

which, if the server does not detect any heartbeat signal,
the local system is automatically considered disconnected

Watchdog When enabled, the local system's processor checks for
Timer: Enable any register setting change to verify its status

vyatchdog Interval in seconds - specifies the period (in seconds) after
timer which, if no register setting is detected, the local system is

considered to be OFF

The Valid period setting for both the Heartbeat and Watchdog timers range
from 43 to 5,461 seconds.

After you have entered your settings, click on the Apply button.

Alerts tab

i Alert via LAN Manager 0 x|
File Operation “iew Help
|[ALERTONLAN || @ @ @2 7 e
Informationl Networkl Timers  Alerts |
— Select Alerts to Activate

Tppe | Statuz | Alerts |

Caover Tamper Enabled

Yaltage/Temperature/Fan Out of Spec Enabled Detected

LaN Leash Tamper Enabled

Processor Mizsing Enabled

Clear Slerts Refresh Apply |

Femote Set

For Help, press F1 |210.63.101.146
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Item Description

SelectAlertsto  Specifies the local system's hardware parameters to
Activate monitor

Alert Action Specifies the notification methods that Alert via LAN utility
performs once a local system issues an alert packet

To clear all settings on the Alerts page, click on the Clear Alerts button.
This disregards the previous settings and the settings which you have just
entered.

To refresh the page information to its saved settings, click on the Refresh
button.

To save your settings, click on the Apply button.

Saving the Alert via LAN Manager settings

After you have configured the Alert via LAN function, click the Set button
for the changes to take effect.
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) Alert via LAN local function

To launch the Alert via LAN function on a local system, click on the Alert
via LAN icon located on the Taskbar.

Information tab

§% Alert via LAN Agent M= E
Information | Metwark I Timers | Aletts I

System Information

uuID 35b83940-c224-11ce-90a2-0000e21 56100
“Workstation IP address 21063.101.144

“workstation Mame tedpang

MALC address 00:00:c0:57:be:c8

Hardware revision 209

¥ Enable alert transmission

Retransmizzion delay period in seconds I'I

Alert on LAM agent poling peroid in seconds IZU

I™ Enable Femote Setting

Apply

e

The Information tab of the Alert via LAN Agent window displays the system
configuration of the local system. The parameters that appear here are
exactly the same as those in the Alert via LAN Manager window. Refer to
“Information tab” on page 287 for the description of these parameters.
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Network tab

8% Alert via LAN Agent

e 0 0000000

192, 9 .z210, 27

Item Description

Admin Specifies the IP address of the server system to which the
Console IP local system is connected

Address

Admin Specifies the local port used by the local system for
Console Port sending alert packets

Click on the Apply button for your settings to take effect.
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Timers tab

Information | Network Timers | Alers |

~Heartheat
¥ Enshle heartheat
LOL agent sends & presence packet to the management server.

Interval in seconds

an

— Watchdog Timer
¥ Enshle watchdog timer
This timer is periodically updated by ACL agent.

Inferval in ssconds a6

Valve rovnds o 43 secomnd dnterval

The valid range is from 43 to 5461 seconds. bpply
Refresh | HI I Help |

a7

This page is exactly the same as the Alert via LAN Manager Timers tab. For
more information, refer to “Timers tab” on page 289.

Alerts tab

Alert via LAN Agent H= E

\nlulmat\unl Nelwurkl Timers Alerts I

 Select Alerts to Actival

Type ‘ Status | Alerts |
Cover Tamper Enabled Detected

“oltage/Fan/Temperature Out of Spec Enabled Detected
Processar Over Temperature Enabled
] LN Leash Tamper [Disabled
Processor Missing Enabled Detected

[~ Show alert warning message

Clear &lerts Refresh Apply |

Help |
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Item Description

SelectAlertsto  Specifies the local system's hardware parameters to
Activate monitor

Show alert When this option is enabled, a warning message appears
warning once an alert packet is detected
message

To clear all settings on the Alerts page, click on the Clear Alerts button.
This disregards the previous settings and the settings which you have just
entered.

To refresh the page information to its saved settings, simply click on the
Refresh button.

To save your settings, simply click on the Apply button.

Updating the onscreen information

To update the onscreen system information, simply click on the Refresh
button.

Quitting alert via LAN agent

To close the Alert via LAN Agent window, simply click on the Close button.

Getting help information

If you need help on how to reconfigure the Alert via LAN Local function and
move around the window, simply click on the Help button. This displays
the Alert via LAN Agent Help topics.
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12 Remote Console



The Remote Console function allows you to
control the ASM Pro agent systems through the
Local Area Network (LAN).
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) Remote Console administrator
function

To activate the Remote Console administrator function do one of the
following:

e  Select the Admin > Remote Control Console from the ASM Pro
main menu

e  (Click on the Remote Console button from the ASM Pro toolbar

*  Run the Remote Console program from the ASM Pro Console
program group

The Remote Console window appears on the screen:

A Fiew Help

==L

For Help, press F1 ,—,m’— y
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Menu bar and toolbar

The menu bar and toolbar are located at the top of the Remote Console
window. The table below describes the function of each menu item and
toolbar icon.

Item Icon Description

Action menu

Connect Choosing this command enables the administrator to
establish connection to an ASM Pro agent system.

Disconnect Choosing this command automatically disconnects
the existing server-client connection

File Opens the File Transfer window, allowing the server to

Transfer send and receive files from an ASM Pro agent system.
For more details, refer to “File transfer function” on
page 302

Snapshot Allows you to copy the currently displayed image on

the screen and store it onto the Clipboard

File menu

Save This command allows you to save the currently

Image displayed image on the screen as a .BMP file

Save This command allows you to save an existing image

Image As file to another filename

Print Image This command lets you print the currently displayed
screen

Print This command lets you check the layout and format

Preview of the file before actually printing it
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Item Icon Description

Print Setup This command allows you to configure the printer
according to your preferences

Exit Choose this command to close the Remote Console
window

View menu

Toolbar Displays or hides the toolbar, i.e., the buttons just

below the menu bar. When the toolbar is displayed, a
check mark appears beside the command item

Status Bar Displays or hides the status bar, i.e., the bar located
along the bottom of the window. When the status bar
is displayed, a check mark appears beside the
command item

Help menu

Help Opens the Remote Console Help. This Help file

Topics contains information on how to use the Remote
Console function

About Displays the copyright notice and the version number

Remote of the Remote Console utility

Console

Establishing a connection to an ASM Pro server
system

To establish connection to an ASM Pro system:

1. Select Action > Connection or click on the Connect button on the
toolbar. The Connect to remote computer dialog box appears.
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Connect to remote computer

ol can uze the host name aor [P address to specify the computer pou wart to connect to.
Press Search button to find all available computers in your local netwark.

Connect
LComputer IMiIky\-\p"ay ﬂ
User Mame IAdministrator Cancel |
B d |
Passwor | Search

2. Enter the name or the IP address of the desired ASM Pro server
system. You may also click on the Search button to view a list of
available systems you can connect to. If the password function of the
ASM Pro server system is enabled, you are prompted to enter the
correct password.

Enter the correct password in the Password textbox.

Click on Connect to proceed with the connection process or Cancel
to disregard the entry that you have just entered.

Once connection is established, you can access the selected ASM Pro
agent system from your site.

File transfer function

The File Transfer function of the Remote Console application enables the
server to send and receive files from any ASM Pro agent system. It is based
on the standard file transfer protocol (FTP). But unlike FTP which uses the
standard FTP port, File Transfer uses a private port to avoid conflicts with
FTP.

To enable the File Transfer function, do either of the following:
e  From the Remote Console menu, select Action > File Transfer or
e  Click on the File Transfer button from the Remote Console toolbar.

The File Transfer window appears on the screen.
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Connect to remote computer ﬂ

‘You can uze the host name or IP address to zpecify the computer you want bo connect ta,
Press Search button to find all available computers it your lacal network.

Computer lm j
Uzer Hame |.f3.dministlator
Paszsword |
Subnet: I j Metmazk I
Hozt Hame I Internet Address I
MILE iy 1052104

The server's file information appears in the top box, while the currently
connected remote system's file information appears in the bottom box.
The lower box displays the time, file and error messages for all transfers.

Disconnecting from an existing remote
console connection

To disconnect, do one of the following:

e  Select Action > Disconnect from the menu bar
e  (Click on the Disconnect button from the Toolbar.
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) Remote console server function

The Remote Console server function is automatically enabled when a
system boots up. To display the Remote Console window on the agent
system, simply click on the Remote Console Server icon located on the
taskbar.

The Remote Console Server window appears on the screen:

ot ¢
Action View Help
== (]
Host Name | Internet Addrest | Enter Time
Crion 21062101 51 Thu 1995/11/26 14:26:47
For Help, presz F1 Uk S

Menu bar

The menu bar is located at the top of the Remote Console Server window.
It contains the following menus:

Item Icon Description

Action menu

Hide Minimizes the screen and reduces it into an icon
E on the taskbar. To restore the window, simply
click on the icon

Enable — Enables the Remote Console function. When
Command @ enabled, it allows you access to control the
- server system
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Item Icon Description

Disable — Disables the Remote Console function
Command B

Disconnect & Automatically disconnects the existing server-

client connection

Set Password Sets a password to protect your system from
unauthorized access

Exit Closes the Remote Console Agent window
View menu
Toolbar Displays or hides the Toolbar, i.e., the buttons

just below the Menu bar. When the Toolbar is
displayed, a check mark appears beside the
command item

Status Bar Displays or hides the Status bar, i.e., the bar
located along the bottom of the window. When
the Status bar is displayed, a check mark
appears beside the command item

Help menu

About Displays the copyright notice and the version
Remote ? number of the Remote Console Agent utility
Console

Help Topics Opens the Remote Console Agent help

Setting a password
To set a password:

1. Select Action > Set Password from the menu bar, or click the Set
Password button on the toolbar. The Password Setting dialog box
appears:
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Action  Wiew Help

B R =

Host Name [ Internet Address [ Enter Time
Cirinn 21063.101.51 Thu 1995/11/26 14:26:47

¥ Enable Pazsword

Password
cae_|
For Help, press Fl [ muM 5

Click on the Enable Password option.

Enter your password in the Password textbox then click on OK.

User setting

This option allows administrator to set the users’ names and passwords
and privileges. When you choose this command, the User setting dialog
box automatically appears.

User Setting

User Setting
™ Disabled

UserMame |ted

Change Paszzword

¥ Control keyboard and mouse
™ Lock keyboard and mouse
¥ Transfer files

Add Delete

oK ] Cancel] ]

You can add or remove users by selecting the user’'s name and then
clicking Add or Delete. The Disable checkbox prevent the user from any
access to remote console. This is a nice was of suspending the user
without erasing the user from the llist.
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To add a new user:
1. Type the name of the user in the User Name edit box.

2. Click the Password button to assign or change the password of the
user.

3. Choose one of the attributes of the user by clicking the attribute
checkboxes.

4. Click the Add button to add the user into the list.
5. Click OK to exit.
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) Chatting

The chat function enables the client user to chat with the server user. This
feature is based on TCP. The chat function is enabled only when a
connection has been established.

Chat with M713 HEEE
Fle Edit Yiew Help
o x|
=1 2 | 82|

Local : This is a test for char [

For Help, press F1 B /NUM | i

Item Icon Description

File Menu

Save Save the conversation on screen to a file

Exit Quits chatting
Edit Menu

Undo Undo the last function

Cut Cuts the selection and put it on the Clipboard
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Item Icon Description

Copy Copies the selection and put it on the Clipboard

Paste Inserts Clipboard contents

View Menu

Toolbar Displays or hides the toolbar, i.e., the buttons just
below the menu bar. When the toolbar is
displayed, a check mark appears beside the
command item

Help Menu

Help Topics Opens the Remote Console Help. This Help

file contains information on how to use the
Remote Console function

The window is split into two views. At the bottom of the window is the input
area and at the top is the display area (read-only). Type your messages in
the input area and then press the Enter key on your keyboard to send.

To open the Chat function for Remote Console Client and Server, do either

of the following:

e  Select Action > Chat

e  Click on the Chat button on the toolbar.
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13 CMOS Setup Manager and
BIOS Update Manager



This chapter describes how to install and use
the CMOS Setup Manager and the BIOS
Update Manager.
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} CMOS Setup Manager

CMOS Setup Manager is an ASM Pro utility programs that is used to
change the CMOS settings remotely. This means that you do not need to
visit machines physically to change the CMOS settings for abnormal
system configurations.

This feature does not to replace the common CMOS setup function
provided by all BIOS vendors. It is for Windows environments, including
Windows 95, Windows 98, Windows NT, and Windows 2000systems.
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13 CMOS Setup Manager and BIOS Update Manager

Menu commands

Command Description

File menu

Auto Discovery

Searches for available systems in the network and displays
them for monitoring purposes

Get CMOS

Retrieves the CMOS data of the selected system and puts
it into the cache

Save CMOS

Stores the CMOS data in the cache to the selected system

Load Previous
Settings

Resets the CMOS data in the cache to that previously
saved one

Load Previous

Resets the CMOS data in the cache to that previously

Settings and saved and closes the update window

Close

Save Settings Stores the CMOS data in the cache to the selected system
and Close and closes the update window

Import CMOS Imports a CMOS script file

definition

Exit Exits CMOS Setup Manager

View menu

Toolbar Shows/hides the toolbar

Status Bar Shows/hides the status bar

Window menu

Cascade

Cascades the open update window

Tile

Tiles the open update window

Arrange Icons

Arranges icons in the client area
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Command Description

Help menu
Content Launches the Help Content window
About CMOS About dialog box of CMOS Setup Manager

Installation and uninstallation

To install CMOS Setup Manager:

1. CMOS Setup Manager is an ASM Pro Console component that is
automatically installed whene you install the ASM Pro Console. Refer
to “Installing ASM Pro Console” on page 13 for the installation
instructions for ASM Pro Console under Windows NT 4.0 and
Windows 95/98.

2. Restart the system.
To uninstall CMOS Setup Manager:

1. Click on the Start menu, select the Programs folder, then the Acer
ASM Pro Console folder. Click on the Uninstall Acer ASM Pro
option to uninstall the whole ASM Pro package.

2. Restart the system.

Note: Only the ASM Pro Console includes the CMOS Setup Manager.
This function is not available in the Agents.

Selecting browsing systems

From the File menu, select Auto Discovery to display the Auto Discovery
dialog box.

Double click on the subnet address to search for an available ASM Pro
agent.
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Auto Discovery

Autodiscovery Wizard Current Selected spstem :
B z0sam 0K | Address [ gent |
o 210.63.107.96[v6ELA38)
M8 21063101 108[CHRISCHANG-1) e
[ 1928.210 —I
Add 3> |
<< Remove |
I anual &dd |
‘Waiting time :
5 _‘:j Sec.
[Finihed load | Save |

This window displays all IP/IPX systems in your network detected by ASM
Pro. The following items are available in this dialog box.

Auto Discovery dialog box items

Item Description

Current Shows all the systems to be monitored by ASM Pro
Selected

Systems

Waiting Time Indicates the amount of time before the system terminates

the operation if the system is not responding

Button Description

OK Closes the dialog box and causes the modifications you
made to take effect; the System List Combo Box now
contains all the systems you specified in the left panel

Cancel Exits the auto discovery window without saving

Refresh Refreshes the System Listing (left panel display)
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Item Description

Add Appends the highlighted IPX systems in the Systems Found
list or the IP systems specified in the IP Address field to the
Systems Selected list

Remove Deletes the highlighted systems from the Systems Selected
list

Manual Add Allows you to manually add an IP address

Load Loads the system list in the left panel of the auto discovery
window

Save Saves the current system list (left panel) to file for future use

Note: In order to make the Auto Discovery function work properly, the
agent must be able to respond to standard MIB-Il requests. Please
refer to RFC1213 for more information about MIB-II.

Basic operations
To launch the CMOS Setup Manager:

1. Make sure the desired system is available in the system list. To do
this, find the ASM Pro agent systems automatically via the Auto
Discovery function, then select the desired system from the system
list.

2. Click on the CMOS Setup Manager button on the ASM Pro Console
Toolbar or select Tools > CMOS Setup Manager.

3. The CMOS Setup Manager main window appears on the screen.
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Note: You can use the auto discovery function to find the system
whose CMOS data can be setup remotely.

To launch the CMOS Setup window:

1. Inthe CMOS Setup Manager main window, select the system you
want to setup in CMOS from the Available System List box.

NT-TEST ::202.39.82.11 .

YINCENTYEH-1 ::202.39.82.191
NT-TEST ::202.39.82.11
TEST :1202.39.82.242

2. Select File > Get CMOS to launch the CMOS Setup window.
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) Advanced operations

To change the CMOS settings:
1. Open the CMOS Setup Window.

2. Click the desired page in the left pane, e.g., Basic Configuration.

B o toenston

ety |
B Basic Confignation o

By IDE Priaary Channel Master 360KB 5.25-nch

nch
B IDE Secondary Channel Master 720KB 3 5-inch

B IDE Secondary Channel Slave 144
) Boot Options
B Systen Security
-[B Power Managemsnt
Advanced Confignration
£ Onboard Peripheral Configuration
Onboard Devies Settings

[B) Onboard SerialParallel Port Settings
B MemoryCache Options
B) PaP/PCI System Configuration
B Chip Ssttings

B IDE Primery Channel Slave 1.2 5.

3. Notice that the right pane displays the settings defined on this page.
Change the settings.

4. Select File > Save CMOS to save the new settings to CMOS.

To import a CMOS definition file for another model:
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Select File > Import CMOS definition... to launch the Import CMOS
definition dialog box.

Select the desired ICF file and click on the OK button to import the
ICF file.
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BIOS Update Manager

BIOS Update Manager is an ASM Pro utility used to update the BIOS
remotely. You do not need to visit the machine physically to upgrade the
system BIOS. You can also schedule the time to perform the updating task
in advance, then the BIOS Update Manager performs the task at the time

scheduled.

Menu commands

Command Description

File menu

Exit

Exits BIOS Update Manager

Action menu

Auto Discovery

Searches for available systems in the network and
displays them for monitoring purposes

Start Up Service

Starts the BIOS update service. The Update manager
checks if the job in the queue needs to be processed in
a fixed interval

Stop Service

Stops the BIOS update service

Package Defines the package to deliver to the client side;
defaults are Remote Shutdown and Remote Wake-up
Job Defines the job needed to be executed

System menu

Setting Configures the system settings
View menu
Toolbar Shows/hides the toolbar

Status Bar

Shows/hides the status bar
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Command Description

About menu

About CMOS About dialog box of CMOS Setup Manager

Installation and uninstallation

To install the BIOS Update Manager:

1. The BIOS Update Manager is an ASM Pro Console component. It is
automatically installed once you install the Console of ASM Pro.
Refer to “Installing ASM Pro Console” on page 13 for the installation
instructions of ASM Pro Console under Windows NT 4.0 and
Windows 95/98.

2. Restart the system.
To uninstall the BIOS Update Manager:

1. Click on the Start menu, select the Programs folder, then the Acer
ASM Pro Console folder. Click on Uninstall Acer ASM Pro to
uninstall the whole ASM Pro package.

2. Restart the system.

Selecting browsing systems

From the File menu, select Auto Discovery to display the Auto Discovery
dialog box.

Double click on the sub-net address to search for an available ASM Pro
agent.
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Auto Discovery

Autodiscovery Wizard Current Selected system :
= [ 21063101 oK | Address [ gent |
. 210.63.107.96[v6ELA38)
M8 21063101 108[CHRISCHANG-1) e
[ 1928.210 —I
Add 3> |
<< Remove |
I anual &dd I
‘Waiting time :
5 _‘:j Sec.
[Finihed load | Save |

This window displays all IP/IPX systems in your network detected by ASM
Pro. The following items are available in this dialog box.

Auto Discovery dialog box items

Item Description

Current Shows all the systems to be monitored by ASM Pro
Selected

Systems

Waiting Time Indicates the amount of time before the system terminates

the operation if the system is not responding

Button Description

OK Closes the dialog box and causes the modifications you
made to take effect; the System List Combo Box now
contains all the systems you specified in the left panel

Cancel Exits the auto discovery window without saving
Refresh Refreshes the System Listing (left panel display)
Add Appends the highlighted IPX systems in the Systems Found

list or the IP systems specified in the IP Address field to the
Systems Selected list
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Item Description

Remove Deletes the highlighted systems from the Systems Selected
list

Manual Add Allows you to manually add an IP address

Load Loads the system list in the left panel of the auto discovery
window

Save Saves the current system list (left panel) to file for future use

Note: In order to make the Auto Discovery function work properly, the
agent must be able to respond to standard MIB-Il requests. Please
refer to RFC1213 for more information about MIB-II.



326 13 CMOS Setup Manager and BIOS Update Manager

) Basic operations

To launch the BIOS Update Manager:

1. Make sure the desired system is available in the system list. To do
this, find the ASM Pro agent systems automatically via the Auto
Discovery function and then select the desired system from the
system list.

2. Click on the BIOS Update Manager button on the toolbar or select
Tools > BIOS Update Manager to launch BIOS Update Manager.
The BIOS Update Manager main window appears.

=" - Patch Manager [_ O] %]

Eile  Action Swstem  Wiew About

|| ]| B

L o

Ready [ T

Update operations

To start the BIOS Update service:

1. Select Action > Start Up Service or click on the Start Service button
on the toolbar to start the update service. Make sure the service is
on; otherwise, the scheduled jobs won't be executed.

2. The status window appears on the screen.
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=] B3

PIEI )

[ August 04, 1998, 20:22:43 ] .. Start Service
[ August 04, 1998, 20:22:43 ] .. Listening at port 4500
fAugusl 04, 1998, 20:27:58] .. Stop Service

K]

Ready

[ NOH[

To stop the BIOS update service:

Select Action > Stop Service or click on the Stop Service button on the

toolbar to stop the update service.

To prepare the package:

1. Select Action > Package or click on the Package button on the

toolbar to launch the Package dialog box.

Package

— Import Flazh Bios Package

Mamne: I

Description: |

Fath: |C: “Program FilestaceraD WU pdatePkas0001 02

Audd

— Package List

Remowe I

Package | Descrption | Path

wESla wEBla C:%Program Filesacerabbi\UpdateFlk

Ok I
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2. Click on the Import button to launch the Open dialog box.
Open

Lookjn: | 53 vE5la = =E
8] vE5la

File name: Im Open I
Files of lupe: IPackage Files[* pkg] ﬂ Cancel |

3. Select the PKG file and click on the Open button to close the dialog
box.

4. Click on the Add button to add the selected package to the package
list.

5. Click on the OK button to close the Package dialog box.
To prepare the job:

1. Select Action > Job or click on the Job button on the toolbar to open
the Job dialog box.

2. Select the package item from the Package List and select the system
where you want to apply the package.

Click on the Add >> button to add the job to the Job list.
Click on the OK button to close the Job dialog box.
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Package List JobSelatedt [T

Package | Description I

[SHUT DOWN]  [REMOTE SHU Machine [os [IF Address
[WAKE UP] [REMOTE WAk, WANNT  202.39.82173
vEBma wEBma C:
N — H

Package Selected:

Name={SHLIT DOWN] A 5

Description=[REMOTE SHUT DOWM &

MACHINE
Path= ! << Remove
Machine List: |

Machine I 05 | |P Address

WEBMA-2 Win MNT 202.33.82

ERICLIN-T “Win 95 202.33.82.
N — i N ¥

Start Time: | [ August 04, 1338, 20:43:05 ] -
oK

Note: The newly added job is placed in the job queue waiting for the
processing of the Update Manager. The interval defined in the
Setting dialog box is used by the Update Manager to process the job
by fixed interval, so the start time defined in the job is not the
accurate time to process the job.

To change the settings:

1. Select System > Setting.

2. To change the maximum acceptable connection, type the desired
value in the Max Acceptance box, then click on the Apply button.

3. To change the distributor interval, type the desired value in the
Distributor interval box, then click on the Apply button.
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Setting

Cutrent Setting

Service Port: I 4500
Mlax Acceptatice: i 10
Distributor interval: I 10 Mimutes

[T Bave as default vahue Apply |




14 Remote Diagnostic

Manager (RDM)



Remote Diagnostic Manager (RDM) is a server
service program that offers remote server
management functionality. It utilizes modems
and telephone lines to remotely monitor and
analyze the server condition via a remote RDM
Console, allowing you to update system BIOS
settings for quick restoration of the system to
normal operation. It also uses a pager to notify
the system administrator of server failures. This
"quick response” feature of RDM minimizes the
system down time due to system failures and
therefore, offers the best solution to overcome
the distance barrier of the remote server
management.
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) Overview

RDM architecture

The RDM architecture consists of three main components:
e ASM Pro Server Agent

e RDM Console

e RDM connectivity

BMC

COMNSOLE)

During normal operation, the ASM Pro Server Agent periodically sends a
heartbeat signal to the BMC. Once the server fails, the RDM driver stops
sending heartbeat signals to the BMC. If the BMC does not receive any
signal for a certain period of time. RDM learns that the server has crashed
and then takes some emergency management.

When BMC takes emergency management, it takes control of the COM
port. It notifies the system administrator (through paging) that the server
failed. RDM operates according to the RDM Work Mode in BIOS Setup
(refer to page 343).

ASM Pro Server Agent
Refer to Chapter 1 for ASM Pro Server Agent for different O.S. platform.
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RDM Console

The RDM Console can be any standard PC system with RDM Console
software installed and the necessary peripherals connected. For details on
how to install the RDM Console software and the necessary peripherals,
refer to page 340.

RDM connectivity

This refers to the RDM connection. To establish connection, it must have
the ASM Pro Server Agent installed into the server. For the RDM Console
to connect, it must have the RDM Console software installed.

Peripherals such as a modem and pager are necessary for RDM to function
properly. The ASM Pro Server Agent and the RDM Console communicate
via modem protocol.

Note: Make sure that the modem and other peripherals are turned
ON. Otherwise, the ASM Pro Server Agent will not be able to
establish connection with the RDM Console.

RDM features

The following features explain how RDM offers efficient server diagnostic
service to reduce the server down time.

Remote management features

* RDM offers remote server diagnostic service, eliminating the distance
barrier for remote server management

¢ Informs the system administrator once the server hangs
e Allows automatic system reboot once failure is detected

e  Supports Novell NetWare, Microsoft Windows NT, SCO OpenServer,
SCO UnixWare and RedHat Linux.

e Monitors and displays server status information (such as health log,
critical event, CPU information, temperature, voltage, fuse, CPU
critical event, power supply, etc.) and configuration, even in the event
of server failure
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Automatically powers off the system when there is a system failure or
the processor temperature exceeds the maximum limit

Allows the server to boot from any available processor through its
smart recovery feature

Can power on/off or reboot the server from the RDM Console

RDM Console features

Monitors the system boot sequence

Allows updating of the system BIOS or changing of the CMOS setup
remotely

Allows the system to boot normally or to the RDM hidden partition
Allows remote access to the server's diagnostic utilities
Supports file transfers

BIOS supports ANSI terminal, allowing the RDM Console to display
the RDM server screen after connection is established

Features the Talk utility that allows users at both server and RDM
Console sites to communicate easily
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) RDM installation

This section gives step-by-step instructions on how to install the RDM
module, the RDM function in agent side and console side of ASM Pro
software.

System requirements

Before you begin the installation, make sure that you have the following:

RDM server requirements

Hardware
e  External modem

e Pager

Software

e Novell NetWare v4.1 or later, and/or

e SCO OpenServer 5.0 or later, and/or

*  Microsoft Windows NT 4.0 or later, and/or

e SCO UnixWare 7.0 or later

e RedHat Linux 6.2 or 7.1

e ASM Pro (Advanced System Manager Pro) agent

RDM Console requirements

Hardware

e  Pentium or faster PC

e Atleast 16-MB RAM

e At least 5-MB free hard disk space

e Modem

Software

e Microsoft Windows 98, Microsoft NT Workstation 4.0, or Windows
2000

e ASM Pro 4.5 Console



337

Connecting communication peripherals

Modem

The Server and the RDM Console communicate via modem protocol.
Therefore, you need to connect an external modem with a baud rate of not
less than 9600 baud to both systems. To connect an external modem,
connect the RS232C serial cable to the modem data port and the
appropriate COM port of the system.

Note: Use only modems that are purchased locally to ensure
compatibility with your telephone system. The modem must have a
transfer rate of at least 28.8K.

When the modem is turned ON, the CD/DCD (Carrier Detect/Data Carrier
Detect) signal light on the front panel must be OFF for RDM to function
properly. If this is not the case, refer to the modem's user's guide and
check the section on DIP switches for information on how to adjust the CD/
DCD light. If your modem does not have a DIP switch, then we recommend
that you replace it with another model that supports such switches.

Telephone

To connect the modem to a telephone outlet, plug in the telephone
connector to the telephone outlet. Then, insert the telephone line
connector to the modem line port.

Pager

The pager is necessary for notification purposes only.

Post-installation instructions.
e Make sure the modem cables are properly connected.
e Turn on the system and the peripherals connected to it.

Installing RDM Utilities

You must do the following to ensure successful installation of the RDM

Utilities:

1. If you have created a RDM hidden partition through EasyBuild
System CD, skip step 2.

2. Create a RDM hidden partition.
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The RDM hidden partition is a DOS partition on the hard disk that
allows you to run preinstalled diagnostic tools when necessary,
without using a diskette or a CD. It also allows you to access your
system from a remote RDM Console.

To create a RDM hidden partition, do the following:

Prepare a "clean" hard disk, i.e., a hard disk without any operating
system installed on it.

Create a bootable RDM floppy diskette from the Management CD
of EasyBuild.

Insert RDM floppy diskette into the diskette drive.

After booting from the floppy diskette drive, use the DOS FDISK
command to create a DOS partition. The minimum partition size is
33 MB.

Activate the partition and exit FDISK; then reboot the system.

Format the DOS partition. When formatting is completed, label
the partition as RDM for easy identification.

Install (or transfer) the DOS operating system to the partition.

Run \RDM\install.bat* from the RDM ffloppy diskette to install the
RDM driver and hide the RDM partition. These settings will take
effect only after you reboot the system.

After you create the hidden partition, you can now install other
operating systems on the same hard disk. But before doing so,
make sure that the Hidden Partition parameter in the RDM BIOS
is set to Disabled. For more information on RDM BIOS, refer to
RDM BIOS chapter of the ASM Pro manual.

Important! If you are using an IDE hard disk with a capacity less than
540 MB, make sure that you disable the LBA mode. Otherwise, you
will be required to use the LBA mode that you set for the other
operating systems when you create the RDM hidden partition.

Note: When you boot the system to the hidden partition, you cannot
use other utilities (e.g., FDISK.EXE) to change the hidden partition
settings.

Deleting the hidden partition
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Important! You cannot recreate the RDM hidden partition once you
delete it. Before proceeding, make sure that you will not need to
create a hidden partition in the future.

Follow these steps to delete the hidden partition:

¢ |Insert a bootable diskette into the diskette drive.

e Enter the BIOS Setup and set the Hidden Partition parameter in
the RDM BIOS to Enabled.

e After the system boots from the diskette drive, use FDISK to
delete the RDM hidden partition. Do not delete other partitions or
change or reformat the active partition.

e Exit FDISK and reboot the system.

e Enter the BIOS Setup and set the Hidden Partition parameter in
the RDM BIOS to Disabled.

Install an operating system.

RDM supports the following operating systems:
¢ Novell NetWare

* Microsoft Windows NT and Windows 2000
e SCO OpenServer

e SCO UnixWare

* RedHat Linux

You can install any or all of the operating systems. For the installation
instructions, refer to the documentation that came with the OS
package.

Install the ASM Pro Server Agent.

Note: Before you proceed, make sure that you have installed the
necessary components and peripherals, for both the RDM server and
RDM Console.

The ASM Pro Server Agent driver or the server driver is contained in
the Advanced System Manager Pro (ASM Pro) software package.
Therefore, to install the ASM Pro Server Agent driver, you need to
install the ASM Pro agent software. For information on how to install
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the ASM Pro software, refer to the documentation that comes with the
ASM Pro package.

RDM Console setup

This section describes how to install and uninstall the RDM Console
software.

Installing the RDM Console software

Important! Before you proceed, make sure that you have installed
the necessary components and peripherals, both for the RDM server
and RDM Console.

Note: The RDM Console software can be installed only under
Windows NT 4.0/Workstation or Windows 95/98/2000.
The RDM function is one component of ASM Pro 4.5 Console software.
Follow these steps to install the RDM Console software:
1. Turn on the system.

2. Turn on the peripherals connected to the system such as the monitor,
modem, etc.

3. Install ASM Pro Console. Run the installation program, i.e.,
SETUPEXE. The Setup Program Welcome screen appears.
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4. For typical installation in ASM Pro Console, the RDM Console will be
installed. In Custom mode, user can choose to install RDM Console
or not.

Select Sub-components

Select the components you want to install, clear the components
you do not want to install.

Sub-components

ASM MIE Browser
ASH MIF Browser 175K
¥ Azset Manager 292K

Statistic Wiewer 263K
v Femate Conzole 273K
v wakeup on LAN 19K =

i Description
ROM/EMP

Space Requied: 4720K

Space Avaisble:  BI7EIE K

5. Continue to finish the installation of ASM Pro Console.

Uninstalling the RDM Console software

RDM Console software can only be uninstalled within ASM Pro Console
package.
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Configuring the RDM functions in
server

This section discusses the different RDM operation modes. It also explains
the RDM BIOS features, as well as how to configure the RDM function via
RDM BIOS.

RDM operation modes

The RDM enabled servers can run in three different RDM operation modes:
e RDM Local mode

e RDM Remote mode

e RDM Runtime mode

RDM local mode

In the RDM Local mode, the RDM hidden partition is activated; the server
boots up to the activated RDM partition. This allows you to run diagnostics
and other test programs locally on the server. However, in this mode, there
is no remote connection. Thus, all RDM features are only locally available
on the server console.

This mode is useful only if you are physically located next to the server.

RDM remote mode

In this mode, the RDM hidden partition is activated; the system boots up to
the activated RDM partition; and a remote connection is automatically
established to the pre-specified RDM Console. This makes all RDM
features available to both the local server and the RDM Console. You can
run any RDM utilities remotely from the RDM Console. However, this
requires operator intervention since Remote mode can only be activated
locally through the server's RDM BIOS Setup.

RDM runtime mode

The RDM Runtime mode is the normal RDM operation mode. In this mode,
the system operates under its installed operating system. In the event of
system failure, the driver stops sending heartbeat signal to the RDM
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module. The RDM module then takes over the COM port and dials the
pager number(s) pre-specified in the Remote Diagnostic Configuration
menu.

There are two types of Runtime mode operations:
e Runtime Reboot Mode (Smart Reboot)
¢ Runtime Remote Mode (Waiting Mode)

The procedures to setup and to make use of the RDM operation modes are
described in the sections that follow:

RDM BIOS

This section explains how to configure the RDM functions via RDM BIOS.
The settings entered in the RDM BIOS determine how RDM handles a
server failure.

Entering the RDM BIOS

To enter the RDM BIOS, press the Ctrl+Alt+Esc key to enter the BIOS
Setup utility. Highlight the Remote Diagnostic Configuration option and
press the Enter key. Page one of the Remote Diagnostics Configuration
appears on screen. This page is for configuring the RDM Console
functions.

Remote Diagnostic Configuration

RDM 4.3 BIOS Version ........ccccccceueerenenieiececnens 000608
Console Redirection.........ccccvveriiiiiiiieiceecieciees [Disabled]
Hidden Partition ... [Disabled]

Communication Protocol

COM Port Baud Rate .... [57600]

Remote Console Phone NO........cccceeeiiniciennennn. [ 1699]

Dial Out Retry Times .......ccccoecviciiiiiiiicececcee [2]

Modem Initial Command .........ccccccereveiiicininnne. [ ]

71 = Move highlight bar, « — = Change Setting, F1 = Help
PgUp/PgDn = Move screen
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Press the Page Down key to view page two of the Remote Diagnostic
Configuration menu. This page is for configuring the RDM module
functions.

Remote Diagnostic Configuration

RDM Work Mode [Waiting]
Waiting Mode Password .. [ 1234]
Paging ..o [Enabled]
System Critical Paging No.

L [ 1234566789,,,,,#8823940]

2 [
Paging TIMES .....oiiiiieiieie e [1]

11 = Move highlight bar, « —» = Change Setting, F1 = Help
PgUp/PgDn = Move screen

After entering all the necessary settings, press the ESC key to exit the RDM
BIOS setup.

RDM 4.5 BIOS version
This parameter specifies the version of the RDM BIOS.

Console redirection

This parameter lets you enable or disable the connection to the RDM
Console. If enabled and conditions are met, the RDM enabled server
automatically dials the RDM Console using the phone number specified in
the Remote Console Phone No. parameter (see page 345) when the server
reboots. Once the connection is established, both the RDM server and
RDM Console display the same screen which enables the RDM Console to
function the same as the server console. Setting this to Disabled
deactivates the RDM Console.

Hidden partition

If you want the hidden partition to become accessible, set this parameter
to Enabled. When enabled, the server boots to the hidden partition.

To disable the hidden partition and return to the normal booting procedure,
set this parameter to Disabled.
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Note: We recommend that you set this parameter to Enabled
especially when you are troubleshooting system problems.

Communication protocol

This parameter specifies the parity, stop bits, and data length for the COM
port to be used for the RDM connection. This is fixed at N (none), 8, 1
setting and is non-configurable. RDM requires no parity and one stop bit
settings.

COM port baud rate

This parameter lets you set the transfer rate of the COM for the RDM
connection. The parameter setting depends on your modem specification;
therefore, before you change the setting of this parameter, check your
modem user guide.

Important! Check your Onboard Peripherals settings in the BIOS
Setup and make sure that you have assigned a port to serial 2.
Otherwise, RDM will not function.

Remote Console phone number

This parameter allows you to set the phone number of the RDM Console
that the RDM module must dial once RDM is activated and the Remote
Console is enabled. To set, simply highlight the parameter and enter the
Remote Console phone number.

Remote Console Phone No....[ 5455299 ]

If the remote console phone number is using a Private Branch eXchange 1
(PBX) line, then you must enter six commas (,) after the phone number and
before the extension number, if any. When entering the extension number,
we recommend that you insert a comma after each number. The commas
specify delay.

Remote Console Phone No...[5455299,,,,,,6,6,4,9]

If this parameter is left blank, the Remote Console calling function is
disregarded.
1

PBX is a telephone switching system that requires manual operation to get an
outside line. This is synonymous to PABX - Private Automatic Branch
eXchanges.
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Dial out retry times

This parameter lets you specify the maximum number of times the RDM
server must retry to connect to the RDM Console once the server fails and
RDM is activated. If the server has completed the specified number of tries
and the connection still fails, the server bypasses RDM and goes into
normal mode.

Modem initial command

Some modems require specific commands for initialization.  This
parameter allows you to specify the required command to enable your
system to support special types of modems. If you do not specify any
command, BIOS uses the default method to initialize the modem.

Important! Specify an initialization command only when you receive
a Modem Initial Command Fail error message. Otherwise, leave this
parameter blank.

RDM work mode

Note: Before you set this parameter, make sure that you have an
RDM module. Otherwise, you cannot set this parameter.
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This parameter lets you specify the RDM work mode or the notification
procedure. If you enable this function and system crash, RDM module will
do some emergency actions, like power off and paging. The mode options
are listed in the following table:

Mode Description

Waiting(Runtime  Once RDM is activated, the server dials the

Remote mode) pager number(s) specified in the System Critical
Paging No. parameters (see section page 348)
and waits for the RDM Console to call in. When
the RDM Console calls in with the specified
phone number and password, the Agent
Information automatically appears on the RDM
Console screen.

Reboot (Runtime  Once RDM is activated, the server dials the

Reboot mode pager number(s) specified in the System Critical
Paging No. parameters (see section page 348)
and automatically reboots the system to its
original operating system.

Disabled Deactivates RDM.

Waiting mode password

This parameter prevents unauthorized access to the server. To set a
password, simply highlight the parameter and enter your code. Your
password may contain at least three characters but no more than eight
alphanumeric characters (i.e., the 26 letters of the alphabet plus the
numbers 0-9). You cannot use special characters.

Make sure to remember your password. Before the server grants RDM
Console access, you will be prompted to enter this password.

Note: You must set a password; otherwise, the server will not
establish connection with the RDM Console.
Paging

These parameters allow you to enable the paging feature once the server
fails or hangs.
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System critical paging numbers

These parameters allow you to set the pager numbers that the RDM
module must dial once the server fails or hangs. To enter the pager
number, simply highlight 1, 2 or 3. Type in the pager number followed by
commas ',' which specify the delay. The number of commas to enter varies
for every country depending on the communication switch used. Make
sure that you enter the appropriate number of commas; otherwise, the
pager may not receive the complete message. You can use any modem
utility to determine the number of commas to enter. For example, to
determine the number of commas via Windows Terminal:

1. Initialize the COM port assigned for the modem function.

2. Enter the system administrator's pager number (for example:
54555499,,, #XXXX#). The default is four commas (,,,,). If paging is
successful, that means that the number of commas entered is
enough. If not, add one comma to your entry. Repeat the procedure
until paging is successful.

You may also include the server modem number or the message that you
want to send in the pager notification. To do this, simply enter a # sign after
the commas. Then enter your message. At the end of the message, type
another # sign. The message entry must start and end with # sign.

To bypass this feature, do not enter any number after the comma.
System Critical Paging No.
1. [ 123456789,,,,,,#88239404#]
2. [ 847982493,,,,,,#3442442#]

Leave this parameter blank to disregard this function.

Note: You can enter a maximum of two sets of pager numbers. Each
line accommodates a maximum of 45 characters. Follow the same
procedure to set the additional pager numbers.

Paging times

Similar to the Dial Out Retry Times parameter, this parameter lets you
specify the number of times the server must dial the pager number(s)
specified in the System Critical Paging No. parameters (see page 348) once
the server fails and RDM is activated.
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Setting RDM operation modes

The RDM server can be set to run in one of three different RDM operation
modes: local mode, remote mode, and runtime mode. These sections will
describe how to configure the RDM server and RDM Console to run in
different RDM operation modes.

RDM local mode

In RDM Local mode, the RDM server boots to the RDM hidden partition,
which allows you to run diagnostics and other test programs on the server
locally.

Enabling local mode

Follow these steps to enable the Local mode:

* Reboot the server and enter the BIOS Setup.

e From the main menu, select Remote Diagnostic Configuration.
e Set the Hidden Partition parameter to Enabled.

e  Save your changes and exit the BIOS Setup. The server automatically
reboots.

Exiting from local mode

After running the diagnostics, you may now resume the system to normal
operation. To do this, you need to exit from RDM Local mode.

To exit from RDM Local mode, do the following:
* Reboot the server and enter the BIOS Setup.

e  From the main menu, select the Remote Diagnostic Configuration
option.

e  Set the Hidden Partition parameter to Disabled.

e  Save your changes and exit the BIOS Setup.

RDM remote mode

In RDM remote mode, the system boots to the RDM hidden partition and
automatically establishes a remote connection, which makes all the RDM
features available to both the RDM server and RDM Console sites.
However, the RDM Remote mode can only be activated by a local operator
in the server BIOS Setup.
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Enabling remote mode
Follow these steps to enable the RDM Remote mode:
¢ Reboot the server and enter the BIOS Setup.

e  From the main menu, select the Remote Diagnostic Configuration
option.

e Set the Console Redirection parameter to Enabled.

e Set the Dial Out Retry Times parameter to the desired number of
times the server must attempt to call the RDM Console to make a
connection.

¢ Inthe Remote Console Phone No. parameter, enter the RDM Console
phone number.

e Save your changes and exit the BIOS Setup. The server automatically
reboots and dials the specified RDM Console phone number to
establish remote connection.

Remotely Accessing the RDM Server

Once the RDM server is rebooted into the RDM Remote mode, the RDM
server will try to establish a connection with the RDM Console.

If the remote RDM connection is successfully established, you can access
all RDM utilities from the RDM Console.

From the RDM Console, you can do either of the following:

¢ Press the Shift+1 key to view the server BIOS Setup. For details on
BIOS Setup, refer to the system's documentation.

e Boot to the hidden partition.

Note: RDM Console supports VGA text mode only.

Exiting from remote mode

If you want to resume the server system to normal operation mode, the
server needs to exit from the RDM Remote mode.

To exit from RDM Remote mode, do the following:
¢ Run the RDM Console program (See xx).
e  From the menu bar, select Agent.

e  Select the Reboot Agent command. The Confirm RDM Server
Reboot dialog box appears.
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e Click on Disconnect. The server system automatically reboots,
terminates connection and returns back to normal operating mode.

Note: If you click on the Keep Monitoring option, the server reboots
without disabling the connection with the remote RDM Console.

RDM runtime mode

The RDM Runtime mode is the normal RDM operation mode in which the
server system operates under its installed operating system. In the event
of server system failure, the RDM driver stops sending heartbeat signals to
the RDM module which, then, takes over the control of the server system
and the COM port, and dials the pager number(s) to notify the specified
system administrator.

Activating RDM

Note: Make sure that the modems are turned ON during remote RDM
operation.

When the server system fails or hangs, the RDM driver stops sending
heartbeat signal to the RDM module. When the RDM module does not
receive any heartbeat signal for a certain period of time, RDM will be
activated. However, if the temperature of any processors in the system
exceed their limit, the RDM module will immediately turn off the system for
safety purpose.

When RDM is activated, the RDM module takes control of the COM 2 port
connected to the modem. It notifies the system administrator (through
paging) of the server failure. RDM operates according to the RDM Work
Mode specified in BIOS Setup and allows the system administrator to
access the server remotely from the RDM Console.

There are two types of Runtime mode operations:
¢ Runtime Reboot Mode (Reboot Mode), and
¢ Runtime Remote Mode (Waiting Mode)

The sections below discuss how each mode operates.

Runtime reboot mode (Smart Reboot)

In this mode, RDM module checks the status of all processors installed in
the server. If there is at least one processor in good condition, the server
automatically reboots. However, if the temperatures of all processors in
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the system are higher than the maximum limit, the RDM module will not
reboot the system until the temperature of at least one of the processors
returns to normal.

Note: To minimize the system down time, we recommend that you
set the RDM Work Mode parameter in the BIOS Setup to Reboot.
This setting enables the server to start paging and reboot
immediately in the event of system failure.

Enabling runtime reboot mode

Follow these steps to enable the Runtime Reboot mode:

e Enter the BIOS Setup.

¢ Highlight the Remote Diagnostic Configuration option.
e Go to page 2 of the RDM Configuration menu.

e Set the RDM Work Mode parameter to Reboot.

Note: After Smart reboot, the processors with very high temperatures
will be disabled. To enable the processors, you need to turn off the
system.

e  Specify the system administrator's pager number in the System
Critical Paging Number parameter. You may enter a maximum of
three pager numbers.

e Specify the desired setting for the Paging Times parameter.

e Save your changes and exit the BIOS Setup. The server automatically
reboots and runs in Runtime Reboot mode.
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Runtime remote mode

In this mode, when the server hangs or fails, the RDM module starts paging.
Once the administrator receives the paging, he can establish a connection
from the RDM Console to the RDM Server. Once the connection is
established, the Emergency Management Console appears on the screen.

s [4E1| < oB | @

Sensar System Refresh Exit
Infurmalmn Status Evervt Log Status

Functions Information

Agent Information ISensor Status | System Event Log

BMC Revision : 010
TPMI Fersion : 10
BMC Manmfactorer 1T 1050
Mumber of Sensors : 24
Number of Generic Devices : b
,W Murmber of Management Controllers : il
Hurmber of Systemn Event Log Entries : 4
SEL Total Space Size 6i44
Displaying
al SEL Free Space fize : 5040
Information..

Through the RDM Console, the system administrator can access the
following from the remote RDM-enabled server:

e Agent Information

e System Event Log

e Sensor Status

For detailed descriptions of these items, see page 355, using the RDM
Console.

Enabling runtime remote mode

Follow these steps to enable the Runtime Remote mode:

e  Enter the BIOS Setup.

¢ Highlight the Remote Diagnostic Configuration option.

e  Go to the RDM Configuration menu.
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e Set the RDM Work Mode parameter to Waiting.

e Enter a password in the Waiting Mode Password parameter. You will
use this password to access the RDM server from an RDM Console.

e  Specify the system administrator's pager number in the System
Critical Paging Number parameter. You may enter a maximum of
three pager numbers.

e  Specify the desired setting for the Paging Times parameter.

e Save your changes and exit the BIOS Setup. The server automatically
reboots and runs in Runtime Remote mode on the event of server
system failure.
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) Using the RDM Console

This chapter describes how to use the RDM Console.

Running the RDM ConsoleRDM Console

Note: To optimize the screen resolution, select 800x600.

Starting the RDM Console

In order to run the RDM Console, connect to the RDM server by doing the
following:

e RDM Console automatically starts when you run the ASM Pro console
system. To start RDM Console manually, click on the RDM Console
icon located on the toolbar of ASM Pro console or select Utility >
RDM Console from the menu bar.

e Click on OK to continue. This process is followed by the initialization
of the modem. The message Initialize modem successfully appears if
the modem initialization is successful.

¢ Click on OK. The screen displays the RDM Console window.

Connecting to the RDM server

To access the remote server from the RDM Console, do the following:
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1. From aremote location, launch the RDM Console program. The RDM
Console Utility window appears on the screen.

Fle Efit View {etings Phone Ironsier Agent Help

Timer

@ E%.@m

cls

b i s A

Help

Cannection|

Ready NUM

For more details on the RDM Console Utility, see section page 362.

2. Do either of the following:
e  (Click on the Connection button from the Toolbar, or
e  Click on the Phone menu and select the Agent Phone Book command

3. If the desired ASM Pro Server Agent icon already exists, double-click
it. The station automatically dials to the ASM Pro Server Agent.
Otherwise, create a new ASM Pro Server Agent. See section page
370 for details on creating a new ASM Pro Server Agent.

4. When the call is successful, the RDM module verifies the entered
password. If the password matches the ASM Pro Server Agent
password for remote connection, the station automatically displays
the Agent Information window on the screen.

EMP (emergency management port) console

Once the RDM connection is established, the EMP Console window is
displayed on the RDM Console screen. You may get ASM Pro Server
Agent information by clicking various EMP Console buttons, or perform
RDM functions by clicking on the function buttons.



357

EMP console buttons

From the EMP Console window, you can do the following by clicking the
respective ASM Pro Server Agent Information button:

Agent information

Displays important agent information.

Saent
itraten

8 |48 | <& of | &

Agent Sensor System Refresh Exit
Information Status Event Log Status

Functions Infarmation

Agent Information I Sensor Status | System Event Log

m BMC Revision : 019
i
o IMI Version : 10
E BMC Manufactorer ID 1050
@ Number of Sensors : a4
© Number of Generic Devices : ]
’W Number of Management Controllers : 1
Number of System Event Log Entres : 4
SEL Total Space Size G144
Displaying
IPhl SEL Free Space Size : 5048
Infarmation..
Sensor status

Displays readings of sensors.
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8\ < ol | H

Agent Sensor System Refresh Bt
Infarmatian Status Evert Log Status

Functions Infarmation

Agert Information  Sensor Status l System Evert Log ]

Sensor Status | Current Rea... Description
Temper... 0.00C germr EI)']JE ‘\;Dllmge on system board 1
ensor Tnit © Folt
;[Iem?per ?gg 5 " Upper non-recoverable Threshold : 0.00
@ Voliage .. 156 Talt Upper Critical Theshold : 354
Voltage ... 1.66 Volt Upper non-critical Threshold : 2.62
BB Fanon .. 0.00RPM Nopmeal Reading : 3.30

Lower non-critical Threshold : 3 62
g'Dg EPM Lower Critical Threshold : 294
Lower non-recoversble Threshold : 0.00

507 5.04 Volt

WE=E @gl20v 11.91 Volt

Displaying
IPRAI
Infarmation

System event log
Displays the system event log.

System
T
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& |45 < O | &l

Sensor Refresh Exit
Imurmahun Status Evem Log Status
Functions Infiormation

ﬁ{l Agert Information } Sensor Status  System Event Log ]

Tndex | Time [ Event Deseription [

Q 0 Wed May 31 11:21:08 2000 Event Logging Disabled Error: Log Are. ..

Wi 1 Wed May 31 11:28:41 2000 Watchdog 2 Exror @ Timer expired, inter.

2 Wed Meay 31 11:31:35 2000 Watchdog 2 Eror ;. Timer expired, inter..

3 Wed May 31 12:30:03 2000 Watchdog 2 Exror . Timer expired, inter..

O@E

00:07:53

Displaying
IPMI
Information

Refresh status

o Refresh the information of current hardware component (Sensors

s

% status, System event logs, etc.) status of the server
Exit
& If you click this button, a message box appears to ask: If you want to
“_ Power Off or Reboot the remote server, Please click Cancel, then
select Power Off or Reboot function accordingly. If you select
Cancel, the it goes back to the EMP console. If you select OK, another
message box appears to confirm your choice, then the RDM Console

automatically cuts off the existing connection with the server and allows the
server to remain available for other RDM connections.

EMP console functions

From the EMP Console window, you can invoke the following ASM Pro
Server Agent Information functions:
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Power On/Off

o] Turns off the server. If you click this button, the message System
turned off appears. Simply click on OK.

Reboot

é@ Displays the Reboot Options dialog box and reboots the server
according to the specified reboot options.

Eeboot Options
Reboot Type Femote Console Options
) Smart [ Enable
I
Help | | oK | | LCancel

Save

= Saves System Event log as a file with .TXT extension.

Help
>) Displays the Help information.

]

RDM reboot options

From the RDM reboot options dialog box, the following reboot options are
available:
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Smart reboot

When the Smart Reboot option is selected, RDM checks the status of all
processors installed in the server. If there is at least one processor that is
in good condition, the system automatically reboots to that processor.
After reboot, the following message box appears:

i |
] System reboot successfully .

System Supporting CPUs : 2
Existing CPUs : 2
Awailable CPU Pogitions  : 2nd

If all processors are in bad condition, a message informing you of the
condition of the processor(s) appears, asking if you still want to force to
reboot the system. Click Yes to "force" the reboot of the server. The
system will use all the processors installed in it to reboot.

Normal reboot

When selected, RDM checks the status of all the processors installed in
the server. If all processors are in good condition, the system automatically
reboots and shows the following message:

a |
% | System reboot successfully

System Supporting CPUsz : 2
Existing CPUs : 2
Available CPU Positions  : 1st 2nd
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If any of the processors are in bad condition, a message informing you of
the condition of the processor(s) appears.

@ | System failed to reboot.

| At least one CPU’s temperature is too highl!!
| Spstem Supporting CPUz: 2
| Existing CPUs : 2
E Available CPU Positions  : 2nd

Click on OK, and then another message box appears to confirm if you want
to force a reboot. Click on Yes to "force" the reboot of the server. The
system will use all the processors installed to reboot.

RDM Console options

From the RDM reboot options dialog box, the following RDM Console
options are available:

Enable

Maintains remote connection after server reboots and allows the RDM
Console to fully control the server.

CallBack

When selected, remote connection cuts off before the server reboots. After
reboot, the server dials back to the RDM Console to resume connection.
This option is recommended if you want to pass the connection charges to
the server.

After verifying your settings, click on OK. The server reboots according to
your specified settings.

RDM Console utility

This section describes the functions available through the RDM Console
utility.
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RDM Console utility menus

The File Menu
The File menu contains the following commands:

View Snapshot File... - Displays a saved Snapshot file. It is only for
RDM 4.0x Agent.

Close - Closes the RDM Console window.
Shutdown RDM Console - Exits the RDM Console utility.

The Edit Menu
The Edit menu contains the following commands:
Clear Window - Clears the utility screen.

Save Log File - Saves the current screen as .LOG file. This is very
useful especially if you are debugging or troubleshooting. By default,
this option is grayed out, i.e., disabled.

Stop Saving Log - Disables the Saving Log File function. By default,
this option is grayed out, i.e., disabled.

The View Menu

The View menu contains the following options:
Toolbar - Shows or hides the utility Toolbar.
Status bar - Shows or hides the status bar, i.e., the bar located at the
bottom of the utility window.

The Settings Menu

The Settings menu contains the following options:
Communication - Lets you configure the RDM Console function.

Font - Allows you to change your font properties.

The Phone Menu
The Phone menu contains the following commands:

Hang Up - Disables the telephone connection. By default, this option
is grayed out, i.e., disabled. Once remote connection is established,
this option becomes enabled.

Agent Phone Book - Allows you to add a new agent. To dial to the
desired agent, simply double-click on its icon.
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The Transfer Menu

The Transfer menu enables the RDM Console and the RDM server to send
and receive files.

Send File - Enables the RDM Console to send files to the server.

Receive File - Enables the RDM Console to receive files from the
server.

Note: By default, these options are grayed out, i.e., disabled. Once
remote connection is established and server boots to hidden
partition, the options become available.

The Agent Menu
The Agent menu contains the following commands:
Refresh Screen - Updates the current screen.

RDM Console Talk - Runs the Talk utility. This utility allows the users
located at RDM Console and ASM Pro Server Agent to communicate
online.

Reboot Agent - Allows you to reboot the server from the RDM
Console.

Note: By default, all options are grayed out, i.e., disabled. Once a
remote connection is established and the server boots to the hidden
partition, these options become available.

The Help Menu
The Help menu contains the following commands:

Index - Displays the Help index. The index helps you to find the
information that you want easily.

Using Help - Opens the RDM online help.

About RDM Console - Displays the copyright, version number and
release date of the RDM Console utility.



RDM Console toolbar buttons

CLS Clears the screen.

CLS

s

Clears the screen.

365

Connection

&

Automatically dials the server phone
number once the system fails. The
button becomes gray or disabled after
remote connection is established.

Talk

G

Opens the Talk utility. This utility allows
the users located at the RDM Console
and ASM Pro Server Agent to
communicate online.

Refresh
Screen

Updates the current screen.

Start Log

Saves the current screen as a .LOG file.
This is very useful if you are debugging or
troubleshooting. By default, this button is
grayed out, i.e., disabled. Once remote
connection is established, it becomes
available.

Stop Log

Stops the logging function. By default,
this button is disabled. Once the Start
Log function is enabled, this button
becomes available.

Send File

Enables the RDM Console to send files to
the server.

Receive File

4B
.

Enables the RDM Console to receive files
from the server.
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Reboot Allows you to reboot the server from the
,@ RDM Console.

Help g

RDM Console functions

This subsection describes the various RDM Console functions you can
perform through the RDM Console utility.

Opens the RDM online help.

Viewing a snapshot file

This feature is only for RDM 4.0x Agent. To view a previously saved
Snapshot file, do the following steps:

1. From the menu bar, select the File menu.

2. Select the View Snapshot File command. The Open System
Information File dialog box appears.

RDM Station - Open System Information file EE3
Laokjn: | ‘=3 RDM Station = m e
Sftiger
File name: Itiger Open I
Files of type: [ Text Files [~t] [ Cancel |

3. From the Folders box, select the path where the desired Snapshot file
is located.

4. From the File Name list box, select the desired Snapshot file.
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5. After making your selection, click on Open. The screen displays the
selected Snapshot file.

System Information

-
% Diate and Time

Total Snapshotz © 0 Current Snapshot Mo :

Host Mame : Tiger 1 -
Model Mame : k194,

Server Type : Entry (2 Processors)

Location : Taipei City
Administrator : Admi 1

Phone Mumber : 56911234

E-mail Address : admil @acer .com tw
Failure Time : 19950714 09:49:20
Accumuttaed Failure Time(s) : 640

. r

Help Prey. [ext

Clearing the screen
To clear the screen, you can do either of the following:

e  (Click on the Clear button from the Toolbar.

e From the menu bar, click on the Edit menu and select the Clear
Window command.

Saving a log file

If you want to save the current screen as a .LOG file, do the following:
1. Do either of the following:

e C(Click on the Log button from the Toolbar.

e  (Click on the Edit menu and select the Save Log File command.
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The Save Log File dialog box appears.

RDM Station - Save Log file

Save jn: | “% My Documents j @ ﬂ E =

File name: |*.I0g

Save az type: |HDM Log Files [*.log) ﬂ

2. Enter afilename in the File Name box. Then specify the path where
you want to save the .LOG file in the Save in box.

3. Click on Save to save the configuration to the specified filename or
click on Cancel to disregard the entries and quit the Save Log File
dialog box.

Note: Only the current screen on display when you clicked the Save
Log File button will be saved. To save the following screens, you
must click the Save Log File button after each screen. All saved
screens will be appended to the specified Log filename.

Disabling the saving log file function
To disable the Saving Log File function, do either of the following steps:

e  (Click on the Stop Log button from the Toolbar.

e From the menu bar, click on the Edit menu and select the Stop Saving
log command.

Configuring RDM Console settings
To configure RDM, follow these steps:

1. Select Settings from the menu bar.
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2. Select the Communication command. The Communication Settings
dialog box appears.

COM Port COM2 -
Baud Rate -
¥ Auto Answer ¥ Detect Dial Tane 57600

Initialize Command Load Default
ATAF1 Q041 E1 802 Help

Ok Cancel ‘

Speaker Yolume

3. If the modem currently in use requires a special command for
initialization, specify the command in the Initialize Command box. We
recommend that you use the default modem initialization command.
To do this, simply click on the Load Default button.

Note: If the modem initialization fails, check your modem's manual
for the proper initialization command and enter it in the Initialize
Command box.

4. Click on the down arrow of the COM Port box and select the COM
port that you want to assign for the modem function.

5. Click on the down arrow of the Baud Rate box and select the baud
rate that you want to support. The default setting is 57600.

Note: We suggest that you leave the other parameters to their default
settings.

Setting the font properties

You can select the font that you want to appear on the RDM Console
window for displaying text.

To select a font, do the following:

1. From the menu bar, select the Settings menu.
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2. Select the Font command. The Font dialog box appears.

Font Fant Style Size

Regular 14
10
1
12
16

Courier Eiold
Courier Mew

FixedSys

Lucida Consaole

Raster Forit

Sample
AaBb

Help | OK I Cancel |

From the Font box, select the desired font type.
From the Font Style box, select the desired font style.

From the Size box, select the desired font size.

o o & w

After making your selections, the desired character type appears in
the Sample box. Verify your settings and click on OK.

Creating a new ASM Pro Server Agent

To create a new ASM Pro Server Agent, do the following:
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1. From the menu bar, click on the Phone menu and select the Agent
Phone Book option. The Agent Phone Book window appears.

Agent Phone Book

Close

2. Click on the Add Agent Here icon. The Agent Phone Book Setting
window appears on the screen.

This Dialog will help yon to make an agent
connection .

Agent Mame : IGemm—
Phone No. to Dial = l22—
FhoseNo toDil Back: [2I
RDM Bassword : IW—

™ Automatically Dial to Apent Now,

OK I Cancel |

3. Enter the ASM Pro Server Agent in the Agent Name textbox, ASM Pro
Server Agent phone number in the Phone No. to Dial textbox, RDM
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Console's phone number in the Phone No. to Dial Back textbox, and
the correct password in the RDM Password textbox.

Note: The RDM password entries must match with that specified in
BIOS.

4. If you wish to connect to the agent immediately, simply click on the
Automatically Dial to Agent Now checkbox, then click on Finish. The
RDM Console automatically dials the server number. When the call is
successful, the RDM module verifies the entered password and the
following message box appears:

Dialing =
f'i Sending station telephone no.

Access granted

Time Elapsed: xxxx

| |

5. If the password matches the server's password for remote
connection, the Agent Information window appears. This window
displays general information about the server.

6. After verifying your settings, click on Exit. The server boots according
to your specified settings.

Sending files

Note: Before you send files, make sure that the agent is in DOS
command mode and that the files to be transferred are stored on the
local hard disk.

To send files to the server, follow these steps:

1. Do either of the following:

e From the menu bar, click on the Transfer menu and select the
Send File command.

e (Click on the Send button from the Toolbar.

The Open File dialog box appears.
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2. Choose the file(s) that you want to send and then click on OK. You
may choose as many files as you want. Then the Remote Directory
Path dialog box appears.

Remaote Directory Path

Full path name of remote directory

@ |

3. Enter the directory in the server where you want to copy the selected
files in the Full path name of remote directory entry box.

4. After verifying the entered path, click on OK. The File Transfer Status
dialog box appears.

tation - File Transfer Status

File Mame | File Size | Bytes Transfered. .
CAPROGRAM FILES... 76803 49000

. Terminate Terminate All 0] Earicel

5. To stop the sending operation of the file that the RDM Console is
currently transferring, click on the Terminate button. To stop the
sending of all the selected files, click on the Terminate All button.

If the file(s) already exist, a message box prompting you to confirm the
replacement of the files will appear. Click on Yes to confirm the
replacement of the file that is currently being transferred. Click on Yes
to All to confirm the replacement of all the common files. Click on No
if you do not want to replace the file.

Notice that the OK button remains grayed until the file transfer is
completed. The Cancel button becomes grayed if the file transfer
fails.
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To close the Transfer Status dialog box, click on OK. To disregard the
operation that has been performed previously, click on Cancel.

The maximum file size that can be transferred is 18 MB.

Receiving files

Note: Before you receive files, make sure that the agent is in DOS
command mode.

To receive files from the server, follow these steps:
1. Do either of the following:

¢  From the menu bar, click on the Transfer menu and select the Receive
File command.

e  Click on the Receive button from the Toolbar.
The Receive File Name dialog box appears.

Receive File Mame

Full path name of remote file

@ |

Full path name of Receiving Directory

|C:\HDM

2. Enter the path where the files are located in the Full path name of
remote file entry box and then click on OK. The File Receive Status
dialog box appears.

3. Notice that the OK button remains grayed until the transfer of file(s) is
completed. To stop the transfer of file(s) or to disregard the operation
that has been performed previously, click on Cancel.

If the file(s) already exist, a message box prompting you to confirm the
replacement of the files will appear. Click on Yes to confirm the
replacement of the file that is currently being transferred. Click on Yes
to All to confirm the replacement of all the common files. Click on No
if you do not want to replace the file.

4. When the file transfer is finished, click on the OK button to close the
Receive Status dialog box.
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Note: The maximum file size that can be transferred is 18 MB.

Refreshing the screen

To "refresh" the screen, you can either click on the Agent menu from the
menu bar and select the Refresh Screen command, or click on the Refresh
Screen button from the Toolbar. This automatically updates the RDM
Console screen.

Running the talk utility

The Talk utility allows the user at the RDM Console to directly communicate
with the user at the server site via PC. Users at both sites can send
messages by simply typing in the text.

To run the Talk utility, follow these steps:
1. Do either of the following:

*  From the menu bar, click on the Agent menu and select the RDM Talk
command.

e  (Click on the Talk button from the Toolbar.

The Talk Utility screen appears both on the server site and on the local
site monitors.

2. Type in the messages that you want to send. The messages from the
server site appear in the upper portion of the screen, while the
messages from the RDM Console appears in the lower portion

3. To exit this utility, the user at the RDM Console must press Ctrl + X
keys.

Rebooting the server
To reboot the server, follow these steps:

1. Do either of the following:

e From the menu bar, click on the Agent menu and select the Reboot
Agent command.

e  Click on the Reboot button from the Toolbar.
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The Confirm RDM Server Reboot dialog box appears.

Confinn RDM Host Reboot

f,gﬁ? HReszet the RDM Host

| Disconnect | | Keep Monitoring | |

2. Click on the Disconnect button to disable RDM and reboot the server
to normal mode. Click on the Keep Monitoring button to simply
reboot the server. If you suddenly decide not to reboot the server,
click on Cancel.

3. After making your choice, the dialog box disappears from the screen
and the selected reboot option is performed.
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) SCO OpenServer, UnixWare and
Internet FastStart Installation

This appendix describes how to do a fresh installation of the SCO
OpenServer, UnixWare and Internet FastStart while preserving the RDM
hidden partition.

SCO OpenServer 5

The default option for Hard Disk Setup is Unix only: Bad blocking 0 FF. Do
NOT accept this default option. This will overwrite the RDM partition.

Follow these steps to install SCO OpenServer 5:

1. Boot the system with the SCO OpenServer boot diskette and the
SCO OpenServer CD-ROM loaded in their respective drives.

2. Follow all onscreen instructions until you reach the Hard Disk Setup
entry.

Choose Interactive fdisk/divvy.

Choose either Use the Rest of the Disk for Unix for allocating the
remaining space to Unix, or Display Partition Table to customize it.

5. Continue to follow all onscreen instructions to complete the
installation.

Note: If you are using the SCO OSR 5 Easy Install on the Startup CD,
it will automatically detect and preserve the existing RDM partition in
the system. If you are doing the manual installation, you must
perform steps 2 through 4 to ensure that you do not overwrite the
RDM hidden partition.

SCO UnixWare

Follow these steps to install SCO UnixWare:

1. Boot the system with the SCO UnixWare installation diskette and the
SCO UnixWare CD-ROM loaded in their respective drives.

2. Follow all onscreen instructions until you reach either of the following:

e Destructive Installation step - if you have not yet installed
UnixWare in your system. From the Destructive Installation
options listed, select Display a Screen to View/Change Current
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3.

4.

14 Remote Diagnostic Manager (RDM)

Disk Configuration. The installation program proceeds to the Disk
Partition step (see Step 3).

Caution: Do not select Use the ENTIRE DISK for UnixWare 2.1
(Erases ALL Partitions). This option will overwrite all existing
partitions on the disk (including the RDM hidden partition).

¢ Nondestructive Installation step - if you have previously installed
UnixWare. In this step, the installation program will not require
you to create a partition for UnixWare; instead, it will keep your
previous partitions and overwrite the previously installed Unixware
in your system. Skip Step 3 and proceed to Step 4.

Create an active Unix partition by editing the disk partition table
shown on the screen.

Important! The Disk Partition screen not only allows you to create
new partitions, but also displays information on the existing partitions
on the disk. By default, the RDM hidden partition information
appears as the first entry in the partitions list. This partition is
detected by the UnixWare installation program as Others. Therefore,
when creating a UnixWare partition, DO NOT select Others. Doing so
allows UnixWare to overwrite the RDM hidden partition.

Continue to follow all onscreen instructions to complete the
installation.

SCO Internet FastStart

The default option for Hard Disk Setup is Unix only: Bad blocking O FF. Do
NOT accept this default option. This will overwrite the RDM partition.

Follow these steps to install SCO Internet FastStart:

1.

Boot the system with the FastStart v1.0 boot diskette and the SCO
Internet Family Release 1.0 CD-ROM loaded in their respective drives.

Follow all onscreen instructions until you reach the Hard Disk Setup
entry.

Choose Interactive fdisk/divvy.

Choose either Use the Rest of the Disk for Unix for allocating the
remaining space to Unix, or Display Partition Table to customize it.
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Note: You must perform steps 2 through 4 to ensure that you do not
overwrite the RDM hidden partition.

5. Continue to follow all onscreen instructions to complete the
installation.
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) Troubleshooting

This section lists the common problems that you may encounter during
RDM operation, followed by the possible corrective action(s).

ASM Pro Server Agent troubleshooting

1. The RDM Work Mode parameter is grayed out.

Check the RDM module and make sure that it is properly plugged into
its socket.

2. The message "No RDM Hidden Partition" appears.
Do the following:
a. Enter the BIOS Setup.
b. Set the Hidden Partition to Enabled.
Exit the BIOS Setup and save your changes.

d. Make sure that you have created the hidden partition. Refer to
section 2.2.3 for instructions. In case you need to recreate the
RDM hidden partition, do not forget to back up all important files
before you proceed. RDM partition creation destroys all data on
the hard disk due to the requirement that the RDM hidden
partition must be the first partition on the primary hard disk.

RDM Console manager troubleshooting

1. When running any DOS application that requires ALT + hotkey, RDM
Console cannot transmit key to the agent site due to the Windows
operating system interception.

Instead of just pressing ALT + hotkey, press Shift + F1 followed by the
hotkey.

2. Shadows appear on the screen.
Do either of the following:
e Click on the Refresh button to refresh the screen.

e Click on the Hang-up button to disconnect.
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Modem troubleshooting

The RDM program does not run properly. Check the baud rate of your
modem. The recommended baud rate is 57600 Kbps.

Hidden partition troubleshooting

If there are bad sectors or other damage in the hidden partition, do the
following:

1. Insert a bootable diskette into the diskette drive.

2. Enter the BIOS Setup and set the Hidden Partition parameter in the
RDM BIOS to Enabled.

3. After the system boots from the diskette drive, use the Disk Repair
tool to troubleshoot the partition.

BIOS messages

The following table lists the BIOS status and error messages that you might
encounter when using RDM.

RDM Enabled But RDM Work Mode is set to Reboot or Waiting;
Modem Not Ready however there is no modem available for the
RDM module. Check if there is a modem
connected to serial port 2. Make sure that it

is ON.
RDM Dialing Out. RDM Console function has been enabled.
Please Wait... BIOS will dial out to connect to the RDM
Console. This process will take a couple of
minutes.

Connect Fail: Serial Serial 2 is disabled. Enter the BIOS Setup,
2 Disabled select the System Security option, and set an
1/0 port for serial 2.

Connect Fail: Modem is OFF. Check if modem is connected
Modem Off to serial 2. Make sure that it is ON.




382 14 Remote Diagnostic Manager (RDM)

Connect Fail: The default modem initial command failed.
Modem Initial Consult your modem's manual. The BIOS
Command Fail default command is

AT&F1&C1VOXOM1L2S7=120

Connect Fail: NoDial Modem cannot detect a dial tone. Make sure

Tone that the telephone is working properly.
Connect Fail: Line RDM Console is busy now. Wait for a few
Busy minutes, then try reconnecting.

Connect Fail: No No response from the RDM Console. Make
Answer sure that the RDM Console phone number is

correct.

Connect Fail: No RDM Console is enabled, but no RDM
Telephone to Dial Console phone number is set. Enter the BIOS

Setup, select the Remote Diagnostic
Configuration option, and enter the RDM
Console number in the Remote Console
parameter screen.

Connect Fail: User The key is pressed during the RDM dialing

Stop Dialing Out out process. Do not press while RDM is
dialing out unless you want to stop the
connection process.

No RDM Hidden RDM hidden partition is enabled, but no

Partition hidden partition is created on the hard disk.
Enter BIOS Setup, select the Remote
Diagnostic Configuration option, and disable
the Hidden Partition parameter. This returns
your system to its normal booting process.
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ASM Pro Web-based Manager (AWM) allows
you to manage your network systems on the
Internet using any existing browser. Thus,
allowing you to conveniently monitor servers on
your network without sacrificing efficiency. AWM
uses the function and feature of ASM Pro
Console with some differences in GUI design
and item layout.
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) Installing AWM and Microsoft Internet
Information Service (IIS)

Note: You have to install Microsoft IIS before installing AWM. If your
system already have Microsoft IIS installed then AWM automatically
configures IIS. Skip the “Setting up Microsoft [IS” section if this is the
case.

System requirements

e Intel 486 or higher processor

e 64MB of RAM

e 10MB free hard disk space

e Windows NT Server 4.0 or Windows 2000 with the following:

e Microsoft Internet Information Server 2.0 or later (5.0 is
recommended)

* Microsoft Active Server Pages (ASP)
e  SNMP Service

e  Ethernet card

e Modem

Setting up Microsoft IS

Note: If you have IIS version 5.0 the directory is automatically added.

To set up Microsoft IIS:

1. Open your IIS configuration program and check the virtual directory
setting. The IIS setup program is located in the Windows NT Server
Optional CD or you can also download it from the Microsoft Website.
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2. Check the virtual directory. If there is no virtual directory for AWM,
create one and name it AWM. Point it to the directory where the AWM
main files are installed (e.g. D:/AWM).

AWM Properties

u
L
L

[EEREEN

sy T
Low (115 Process] | I ifef[e]

3. After adding the virtual directory, click OK to save changes and exit.

Installing AWM

Note: AWM and ASM Console can not be installed in the same
system.
To install AWM:
1. Insert the management CD into the CD-ROM drive on your system.
2. Click Applications button.

3. In Applications lists, select "ASM Pro Web-based Manager V4.50
(AWM)".

Click "Setup" button.

Follow the installation wizard.
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6. Click finish to complete the installation.

Note: For Windows NT 4.0, AWM will automatically install WbEM
core or WbEM SNMP Provider if not installed. For Windows 2000, the
WbEM core is built-in. AWM will only install the WbEM SNMP
Provider if it is not yet installed. After installing either of these
components, the system needs to reboot.

Running AWM

Type this address in your browser:
http://{IPADDRESS}:9999/AWM

The password window appears prompting for authentication as shown
below.

To access AWM, enter your
user name and password and

Please type your user name and password.

Resource:  210.63.98.238 then click OK.

Userrame: | AWM confirms the user name

Password: | and password and displays the
main page.

Cancel |

AWM dosen’t provide security features itself. All the security issue relies on

the web server. If your AWM is installed in IS 5.0, AWM will choose NTLM
authentication by default.

normally there are three ways to authentication the user: Basic
authentication, SSL, and NTML authentication.

e Basic authentication is the standard method defined in HTTP
protocol, nearly all the web server and browser support this
authentication. But the user name and password are transfered in
almost clear text. Sometimes it is a big threaten to security.

e SSLis a protocol which can provide a security transport layer for
HTTP. It is now supported by nearly all the web server and browser.
But in order to make it work, you must first obtain a server certificate
from a CA (Certificate Authority). and the user which want to use
AWM must also get a client certificate.

e NT authentication is only supported by Microsoft products. That
means you must use IIS as the web server, and IE as the browser. The
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advantage of NTLM authentication is that it can facilitate the NT
authentication system. You don’t need another user account
database.

For more detailed information, please refer to IIS’s documents.

Changing the security configuration in [IS 5.0

1. open the IS management application, select the awm virtual
directory;

2. Click “Properties” button in the toolbar, a property sheet will display;
3. Click the “Directory Security” page.
4. Click “Edit” to change the configuration.

You can choose any of the above methods to protect your web application.
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) AWM user interface

AWM’s user interface includes a series of web pages that displays system
information and configuration. The pages are designed so that each time
you click on a function it displays in a new window allowing you to view
multiple pages at a time. Shown below is the main page of AWM.

Favorites Tools Help

o, @ 2 & Ed| S hddrass [@] niip: /710,41, 145 23/ sunf

we hear you

Monitoring... System List

Device Addrses: (IF) Delete Selected System | Refresh The List |

10.41. 146. &1

I~ Select All Systemns
Managze Add
-IIEEEEEM

I~ B 10.41.145.210 ASMTEST

& i | 7
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Item Description

Auto Discovery Shows the current state of network devises allowing
you to view different portions of your network. It
also displays the gateways and subnets in your
network system. If you are using AWM for the first
time, AWM automatically discovers devices on your
network.

Note: The Network views described here are drawn
by a Java Applet. If your browser does not support
applets or if there is an intervening firewall that
pprevents the applet from connecting to AWM, this
view may not show up. However, you will still be
able to manage your network using the mechanism
described in page 394.

Event handler Configures event actions that should be taken when
an event occurs. Currently supporting three kinds
of actions: browser notify, send mail, and call pager

Event log Records event information and saves them to file for
future reference

Systen Help If you don’t know what to do...

Alarm/Monitoring Allows you to change the event information as you
see fit. All events are classified by types and listed
in the left frame in tree view.

Displays history of events as they occur. This
feature is useful as a warning mechanism. It flashes
an icon on the main page to inform you if an event
occurs

Device Address (IP or Type the name or the IP address of the device or
Name) click the pull down menu to choose from an existing
list of devices

Add Click this check box if you want to include the
device name or address in the Device Address box

Manage Opens a management window for the specified
device

Delete selected system  Delete the selected system in the system list
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Item Description

Refresh the list Updates the system list

Select all system Select all the system in the system list

Deleting a device from the system listing

Too many unused device in AWM slows down system operation. it also
males the database too large wasting valuable disk space. To make the
system more efficient, you can delete unused devices in the database.

To delete a device, select the device to be deleted and then click the
Delete selected system button.

To delete all devices, click the Select all system checkbox and then click
the Delete selected system button again.
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) Auto Discovery

The Auto Discovery window displays a list of manageable network devices
(left panel) and its respective properties. It also functions like a navigation
panel to your network topology. From this list you can choose which
device to manage.

Discover | hdd to System List | Hanage | Delete | Delete A1l |
Subnet ID TP Address Hame Type ’j
10.41.145.1 Generie—SHME
10.41. 145, 27 BOBETZHY Generic-SHMF
10.41. 145, 40 WINTERZK Generic-SHMP
10.41. 145,52 WICKIC Generic-SHMP
—————————— 10.41. 145 66 HUNTER Generic-SHME
—————————— 10.41. 145,61 BUILDER Generic-SHMP
—————————— 10.41.145.125  CE-SERVER Generic-SHMP
—————————— 10.41.145.133  JACK Generic-SHME
—————————— 10.41.145. 164 BOB Generic-SHME
—————————— 10.41.145.202  TACKYSUN Generic-SHMP
—————————— 10.41. 145,210 ASMTEST Generic-SHIP
—————————— 10.41.145.213  WIN111 ASM-WinZk
—————————— 10.41.145. 238  OFLYV Generic-SHMP

|'h‘arning: Applet Window

Using Auto Discovery to add a network device

The Auto Discovery function automates the search process for
manageable network devices. It recognizes a variety of devices such as
routers, printers, gateways, etc. The process may take some time
depending on the size of your network.

Auto Discovery undergoes two processes. First, it identifies live nodes on
the subnet and then check if the node have IP Forwarding. Then it fetches
the name, number of the interface of the node. Second, it fetches the IP
table for all Gateways (IP Forwarding nodes). AWM then builds a list of the
network from the information gathered by the discovery process.

To access the Auto Discovery function, click on the Discovery button. The
Auto Discovery dialog box appears.
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Auto Dizcovery

Subnet 1D 210.63.101.0

Subnet Mask: [255.255.255.0

Cancel

Discover Status:

09:55:33 : Start sweeping 21063101 0:255 255 2550
09:55:35 : Found node:210.63.101.3

09:55:36 : Found node:210.63.101.10

09:55:38 : No ADM agent is found

09:55:41 : Found node:210.63.101.41

|'Warning: Applet Window

To start the discovery process:

1.

Enter the subnet ID and Mask and then click the Discover button.
The process might take some time depending on the size of your
network.

After Auto Discovery finish detecting manageable network devices,
the Cancel button will change to Close.

Click the Close button to exit. The discovered devices displays in the
left panel of the Dynamic Network View window.

Adding a device to the system listing

To add a device to the system listing:

1.

int he Auto discovery window. Select the device you want to add to
the system listing.

Click the Add to system button. The device is then listed in the
system listing in the main window.
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Management pages

To open management pages, click on the device in the main AWM page.
You can also do this through the Auto Discovery page - after retrieving a
node, select a device and then click the Manage button.

The management pages allows you to view device information. To obtain
this information, select an option from the menu tree located on the left of
the page. The options of the Information menu vary, depending on which
of the subagents is selected.

AWM management pages can be classified into two categories:

e ASM Pro management pages for Server devices that have ASM Pro
agent installed

e MIB-2 browser pages for Generic SNMP devices that support SNMP
RFC1213 MIB

Note: The left hand side of the web pages are management
commands. When you click on each function, the command subtitle
shows and only when you click on each subcommand (the one with
the big orange dot in front) that AWM shows its data on the right side
of the page.

ASM Pro Management Pages

Basic System Information

System page

Click the System page to view general information about the system. This
page also shows the system’s contact person, network address, and
System Agent version.

Note: If agent is password protected, the Submit button will be
shown. Also, an addtional item, Machine Name, will be displayed.
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10.41,146,51:ASMT1ZK

42 Confiqurs Event Handler
Add to System List

[ Basic Information
@ System

@ Maching

@ Manager

Q.8 Information
DML BIOS

1/0 Device

Network Information
System Resource
Storage Infarmation

ZYEEREeEEE

Performance
stern Hardware
B-II

= Systemn Information(Winzk Agent W4 .30

10.41.146.51:Basic System Information
- System Information

Submit | Refresh

Machine Name  Fat=iiRbelS

o |

Network Address IS RSEIERE]
Windows 2000 Server with Terminal Service, (Build 2195) Service Pack 1
Wed Aug 08 17:34:37 2001
[ uptime  [RETREREIRE

Machine Location I

SV AR Server Agent V4,230 (build 163)

@ Help

[ By oeal intranet

N

Machine page

Click the Machine page to view general information about the system’s
components, such as: Base Board, CPU, BIOS, and Physical Memory.
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we hear you

041145 215; - |
10.41.145.213:Basic System Information

22 Configure Event Handler - Machine Information
Add to System List

Refresh
= systemn Information(NT Agent v4.30)

B Basic Information

@ System
3 gten, @ Base Board
0.5. Infarmation
DMI BIOS
1/0 Device [ version |

Hetwork Information [ Seriming, |
System Resource
Storage Information
performance @BI0S
[Release Date|
@cpu

[Manufacture [Famity|Current Speed|External Clock]

@ physical Memory

[Total Memory|Maximum Memory Capacity|Memory Slots No.[Memory Slots Used No.|
MB 1

1mMe

D heie

&1 [ [ [ [BELocal intranat

|
%

Manager page

Click the Manager page to view information about the person in charge of
the system.
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10,41,145.213:

10.41.145.213:Basic System Information

£ Configure Event Handler - Manager Information
B ndd to System List

Subrnit | - Refresh
[ System Infarmation{NT Agent ¥4.30)

Basic Infarmation

erreen]
Office Address I
DMIBIOS
Network Information
Systemn Resource Home Address I
Storage Information
Performancs |
[ |

@ Help

&]Tone [ [ S Local intranet

m

#H [ * &

N

0O.S. information

User page

The User page displays the number of users currently logged on to the
server.
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File Edit Vier Favorites Tools Help

accr we hear you

10,41,145.213; ﬂ
10.41.145.213:0.S. Information
pCOnfigure Event Handler - Login User

Add to System List

. Refresh
[ System Information(NT Agent W4.30)

=l Basic Information

@ System Number of Entries:
3 e
= 0.5, Information Mot Awailable
@ Drivers
@ Process List
@ Softwares @
@ Environment VYariables Hel
@ Services il
DMI BIOS
1/0 Device
@ Network Information
Systern Resource
Storage Information
Performance

& " B Local intranet

B

Drivers

The Drivers page displays all the device drivers installed in the server.
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Auto Discovery Event Handler EventlLog AWM Help
10,41.146,511ASMT12K ) =
10.41.146.51: 0.S. Information
42 Confiqure Event Handler - Drivers
BY ndd to System List
Refresh
Bl Systern Information(Winzk Agent V4,30
&l Basic Information
@ System Number of Entries: 45
@ Machine
@ Manager exc
[ 0.5, Information ACPL Microsoft ACPI Driver
=
@ Frocess List AdmCall Admcall
@ Softwares Admemos  Admemos
@ Environment Variables adpuibom  adpulsom
Services
DMI BIOS AFD AFD Networking Support Environment. |
170 Device A5 £SM
@ Network Informati
Sssvt“;n[\ R;‘;LT;'D" atapi Standard IDE/ESDI Hard Disk Controller
Storage Information Beep Beep
Performance 5
Systam Hardwars Cdrom CD-ROM Driver
MIB-1T DfsDriver  DfsDriver
Disk Disk Driver
Diskperf Diskperf
dmiao Logical Disk Manager Driver
dmload dmload
Ftdisk olume Manager Driver
i8042prt 8042 Keyboard and PS/2 Mouse Port Driver
ipmidry ipridry
isapnp PrP 1SA/EISA Bus Driver
Kbdclass Keyboard Class Driver
« Fill o= Eeree |
&] Tone [ | ocal intranst Y,

Process list

The Process list page displays the programs and DLL libraries that are
currently running on the system. To terminate a process in the list, select
the process and click the Kill button.
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we hear you

10.41,1486, 511 AGMTL2K =
10.41.146.51: 0.S. Information
£ Configure Event Handler -Process List
Add to System List
= System Information(Win2k Agent 44.30 M
= Basic Information
: FS/I\;:;E\:\'L Number of Entries: 33
= 0.5, Infarmation LAFileTrans 636 Wed 09:26:54 Aug 08 2001
. Agent3z 688 Wed 09:26:54 Aug 02 2001
i Agent32Sry 652 Wed 09:26:54 Aug 08 2001
Csrss 204 Wed 09:26:42 Aug 08 2001
DESKMENU 2976 Wed 16:12:00 Aug 08 2001
dfssve 1460 Wed 09:27:00 Aug 02 2001
dilhost 3032 Wed 09:30:05 4ug 08 2001
Metwork Information
System Resource explarer 3308 Wed 09:27:50 Aug 08 2001
Storage Information Idle 0 M
Sygf::”;g‘:jrv‘vfra inetinfo 3928 Wed 14:20:39 Aug 08 2001 e
MIB-II Iprniagent 696 Wed 09:26:54 Aug 08 2001
lissry 720 Wed 09:26:55 Aug 08 2001
Isass 268 Wwed 09:26:45 Aug 08 2001
|server 1004 Wed 09:26:558 Aug 08 2001
mdrm 3428 wed 09:27:53 Aug 08 2001
msdtc S16 \Wed 09:26:52 Aug 08 2001
mstask 808 Wed 09:26:56 Aug 08 2001
RcServer 7892 Wed 09:26:56 Aug 08 2001
RcSvee 764 \Wwed 09:26:55 Aug 08 2001
‘l | _’I regedit 972 Wedl 09:39:29 Aug 08 2001 ;I
@] jevaseript onTopicClick( reot_asm_os_proc’,’ asm_pagesfwindasm_os_proc. asp? [ Local intranet A

Softwares

The Software tab displays the software packages currently installed on the
server.
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File

acer

Edit View Favorites Jools Help

we hear you
Auto Discovery Event Handler EventLog AWM Help

10,41, 146 511 ASMTLZK ;I
10.41.146.51: 0.8, Information

B confiqure Evert Handler -Softwares
Add to Systemn List

Refresh
B System Information(Winzk Agent ¥4.30

E Basic Information

o Drstem Number of Entries: 2

& Manager
B 0.5, Information 2SM Pro Agent

@ User

@ Drivers Remate Consale

-

® o

1/0 Device
Network Information

Systern Resource
Storage Information
Performance

| | o

|&] javascript:onTopicClick( raot_asn_os_soft’,’ asm_pages/win/asm_os_soft. asp?ip|

S o

Environment variables

The Environment Variables tab displays the contents of the initialization
file of the operating system.
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10.41.146, 511ASMTLZK.

2B Configure Event Handler
B add to System List

Basic Information
0.5, Infarmation

eEE
S
o
3

Hetwark Infarmation
Systern Resource
Storage Infarmation
Ferformance
Systarm Hardwars
MIB-1T

Bl Systemn Infarmation(Win2k Agent ¥d.30

Refresh

10.41.146.51: 0.S. Information
-Environment Variables

Number of Entries: 14

Comspee
Os2LibPath

Path

windir
05

EMWINNT\System32hemd exe

EXWINNT\systemazhos2dll;

E:\DMIZSPABIN;E \WINNT\SY stem32; ENWINNT,E \WINNT Sy stema2
\Whem

EAWINNT

windows_NT

PROCESSOR_ARCHITECTURE %86

PROCESSOR_LEVEL

PROCESSOR_IDENTIFIER

PROCESSOR_REVISION

3
%86 Family 6 Model & Stepping 3, Genuinelntel
0803

MUMBER_OF_PROCESSORS 2

PATHEXT

TEMP

THMP
WIN3I2DMIPATH

COM; EXE; .BAT;.CMD; VBS; VBE; JS; JSE; WSF; WSH
ERWINNTATEMP

ERWINNTATEMP

EX\DMI2SP

P

|4 Internet

N EE

Service

The Service tab displays the number of services currently active in the

server.
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10.41.146.5L ASMTLZK

& configure Event Handler
B add 1o System List

Basic Infarmati
0.5 Information

@ Drivers

@ Process List

@ Softwares

@ Environment varisbles
H

Starage Infarmation
Performance
Systern Hardware
MIB-II

|

= Systern Information(winzk Agent wd.30

Refresh

10.41.146.51:0.S. Information
-Service

Number of Entries: 71

Startup | Status_|

AFileTrans
Agent3zsry
Alerter
AppMgmE
Browser
cisve

ClipSrv

Dfs

Dhep
dmadmin
dmserver
Dnscache
Eventlog
EventSystem

TISADMIN
ipmisgent.
IsmSery
kde

Automatic Running
Automatic Running
Automatic Running

Manual  Stopped
Automatic Running
Manual  Stopped
Manual  Stopped

Automatic Runhing
Automatic Running
Manual  Stopped
Automatic Running
Automatic Running
Automatic Running
Manual  Running
manual  Stopped
Automatic Running
Automatic Running
Disabled Stopped
Disabled Stopped

& one

|40 Internet

NE
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DMI BIOS Information

BIOS

The BIOS page displays general information about the BIOS version
installed in the system. It also shows the type of hardware supported by
the BIOS. The check marks show the supported bus, function, boot
device, int13 floppy status, and other services based on the DMI
specification used.

ager (M) - Microseft Internet

File Edit Yiew Tavorites Tools Help &

we hear you

10.41.148. 5LASMT12K =
—_—_— 10.41.146.51: DMI BIOS Information
2B Configure Event Handler - BIOS
Add ta System List
Refresh
=l System Information{WinZk Agent V4.30 —I
Basic Information
B %Sulnﬂ?rmatmﬂ Bios Vendor 218 [Starting Address Segment [iF{zus)
@ Drvers Release Date[IEZIIZISNN]  ROMSize  |RENGS
@ Process List | Version [ENIEREEN-Y
@ Softwares
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Base board

The Base Board page shows the manufacturer, product name, version and
serial number of the base board.
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Processor

The Processor page shows the type, speed, version number, and other
information about each CPU on the server.
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The Memory page displays information about the memory controller and

the memory module.
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Cache
The Cache page displays attributes of CPU cache devices.
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Slot

The Slot page displays information about different slots on the system
board, including the type and availability of each bus. Please refer to the
EISA or PCI specification for definitions of the slot IDs.
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Connector

The Connector page displays information about the motherboard
connectors.
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Onboard device

The Onboard Device page displays information about devices found on

the motherboard.



412 15 ASM Pro Web-based Manager

File Edit Yier Faworitss Teols Halp

we hear you
Auto Discovery Event Handler EventLog AWM Help

10.41,146.5L:ASMT12K ;I
10.41.146.51: DMI BIOS Information

& Corfigure Evant Handlsr - Onboard Devices
add to System List

Refresh
[ Systern Information{in2k Agent V4,30

Basic Information

= ©.5. Infarmation _
@ Drivers SCSI Enabled On Board 7899 SCSI
@ Process List Ethernet Enabled Intel GD82553
@ Softwares
@ Environment Wariables
@ Services

El DMIEIOS @
BIOS
Bass Board Help

Frocessar
Mermory

Cache

slat

Connector )
Onboard Devices
/0 Device

Hetwork IM
System RETOUITE
Storage Information
Performance

Systemn Hardware
MIB-11

4 | &

@] javaseript:onTopieClick( rost_asm_dni_dew’,” a=n_pages/common/asm_dni_dev. asp7ip=10.41 148 51°) [ [ [ 1aternet

Nl

I/O device information

Displays Peripheral information like keyboard, mouse, serial ports, parallel
ports, video ports, and etc.
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Network information

This page displays information about some of the network interface cards;
not all network cards provide this type of information.
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System resource information

System Resource Information consists of four pages: IRQ, DMA, 1/O Port,
and Memory Address. The following sections briefly describe each of
these types of resource information.

IRQ

This screen displays a list of each IRQ and its assigned usage in the
system. It can be used to detect a hardware interrupt conflict.
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DMA

This screen displays all the DMA channels used by each device in the
system.



416 15 ASM Pro Web-based Manager

e Edit Vier Fa Tools Help

we hear you

10,41,146,51:ASMT1ZK =

10.41.146.51: System Resource Information-DMA

4B -onfigure Event Handler
B ndd to System List Refresh |

B System Infarmation{tinZk Agent wd.30 ey
Basic Information e | e
©.5. Informatian 2 fde

DMI BIOS

1/0 Device

Hetwork Information

System Resource @
@ RO
a D Helo

@ /0 Part
@ Mernary Addr,
@ Resource
Storage Information
Performance
Systern Hardware
MIg-1I

< | §l
&) Bone D en

@
=]

N

I/O port

This displays the range of port addresses occupied by the system
resources.
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Memory address

This displays the system’s base memory usage, including the address, the
length, and its description.
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Resource

This displays the system resource use which includes driver-IRQ, DMA, I/
O port, and memory usage.
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Storage information

The Storage Information page shows information concerning the size, type,
and controller of all physical and logical hard disks that are configured on
the system.

Physical disk

Physical disk indicates the number of actual hard disk drives installed in a
system. Each hard disk drive is connected to an adapter that controls
them.

Note: The physical disk screen for the desktop systems differ slightly
from the screen shown here but the functions are the same.

Click Refresh to update the information on the screen.
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Logical disk

Logical disks are created when you separate a hard disk into several
partitions and designate each of them as an independent logical drive. This
window shows you information about each logical drive created on the
hard disk drives.

Click Refresh to update the information on the screen.
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Performance

AWM monitors the performance of each agent periodically and sends this
information back to the AWM. The polling interval of the Console can be
configured to check the agents whenever the system administrator
chooses.

Processor performance

This page displays a line graph showing the current load of each CPU
(Central Processing Unit) installed in the system. This can be used to
indicate how much load the system has and how well the system’s
processing power is handling the load.
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Memory utilization

The Memory Utilization page shows a graph that measures the utilization of
system memory and memory paging along a time line. It also displays
information like the utilitzation percentage of used and unused memory in
a system.
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Storage utilization

The storage utilization page shows the utilization information of your
storage devices and file systems. For the file system utilization, you can set
a threshold to warn you of excess value.
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System Hardware

IPMI information

IPMI stands for intelligent Platform Management Interface. IPMI defines
common interfaces to the intelligent hardware that is used to monitor the
physical health characteristics of the server, such as temperature, voltage,
fans, power supplies and chassis. These monitoring abilities provide
information that enables system management, recovery and asset tracking.

This page shows the IPMI version, number of sensors, and other things
related to IOMI. To refresh the display, click the Refresh button.



424 15 ASM Pro Web-based Manager

we hear you

10,41,148, 5LIASMT12K B

10.41.146.51: IPMI-Information

B carfigure Event Handler
Add to System List Refrash |

m

Systern Information(winzk Agent w430 “
Dasis Informatian Value}
©.5, Infarmation BMC Revision: 1.12

DMI BIOS :
140 Device IPMI Version: 1.0

@ Metwork Infarmation BMC Manufacturer [D: 1050
System Resource Number of Sensors: 37
g;ﬂ’:g;;:zrmamn Mumber of Generic Devices: 6

= System Hardware Mumber of Management Controllers: 1
: =Isr‘eff|s’g:’a“°" Mumber of System Event Log Entries: 224
@ System Evert Log SEL Total Space Size: 6144
@ FRU Product SEL Free Space Size: 2528
@ FRU Board
@ FRU Chassis

MIB-II

@ e

| Internet

sl

IPMI Sensor

This page shows the IPMI sensors and their current status. To refresh the
display, click the Refresh button.
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System event log

System event log gathers event information in the systems being monitored
and saves them in the event log, click the Event Log link in the main page.
The system event log page appears.
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224  23|22|21|20)18 (18|17 |16]|15]|14(13 |12 (11|10]|8 (282 |6]5]4
events:

< | i I ;l_l
e B Y . YR v Cam e e TP . d

Note: You can sort the information in the table by clicking on the
table heading.
To delete log files within a specific time:

1. Click the Delete Log Time Range from and to radio button and specify
the date of the event logs you want to delete.

2. Click Submit to delete.

FUR product

Shows the manufacturer's information.
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10.41.146.51: IPMI-FRU Product

B Configure Event Handler
Add to System List EEa |

& Systern Information{Winzk Agent W4.30 m
el Informaon [Value]

©.5. Information e
DMI BIOS :
140 Device Product Mame:

Part madel Number:

@ Netwaork Information
System Resource “ersion:
Storage Information ;
Performance Serial Number:
=l Systern Hardware Asset Tag:
@ Information FRU File 1D:
@ Sensor
- it Log
a
@ FRU Chassis @
MIB-1T Help
< | = |
& [ [ | |# Internet Y

FUR board

Shows system board information.

File Edit View Favorites Tosls Help
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10.41.146.51: IPMI-FRU Board

4B Canfigure Event Handler
Bb ad to System List Refiesh |

B Syst=rm Information(Winzk mgent v4,30 ™ hame | vaue |

Basic Information

.5, Information Manufacturer:
DMI BIOS 2
170 Devies Product Name

@ Network Information Part Humber:
Systemn Resource Serial Mumber:
Storage Information -
Performance S

= Systern Hardware Mfg Date Time: 1970-1-1

@ Information

@ Sensor

@ System Event Log

@ FRU Product

@ FRU Board He\g

@ FRU Chassis

| ] H

@] javascript: enTopieClick( root_ipni_fruboard’,” ipmi_pages/conmon/IFNI_FRU Board asp?ip=10.41.146. | | | |4 Internet

=
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FUR chassis

Shows chassis description.
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10.41.146.51: IPMI-FRU Chassis

42 Canfiqure Event Handler

B ndd to System List Refiesh |

B System Information(winzk Agent v4.30
© Basic Information [vaiue}
# 0.5 Information Chassis Type:
El DMI BIOS "
B 170 Device Earthlmber]
@ nNetwark Information Serial Humber:
[ System Resource
Bl Storage Infarmation
E Performance

B Systsm Hardwars
@ Infarmation Help

@ Sensor
@ Systern Event Log
@ FRU Product
@ FRU Board
@ FRU Chassis
[ MIB-IT

d ol =
i

2] jawascript:onTopicClick( root_ipmi_fruchassis’,” ipni_pages/conmon/TFWI_FRU Chassis asp?ip=10.41. | | | |4 Internet

Caution: The events described in the following sections that
generate alerts are critical.lf any of them occur, correct the problem
immediately, as damage to your system may result if the problem is
not corrected.

MIB-II configuration information

This section includes specifications about MIB-Il (Management Information
Base), a database of objects that can be monitored by a network
management system. Both SNMP and RMON use standardized MIB
formats that allow any SNMP and RMON tools to monitor any device
defined by an MIB. For more information about each network working
group, please refer to RFC1213.

RMON is a network management protocol that allows network information
to be gathered at a single workstation. Whereas SNMP gathers network
data from a single type of Management Information Base (MIB), RMON 1
defines nine additional MIBs that provide a much richer set of data about
network usage. For RMON to work, network devices, such as hubs and
switches, must be designed to support it.
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The following sections describe the Information menu options that display
when an MIB-II subagent is selected in the System Listing window.

System information

Implementation of the system group is mandatory for all systems. If an
agent is not configured to have a value for any of these variables, a string
of length 0 is returned.

we hear you

Auto Discovery Event Handler Event Log AWM Help

10,414,146, 511 ASMTLZK B

10.41.146.51: MIB-II System

A2 Configure Event Handler
B ndd to System List Submit | Refresh |

Hardware: 86 Family 6 Model 8 Stepping 3 AT/AT COMPATIBLE -
System Descri Software: Windows 2000 Version 5.0 (Build 2195 Multiprocessar
Free)

System Information(Winzk Agent e 30
System Hardware

B WL
@ Gyster
@ Tnterface Sysier ==
@ address Table 1.3.6.1.4.1.311‘1‘1.3.1.2
Bl IF Groy =
. Gen:ric System Up time

@ Address Table {time since Odays 3:37:56.28
@ Routing Table reboot)

@ MNet To Media Table System Contact l—
person
oot | —

¥ application Layer
I” Presentation Layer
I™ Session Layer

¥ TransportLayer

I Metwork Layer

I™ Data Link Layer

™ Physical Layer

@ TCP Statistics

@ TCP Connection Table
E uor

@ UDP Statistics

@ LDFP Listener Table
@ SHMP

4 [
@] Done [ [ [ |4 Tnternet

kS
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Parameter Description

System A textual description of the entity. This value should include

Description the full name and version identification of the system's
hardware type, software operating-system, and networking
software

System Object The vendor's authoritative identification of the network

Identifier management subsystem contained in the entity. This value

is allocated within the SMI enterprises subtree (1.3.6.1.4.1)
and provides an easy and unambiguous means for
determining ‘what kind of box’ is being managed. For
example, if vendor ‘Jayson, Inc.” was assigned the subtree
1.3.6.1.4.1.4242, it could assign the identifier
1.3.6.1.4.1.4242.1.1 to its ‘Ann Router’

System Up Time  The time (in hundredths of a second) since the network
management portion of the system was last re-initialized

System Contact  The textual identification of the contact person for this

Person managed node, together with information on how to contact
this person

System Name An administratively-assigned name for this managed node.
By convention, this is the node's fully-qualified domain
name

System The physical location of this node (e.g., ‘telephone closet,

Location 3rd floor’)

System Services A value which indicates the set of services that this entity
primarily offers.

Layer functionality:
1 - physical (e.g., repeaters)
2 - datalink/subnetwork (e.g., bridges)
3 - Internet (e.g., IP gateways)
4 - end-to-end (e.g., IP hosts)
7 - applications (e.g., mail relays)

Interface

Implementation of the Interface group is mandatory for all systems. Click
the Details link to display the Details Interface Information page.
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10.41.146. S1LASMTLZK = E
10.41.146.51: MIB-II Interface
4B Canfiqure Event Handler
B ndd to system List Refresh |
Swstern Information{Winzk Agent V4
System Hardware Number of nterfaces: 2
= MIB-IT Admin Operation
L Status Status
@ i
MS TCP Loopback
@
2 ‘A';:IGrDUDTabIe [ softwareLoopback up Details..
@ Generic 167772189 InteliR) PRO &dapter  ethernetcsmacd  up up Details...
@ Address Table
@ Routing Table
@ Het To Media Table
@ ICHP @
B TCP
@ TCF Statistics Help
@ TCP Connection Table
[SHT
@ DR Statistics
@ UDP Listener Table -
@ SNMP =
| I - |
2] | Internet y,

Parameter Description

Description A textual string containing information about the interface.
This string should include the name of the manufacturer,
the product name and the version of the hardware interface

Media Type The type of interface, distinguished according to the

physical/link protocol(s) immediately below' the network
layer in the protocol stack

Administrative
Status

An administratively-assigned name for this managed node.
By convention, this is the node's fully-qualified domain
name

Operational The current operational state of the interface. The testing

Status (3) state indicates that no operational packets can be
passed

MTU The size of the largest datagram which can be sent/

received on the interface, specified in octets. For
interfaces that are used for transmitting network
datagrams, this is the size of the largest network datagram
that can be sent on the interface
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Parameter Description

Speed The desired state of the interface. The testing (3) state
indicates that no operational packets can be passed

Media Address The interface's address at the protocol layer immediately
'below' the network layer in the protocol stack. For
interfaces which do not have such an address (e.g., a serial
line), this object should contain an octet string of zero

length
Status Last The value of sysUp Time at the time the interface entered
Change its current operational state. If the current state was

entered prior to the last re - initialization of the local
network management subsystem, then this object contains

a zero value
Input: Bytes The total number of octets received on the interface,
Received including framing characters
Input: Unicast The number of subnetwork-unicast packets delivered to a
Packets higher-layer protocol
Received
Input: Non- The number of non-unicast (i.e., subnetwork-broadcast or

Unicast Packets  subnetwork-multicast) packets delivered to a higher-layer
Received protocol

Input: Discard The number of inbound packets which were chosen to be

Packets discarded even though no errors had been detected to
prevent their being deliverable to a higher-layer protocol.
One possible reason for discarding such a packet could be
to free up buffer space

Input: Received The number of inbound packets that contained errors
Error preventing them from being deliverable to a higher-layer
protocol

Input: Unknown The number of packets received via the interface which

Protocol were discarded because of an unknown or unsupported
Packets protocol
Output: Bytes The total number of octets transmitted out of the interface,

Sent including framing characters
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Parameter Description

Output: Unicast The total number of packets that higher-level protocols
Packets requested be transmitted to a subnetwork-unicast
address, including those that were discarded or not sent

Output: Non- The total number of packets that higher-level protocols

Unicast Packets requested be transmitted to a non-unicast (i.e., a
subnetwork-broadcast or subnetwork-multicast) address,
including those that were discarded or not sent

Output: Discard The number of outbound packets which were chosen to be

Packets discarded even though no errors had been detected to
prevent their being transmitted. One possible reason for
discarding such a packet could be to free up buffer space

Output: Transmit ~ The number of outbound packets that could not be
Error transmitted because of errors

Output: Queue The length of the output packet queue (in packets)
Length

Media Specific A reference to MIB definitions specific to the particular

MIB OID media being used to realize the interface. For example, if
the interface is realized by an Ethernet, then the value of
this object refers to a document defining objects specific
to Ethernet. If this information is not present, its value
should be set to the OBJECT IDENTEIFIER {0 0}, which is a
syntactically valid object identifier, and conformant
implementation of ASN.1 and BER must be able to
generate and recognize this value

AT (Address Translation)

Implementation of the Address Translation group is mandatory for all
systems. Note, however, that this group is deprecated by MIB-Il. That is,
it is being included solely for compatibility with MIB-I nodes, and will most
likely be excluded from MIB-Ill nodes. From MIB-IIl and onwards, each
network protocol group contains its own address translation table.
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10.41.146.51: MIB-II Address Translation Table

A9 Configurs Event Handler
B dd to System List Refiesh |

Systern Infarmation(Winzk Agent ¥4 || number of Fotar Entries:
System Hardware

B MIB-1I Interface Index|Media address [Network address|
@ Systemn
@ Interface,

@ @ddress Table

B IF Graup a
@ Generic
@ Address Table

@ Routing Table
@ NetTo Media Table
@ ICMP
B TCP
@ TCP Statistics
@ TCP Connection Table
B uDp
@ UDP Statistics
@ UDP Listener Table —
@ SHNMP

o —— -

@] http:/f10, 41, 145, 23/ 2en/help/Mib2_Pages/MibZ_atTable. htn | Taternet

a o

The Address Translation group contains one table which is the union
across all interfaces of the translation tables for converting a Network
Address (e.g., an IP address) into a subnetwork-specific address. This
document refers to such a subnetwork-specific address as a ‘physical’
address.

Parameter Description

Media Address The media-dependent ‘physical’ address

Network Address The NetworkAddress (e.g., the IP address)
corresponding to the media-dependent ‘physical’
address

IP (Internet Protocol) group

Implementation of the IP group is mandatory for all systems.
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Generic page
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10.41.146.51: MIB-II IP Generic

2B Canfigure Event Handler
Add to System List E— |

Systemn Information(Win2k Agent V4,30

System Hardware IP Forwardi Host Default TTL: k=]
£ MIB-II
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: ;"dtde"fﬁ‘:eT " Packet Sent 2764 Request: 1]
R PacketReceived: [Eiill Ok |i]
H g;gené . Pinput Error:  ICECAN  Fai o]
ress Table " - 5
@ Routing Table IP Output Error: _|(uleg) TimeOut: o1
@ Net To Media Table [Forwarding Datagram: |i) Fragmented Datagrams|
@ ICHP =
L buRocoke: _ [ZCM oc 0
@ TCP Statistics No Route: ] [ Far il
@ TCP Connection Table 3
o o Unknown Proto: il [ cCreate: [}
@ UDP Statistics
@ UDFP Listener Table
@ SuMP

P e

B
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U0 D Internet

Address table page

The IP address table contains this entity's IP addressing information.



436 15 ASM Pro Web-based Manager

we hear you

10,41,146,511ASMT12K

10.41.146.51: MIB-II IP Address Table
4B Canfigure Event Handler
Add to System List Refiesh |

Systemn Information{Winzk Agent Wd.30 .
System Hardware Number of Total Entries: 2
HIB-11 IP Address _[interface index| Subnet mask_|Broadcast Address|Maximum datagram size|

@ System 10.41.146.51 16777219 255.255.255.0 1 65535
Interface

Address Table 127.0.0.1 i 255.0.0.0 1 65535
IF Group

@ Generic

@ Address Table
@ Routing Table

@ et To Media Table Help

1cHMp

nes

me

TCP

@ TCP Statistics

@ TCP Connection Table
uDP

@ UDP Statistics

@ UDP Listener Table

@& SHMP

o]

4 | ‘B
& e

s[5

Routing table page

The IP routing table contains an entry for each route presently known to this
entity.
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e 10.41.146.51: MIB-II IP Routing Table
P Configure Event Handler
Eb add to System List Refresh

System Information{Win2k Agent V4,30 .
Syctem Hardware Number of Total Entries: 7

WIB-11
@ System
@ Interface
@ Addross Table interface | MNexthop | Route | Rout
B I Group index address | type
@ Generic
@ Address Table
@ Roufing Table

@ Net To Media Table 0.0.0.0 16777219 10.41.146.1 indirect netmgmt 14195 0.0.0.0

1
EE 10.41,146.0 16777219 10,41.146 51 direct local 14197 255,255.255.0 1
@ TCP Statistics 104114651 1 127.004  direct local 14187 255.255.255.25500 1

o (o CF Connection Table 10.255.255.255 16777219 10.41.146.51 direct local 14107 255,255.255.955 0.0 1
@ UDFP Statistics 127.0.0.0 1 127.0.01  direct local  14211255.0.0.0 G

o 5 uop Ustaner Table 224.0.0.0 16777219 10.41.146 51 direct local 14197 224.0.0.0 G
255,255,255.955 16777219 10.41.146 51 direct local | 14211 955.255.255.255 0.0 1

@
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Net to media page
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10.41.146.51: MIB-II Net To Media Table

B Confiqure Event Handler
Add to Systern List Refresh |

Systern Information(WinZk Agent ¥4.30 -
Systern Hardware Number of Total Entries: 3

MIB-IT interface index| Media address | IP Address _[Entry type]

@ system 16777219  08:00:02:1@:86:97 10.41,146.1 dynamic

@ Interface

@ nddress Table 16777219 00:80:c2:49:c5:8a 10.41,146.3  dynamic

= IP Group 16777219 00:50:ba:ag:3a:29 10.41,146.35 dynamic
@ Generic

@ Address Table
@ Routing Table

@ et To Media Tablg @
ICHP
Tor Help

@ TCP Statistics
@ TCP Connection Table

me&

m

3
@ UDP Statistics

@ UDF Listener Table
@ SHHP

J £l
@] Done [ [ | [ Internet

I

ICMP (Internet Control Message Protocol)

Implementation of the ICMP group is mandatory for all systems.

File Edit ¥iew Favorites Iools Help
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15 ASM Pro Web-based Manager

Parameter Description

Number of Messages

The total number of messages which the entity
received/sent. Note that this counter includes all
those counted by InErrors.

Errors The number of messages which the entity received/
sent but determined as having -specific errors (bad
checksums, bad length, etc.).

Destination The number of Destination Unreachable messages

Unreachables received/sent.

Time Exceeded Errors

The number of Time Exceeded messages received/
sent.

Parameter Errors

The number of Parameter Problem messages
received/sent.

Source Quenches

The number of Source Quench messages received/
sent.

Redirects

The number of Redirect messages received/sent.

Echo Requests

The number of Echo (request) messages received/
sent.

Echo Replies

The number of Echo Reply messages received/sent.

Time Stamps Requests

The number of Timestamp (request) messages
received/sent.

Time Stamp Replies

The number of Timestamp Reply messages received/
sent.

Address Masks
Requests

The number of Address Mask Request messages
received/sent.

Address Mask Replies

The number of Address Mask Reply messages
received/sent.
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TCP (Transmission Control Protocol)

The TCP connection table contains information about the entity’s existing
TCP connections.

Note that instances of object types that represent information about a
particular TCP connection are transient; they persist only as long as the
connection in question.

TCP statistics page
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System Hardware [TCP retransmission timeout algorithm [=1g]
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B IP Group =
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@ Met To Media Table =
@ ICMP Connection resets a
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k ction Table Input segments 1420
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@ UDP Statistics =
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@ SHMP
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Parameter Description

TCP The algorithm used to determine the timeout value used for
retransmission re-transmitting unacknowledged octets.

timeout

algorithm

Minimum Retrans Min - the minimum value permitted by a TCP
retransmission implementation for the retransmission timeout, measured in
timeout milliseconds.

Retrans Max - the maximum value permitted by a TCP
implementation for the retransmission timeout, measured in

milliseconds
Maximum The limit on the total number of TCP connections the entity
retransmission can support. In entities where the maximum number of
timeout connections is dynamic, this object should contain the
value -1
Maximum The limit on the total number of TCP connections the entity
number of can support. In entities where the maximum number of
connections connections is dynamic, this object should contain the
value-1
Connections The number of times TCPconnections have made a direct
actively open transition to the SYN-SENT state from the CLOSED state
Connections The number of times TCP connections have made a direct
accepted transition to the SYN-RCVD state from the LISTEN state
Connections The number of times TCPconnections have made a direct
established transition to the CLOSED state or the SYN-REVD state,
failures plus the number of times TCP connections have made a
direct transition to the LISTEN state from the SYS-RCVD
state
Connections The number of TCP connections have made a direct
resets transition to the CLOSED state from either the

ESTABLISHED state or the CLOSED-WAIT state

Current The number of TCP connections for which the current state
established is either ESTABLISHED or CLOSE-WAIT
connections
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Parameter

Input segments The total number of segments received, including those
received in error. Those count includes segments received
on currently established connections

Output The total number of segments sent, including those on
segments current connections but excluding those containing only
retransmitted octets

Retransmissions  The total number of segments retransmitted-that is, the
number of TCP segments transmitted containing one or
more previously transmitted octets

Input errors The total number of segments received in error (e.g., bad
TCP checksums)
Output errors The number of TCP segment sent containing the RST flag

TGP Connection table page

The TCP connection table contains information about this entity's existing
TCP connections.

File Edit Yier Favorites Jools Help
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Smen Information(iinzk A9Ent V430! Number of Total Entries: 21
£ e
@ System listen  0.0.0.0 43239 0.0.00 21
@ Interface .
@ Address Table listen  0.0.0.0 34817  0.000 25
El 1P Group listen  0.0.0.0 59572 0.0.0.0 135
. e e listen  0.0.0.0 26744 0000 445
@ Routing Table listen  0.0.0.0 18440 0.0.0.0 1028
. ‘:M“LEWD Media Table listen  0.0.0.0 10280 0.0.0.0 1032
B Tep listen  0.0.0.0 59436 0.0.00 1033
® TP Statistics . listen  0.0.0.0 43133 0.000 1037
o ik sennaction Tabls listen  0.0.0.0 43004 0000 1041
@ LDP Statistics listen  0.0.0.0 10300 0.0.0.0 1066
. S”'IW'IJPDP Listener Table listen  0.0.0.0 2192 0.0.0.0 3372 fen
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listen  0.0.0.0 2160 0.000 s000
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listen  0.0.0.0 18654  0.0.0.0 9907
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Parameter Description

Status The state of this TCP connection

Remote Address The remote IP address for this TCP connection
Remote port The remote port number for this TCP connection
Local Address The local IP address for this TCP connection. In the

case of a connection in the listen state which is willing
to accept connections for any IP interface associated
with the node, the value 0.0.0.0 is used

Local Port The local port number for this TCP connection

UDP (User Datagram Protocol)

The UDRP listener table contains information about the entity’s UDP end-
points on which a local application is currently accepting datagrams. The
tables following the figures describe the functions of the two pages in the
MIB-Il UDP window — System and Table.

UDP Statistics page
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Add to System List Refrash |
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Parameter Description

Input Datagrams The total number of UDP datagrams delivered to UDP

users

No Receiver on The total number of received UDP datagrams for which
Port there was no application at the destination port

Input Errors The number of received UDP datagrams that could not

be delivered for reasons other than the lack of an
application at the destination port

Output Datagrams ~ The total number of UDP datagrams sent from this entity

UDP Listener page

The UDP listener table contains information about this entity's UDP end-
points on which a local application is currently accepting datagrams.

File Edit Vien Favorites Tools Help 5
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Add to System List Refresh |
Systemn Infarmation(Winzk Agent V4,30 e
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& W
@ system
@ Interface 00040 15
@ Address Table 0.0.0.0 161
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eneric
® Address Table 20:0.0 1052
@ Routing Table 0.0.0.0 1034
@ Het To Media Table 0.0.0.0 1040
@ ICHP
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@ TCP Statistics 0.,0.0.0 3458
@ TCF Connection Table
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@ UDP Statistics 0,0.0.0 9507
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@ SHMP 10.41.146.51 138
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@ Help
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Parameter Description

Local Address The local IP address for this UDP listener. In the case of a
UDP listener which is willing to accept datagrams for any IP
interface associated with the node, the value 0.0.0.0 is used

Local Port The local port number for this UDP listener

SNMP (Simple Network Management Protocol)

Implementation of the SNMP group is mandatory for all systems which
support an SNMP protocol entity. Some of the objects defined below will
be zero-valued in those SNMP implementations that are optimized to
support only those functions specific to either a management agent or a
management station. In particular, it should be observed that the objects
below refer to the SNMP entity, and there may be several SNMP entities
residing on a managed node (e.g., if the node is acting as a management
station).

Favorites Toelz Help

we hear you

10,41,146, 51 ASMTLZK o

10.41.146.51: MIB-II SNMP Statistics

42 Confiqure Event Handler

Add to System List Refresh |
T e mationtWinzic Agent V.50 - | T S N N T
MBI SNMP Packets: _[FIFE] 1515 3030
o e Tl 757(50 0%) 0{.0%) 757(25.0%)
@ Address Table e 796(49.9%) 0(.0%) 756(25.0%)
B 12 croup Tl 0(.0%) 0f.0%) 0f.0%)
@ hddress Table | GetResponse: [[iE)) 1514(99.9%) 1514(50,0%)
3 BT oo 0%
@ ICHP [ “tooBig'Error:_ [SIEIE)] 0(.0%) 0(.0%)
B fnoSuchName’ Error:[sleiE)] 35(2.3%)  35(1.2%)
[ "badvalue’ Error: ST 0(.0%) 0(.0%)
[ genErr Error: [IEGEY)] 0(.0%) 0(.0%)
@ Help s
o il =l
&1 [ [ [ | Internet 4
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Parameter Description

SNMP packets The total number of Messages delivered to the SNMP
entity from the transport service

Get-Requests The total number of SNMP Get-Request PDUs which
have been accepted and processed by the SNMP
protocol entity

Get-Next-Requests The total number of SNMP Get-Next-Request PDUS
which have been accepted and processed by the
SNMP protocol entity

Set-Requests The total number of SNMP Set-Request PDUs which
have been accepted and processed by the SNMP
protocol entity

Get-Responses The total number of SNMP Get-Response PDUs
which have been accepted and processed by the
SNMP protocol entity

Traps The total number of SNMP Trap PDUs which have
been accepted and processed by the SNMP protocol
entity

‘tooBig’ Errors The total number of SNMP PDUs which were

delivered to the SNMP protocol entity and for which
the value of the error-status field is ‘tooBig’

‘noSuchNames’ Errors  The total number of SNMP PDUs which were
delivered to the SNMP protocol entity and for which
the value of the error-status field is ‘noSuchName’

‘badValues’ Errors The total number of SNMP PDUs which were
delivered to the SNMP protocol entity and for which
the value of the error-status field is ‘badValue’

‘genErr’ Errors The total number of SNMP PDUs which were
delivered to the SNMP protocol entity and for which
the value of the error-status field is ‘genErr’




446 15 ASM Pro Web-based Manager

) Configuring event handler
The event action configuration page helps you set what action to take when
a specific system generates a specific event.
To set event actions:

1. Inthe main screen, click the Configure Event Handler link to access
the Event Handler configuration page.

Internet Explorer

File Edit View Faverites Isols Help
e aEdElESS Address [£] http://10.41. 145. 23/ aun/ anm_nain. asp?ip=10.41. 146.51 = | | & >

we hear you

10.41.146 51 ASMT12K . . . ;I
Click "Config Event Handler" to config the event
B configure Event Handler action for this machine,

Add to Systern List

Click "Add to Systermn List" to add this machine to

Systern Informationiwinzk agent wa.30| machine list for ease of later management,
Systern Hardware

eI Below of the above two hyper links are the
available agents that supported by this machine.
Click the plus sign to view the detail items of the
agent, Then click one of the item to view the
management page.
4 |-l - |
3| [ | mnternet v

2. On the left frame, type the IP address of the device and then click on
the SNMP traps that you want to set.
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File Edit Yiew Favorites Tools Help

s - dESE

we hear you

10.41.146 51 Display Setting | \ve|come to use the Event Handler Configuration, =

SHMP Trap
A e Click "Display Setting” to view all event actions have been set
MylsxRaid ta this IP address. Inputing an empty IP address means to list
ASM(SNMP) all event actions no matter what the IP address is.

Input a valid IP address, then click one of the SNMP Traps to
set the action for this trap. The IP address can be the format .
* A KH or 10.10.%.* \This is a kind of representation of subnet.
When a trap happened to a maching, the IP address is used to
find the action, if not foungd then the C Class subnet of the TP
address is used, if not again, B Class subnet is used, this
process won't stop until *.* . * * is used, If an action is found,
and it is enabled, then the action is performed. Otherwise,
nothing is done to the trap.

When you setup an action, you can explicitly enable or disable
the action. If you choose to default, that means no exiplicit
action is set, action setup to the subnet or high level subnet of
the IP address is used.

« | & Bl
[&] [ [ [ Internet i

3. Click Display setting to display the current settings.
4. Enable or disable event actions as you like.
You can also do this:

1. In the main screen, type the device address in the device address
textbox and then click the Event Handler link to access the Event
Handler Configuration page.

2. Enable or disable event actions as you like.

Note: you can use wild cards (*) , when typing IP addresses. To do
so, simply replace the byte number with an asterisk. For example, to
look for all the IP addresses in the network type "*.*.*.*". To look for IP
addresses beginning with 172, then type "172.*.*.*" so on and so
forth.
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Event actions

File Edit Vier Faverites Teols Help

- RERAIEINS hddress [@1 heep /710,41, 145, 23/ sm/Eventhcti onCEg/ start, asp?ip=L0. 41, 148,51

we hear you

104114551 | (eeley Seilng | Event Handler Setup For: B
SHMP Tra) -
o B T 10.41.146.51 - Any Trap
AVTRAID
M R.
Aér\i(xs;rlw) et
Browser Notify:
© Enable  Disable @& Default
Send E-Mail:
© Enable " Disable & Default
SMTP Server: 263 net *
Mail From: jwebmasten@company. com *
Mail Ta: fuebrasterf@company. com *
Subject: [£Whi Event notification] *
Call Pager:
 Enable  Disable & Default P
Telephone Mumber: jooEEEEE8 *
4] |- ml Message Code: 12348 * =
2] [ [ [ Taternet Y

e  Browser notify - notifies the administrator through the browser. Click
the Enable radio to activate.

e Send E:Mail - sends an E-Mail to the administrator when an event
occurs. Click the Enable radio button and fill out the form.

e Call Pager - sends a mesage through the administrator’s pager when
an event occurs. Click the Enable radio button and fill out the form.
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) Real time monitoring

Bl BHl Tier  Ferorites  Tasls
-5 -0 EIS ddress [&] hitp://10.4L. 145, 23/ awm/

we hear you

Al System List

Device Address: (IP) Delete Selected System | Refresh The List |
10.41. 146. 61
Manage | Add

™ Select All Systemns
-l:m:mm

I B 10.41.145 210 ASMTEST

[@] Click the pplat to gst detailed svant informstion [ [ [4 Internet y

An icon flashes in the main page whenever a new event occurs. To view
the detail event information, click on the flashing icon. The Real Time Event
Monitoring window appears.

i Event =] E3
Event Name: Source Address:
IN‘IE Statistical Counter |172.25.3.251
Event Type: Felay Time
¥ View Details Heed Hent Fiew History
traplezcription: unbmown -

TimeStamp: 11111 (OxZBET)

eventPager: 338-1234567
eventAction: 111 (0xBF)
Communi ty: public
Agenthddress: 172, 25.3.251

T Applet HH

-l

It includes information such as event name, event type, source address,
and relay time. To view details, click the View Details checkbox.
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To view the event history, click the View History button. The View History
window displays.

There are total 4 events [-]O]x]

Fri Tun 04 13:25:53 GMT+03:00 1999

[# Heve been read  Received at

SHMP Trap: <BUS Utilization High® from <. Relayed at:19980804132447. 000T05-450
SHMP Trap: <hedundent Power Supply Faill from <> Relayed at:19990804132522. 000224-480
SHMP Trap: <BatteryFail¥iotificationType Hotifica Relayed at:1900060413
SHMP Trap: < = i

0
1] 2
traplescription: unlmown
TimeStanp: 11111 [OxZBET)
zerverName: webazm
Tdentification: 1.3.6.1.4.1.1050.25.0. 11
eventPager: BB6-1234567
eventhetion: 111 (0x6F)
Conmunity: public
AzentAddress: 172,25 3. 251

tion? from

(B Appler BO




A Troubleshooting



This chapter contains tables that describe some
basic troubleshooting techniques you can use to
work around specific problems in ASM Pro.
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) General ASM Pro troubleshooting

The following table describes the error message for different functions in
ASM Pro. It also provides a description of the error message and the action
to take to correct the error.

Function Message Description Action

Hardware Open file Fail Fails to open a file

Information/ to save event log

Event log

Information

Hardware Setting Event Fails to set a Make sure:

Information/ Threshold Failed threshold 1. Agent allows

Event log remote setting

Information configurations
2. Network
connection is OK

Hardware Invalid threshold Threshold is invalid  Don’t set the

Information/ threshold higher

Event log than 100

Information

File System Setting File Make sure:

System Threshold 1. Agent allows
Failed remote setting

configurations
2. Network
connection is OK

Server Setting Manager Make sure:

Information/ Information Failed 1. Agent allows

Basic remote setting

Information configurations
2. Network

connection is OK
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Function Message Description Action

Server Setting Server Make sure:

Information/ Location Failed 1. Agent allows

Basic remote setting

Information configurations
2. Network

connection is OK

ASM Pro Modem Set up the
Console Initialization modem from the
Failed control panel.
Station Com Port Fail to initialize
Initialization Com port
Failed
Station Failed to initialize Fail to initialize

(COM1 to COM4)  Com port

Utility/CMOS Timeout. It waited Check network
Setup too long to get the connection
setup password
from XXX
Utility/CMOS Socket Initialize Check network
Setup failed connection
Utility/CMOS The client The setup
Setup machine doesn't password does
support to setup not exist. Check
CMOS remotely BIOS version
Utility/CMOS Getting setup Check network
Setup password error connection
Utility/CMOS The setup Input a correct
Setup password is not password
correct
Utility/CMOS Open Cannot open a file Don’t write
Setup WriteParams file to write parameters into a
error existed and read-
only file
Utility/CMOS Failed to set Failed to set Check BIOS

Setup password password version
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Function Message Description Action
Utility/CMOS Cannot open the Cannot open the Check if
Setup driver driver Admcmos.sys is
ADMCMOS.SYS ADMCMOS.SYS existent
Utility/CMOS Write CMOS data  Cannot write Check BIOS
Setup error CMOS data version
Utility/CMOS Failed to open Cannot open VxD Check if
Setup VxD file file PROXY.VxD PROXY.VxD is
PROXY.VxD existent
Utility/CMOS Failed to read Cannot read VxD Check if
Setup VxD file file PROXY.VxD PROXY.VxD is
PROXY.VxD existent
Utility/CMOS Failed to write Cannot write VxD Check if
Setup VxD file file PROXY.VxD PROXY.VxD is
PROXY.VxD existent
Utility/CMOS Get CMOS data Cannot get CMOS  Check BIOS
Setup error from target version
machine
Utility/CMOS Get BIOS version Cannot get CMOS  Check BIOS
Setup error version from target  version manually
machine at target machine
Utility/CMOS Save CMOS data  Cannot put CMOS  Check BIOS
Setup error data into target version
machine
Utility/CMOS Load Cannot load Check if
Setup ADMMISC.DLL admmisc.dll admmisc.dll is
Error existent
Utility/CMOS Get Cannot get Check if
Setup GetSysProductNa  GetSysProductNa admmisc.dll is
me Address Error  me Address from existent
admmisc.dll
Utility/CMOS Call Cannot call Check if
Setup GetSysProductNa  GetSysProductNa admmisc.dll is
me Error me from existent

admmisc.dll
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Function Message Description Action
Utility/CMOS Get Cannot get Check if
Setup GetBiosVersion GetBiosVersion admmisc.dll is

Address Error Address from existent
admmisc.dll
Utility/CMOS Save CMOS data  Cannot put CMOS  Check BIOS
Setup error data into target version
machine
Utility/CMOS Load Cannot load Check if
Setup ADMMISC.DLL admmisc.dll admmisc.dll is
Error existent
Utility/CMOS Get Cannot get Check if
Setup GetSysProductNa  GetSysProductNa admmisc.dll is
me Address Error me Address from existent
admmisc.dll
Utility/CMOS Call Cannot call Check if
Setup GetSysProductNa  GetSysProductNa admmisc.dll is
me Error me from existent
admmisc.dll
Utility/CMOS Get Cannot get Check if
Setup GetBiosVersion GetBiosVersion admmisc.dll is
Address Error Address from existent
admmisc.dll
Utility/CMOS Timeout waits too Check network
Setup long to get the connection
CMOS data from
XXX
Utility/CMOS Timeout waits too Check network
Setup long to get the connection
CMOS data from
XXX
Utility/CMOS Timeout waits too Check network
Setup long to save the connection
CMOS data of

XXX
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Function Message Description Action
Utility/CMOS Cannot find this Check if this
Setup machine :(IP machine exists
address)
Utility/CMOS The file format is The format of Check if the
Setup not correct CMOS file is not CMOS file is
correct. correct.
Utility/CMOS The script file is Cannot find Check if the file
Setup not existed cmos.ver cmos.ver is
existent.

Utility/Update
CMOS

Fail to create
socket

Cannot create
socket to connect
to target machine

Check network
connection

Utility/Update
BIOS

Winsock function
error

Cannot send
update BIOS job to
target machine

Check network
connection

Utility/Update Invalid MAC MAC address is Check network
BIOS address invalid connection
Utility/Update Applied Model of Package model Check the Update

BIOS

package XX(XX) is
not matched with
machine XX(XX)

does not match
machine model

BIOS package

Utility/Update
BIOS

Start update
service before
job(s) can
proceed

User can proceed
to start update
BIOS job

None

Utility/Update
BIOS

The patch list file
was not opened

Cannot find patch
list file

Check if the patch
list file is existed.

Utility/Update
BIOS

Cannot open
profile or sector
XXX not found

Cannot open
profile file or find
sector XXX in
profile file

Check the
contents of the
profile file.
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Function

Utility/Update
BIOS

Message

You should stop
service first

Description

When user applies
the settings, if
there is a service is
running, it must be
interrupted first.

A Troubleshooting

Action

Stop the service
or give up the
new settings

Utility/Update
BIOS

Windows sockets
initialization
failed.

Cannot create
socket to connect
to target machine

Check network
connection

Utility/Update

Cannot start BIOS

Starting Update

Check network

BIOS update service BIOS service failed  connection
Station There is no Cannot set value Make sure:
response from to Agent Agent is still
Agent running
Network

connection
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) ASM Pro agent for SCO OpenServer
troubleshooting

ASMSMUXD

Message Action

AgentAddr, out of memory End unnecessary processes or
reboot the system

Bad Inet address for param Check /etc/snmpd.trap

Can't open /etc/mnttab check /etc/mnttab

Can't open /etc/snmpd.trap Verify file existence & permission
can't open /xsnmpd/portnum.dat Verify file existence & permission
Can't read NIC llistat, verify NIC was found at boot
fail, gettimeofday Check similar msg in /var/adm/

syslog, try to resolve the problem
according to the msg

AgentAddr, out of memory End unnecessary processes or
reboot the system

Bad Inet address for param Check /etc/snmpd.trap

Can't open /etc/mnttab check /etc/mnttab

Can't open /etc/snmpd.trap Verify file existence & permission
Bad Inet address for param Check /etc/snmpd.trap

Can't open /etc/mnttab check /etc/mnttab

Can't open /etc/snmpd.trap Verify file existence & permission
can't open /xsnmpd/portnum.dat Verify file existence & permission

Can't read NIC llistat, verify NIC was found at boot
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Message

A Troubleshooting

Action

fail, gettimeofday

Check similar msg in /var/adm/
syslog, try to resolve the problem
according to the msg

fail, xselect

Try restart asmsmuxd or reboot

Fail to allocate

End unnecessary processes or
reboot the system

Fail to malloc

End unnecessary processes or
reboot the system

Fail to open /xsnmpd/asmsmuxd.cfg

Verify file existence & permission

Fail to open /xsnmpd/asmsmuxd.cfg

Verify file existence & permission

Fail to write /xsnmpd/asmsmuxd.cfg

Verify file existence & permission

Filesystem utilization exceeds
threshold

“df —ik” check file system utilization
percentage_clear unnecessary files

get_SCSI: cannot open /etc/conf/
cf.d/mscsi

Verify SCSI card was found at boot,
check SCSI card

get hardware information fail

Check /dev/asm, try reinstall

get system information fail

Check /dev/asm, try reinstall

gethostbyname fail

Verify system hostname can be
found by DNS

gethostname fail to get hostname

Verify system hostname length not
exceeding 32 characters

init_SMUX, out of memory

End unnecessary processes or
reboot the system

malloc fail End unnecessary processes or
reboot the system
no SMUX entry for this SMUX Check /etc/snmpd.peers

daemon in 'peers' file

no syntax defined for object

Check ipmsmuxd.defs
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Message Action

open /dev/asm fail

Check whether /dev/asm installed or
not

out of mem in NotifyManagers

End unnecessary processes or
reboot the system

read kernel sym. fail.

Check /stand/unix & /dev/kmem

readobjects:

Verify file existence & permission

ps: /dev/kmem: cannot open

Check /dev/kmem

ps: /unix: cannot open

Check /stand/unix

ps: /unix: no namelist

Try rebuild kernel or boot with
/stand/unix.old

ps: /unix: not the booted system

Try boot with /stand/unix or edit
/etc/default/boot

ps: read error

Check these 2 files

ps: seek error

Check these 2 files

smux: fork

Try restart program or reboot

Unable to bind at *any* UDP port

Try restart asmsmuxd

Unknown type

Check SCSI card or try another card
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ASMCONFIG

Message Action

Can't open /etc/snmpd.trap Verify file existence & permission
Fail to open /xsnmpd/asmsmuxd.cfg Verify file existence & permission
Fail to write /xsnmpd/asmsmuxd.cfg Verify file existence & permission

BPBSMUXD

/dev/gamdev open fail Check /dev/gamdev installed or not
Cannot open /dev/gamdeyv, errno= Check /dev/gamdev installed or no
fail, xselect Try restart bpbsmuxd or reboot

Fail to open /xsnmpd/asmsmuxd.cfg Verify file existence & permission

no SMUX entry for this SMUX daemon Check /etc/snmpd.peers
in 'peers' file

BPBCONFIG

Message Action

/dev/gamedev open fail Check whether /dev/gamedev
installed or not

Backplane Board open fails Check whether /dev/smb installed
or not
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IPMSMUXD

Message Action

ERROR, ipmi.C, GetSDR(), Verify whether this machine supports
BMCinterface() fail IPMI, & IPMI is well-functioning
ERROR, ipmsmuxd, InitIPMI() Verify whether this machine supports
fail IPMI, & IPMI is well-functioning
ERROR, ipmsmuxd.c, main(), Check /dev/ipmidrv installed or not
InitIPMI() fail

ERROR, sig_alrm(), signal() fail Try restart ipmsmuxd

ERROR, sig_PollIPMI(), signal() Try restart ipmsmuxd

fail

ERROR, trap.cpp, acer_trap(), Verify snmpd is running, try resolve

smux_trap() fail the problem according to the error
msg

fail, xselect Try restart ipmsmuxd or reboot

no SMUX entry for this SMUX Check /etc/snmpd.peers
daemon in 'peers' file

no syntax defined for object Check ipmsmuxd.defs
smux: fork Try restart program or reboot
smux_trap error Verify snmpd is running, check similar

msg in /var/adm/syslog
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) ASM Pro Agent for SCO UnixWare
troubleshooting

ASMSMUXD

Message Description Action

asmsmuxd: open Check whether /dev/asmdrv
(/dev/asmdrv) fail installed or not

enqueue: malloc End unnecessary processes

or reboot the system

ERROR: Check /etc/netmgt/

getsmuxEntrybyname snmpd.peers

ERROR: verify file existence &

getutid(BOOT_TIME) permission of /var/adm/
utmp and wtmp

ERROR: readobjects verify file existence &
permission

ERROR: xselect Try restart asmsmuxd or
reboot

File System utilization “df —k” check file system

exceeds threshold utilization percentage, clear

unnecessary files

fopen(/usr/asm/ verify file existence &
asmsmuxd.conf) fail permission
get_lrgDmaloportMe verify directory existence &
mTable: permission

make_daemon: fork Try restart program or

fail reboot

Memory utilization Memory utilization End unnecessary processes

exceeds threshold exceeds threshold or reboot the system




Message

RRspPDU_failure

Description Action

fail to register ASM Pro  Try restart asmsmuxd &

455

MIB module with the snmp daemon, or reboot
snmp agent

SMUX connection fail fail to start smux Try restart asmsmuxd &
connection snmp daemon, or reboot

smux_register: no

fail to register ASM Pro  Try restart asmsmuxd &

response received MIB module with the snmp daemon, or reboot
snmp agent
Message Description Action
ERROR: /usr/asm/ /usr/asm/asmsmuxd.conf not Verify file
asmsmuxd.conf not found existence
found
make_daemon: fork fork() fail Try restart
fail program or
reboot

server: can't open
event log file

fail to open /usr/asm/asmevent.log  verify file
existence &
permission




456

BPBSMUXD

Message

Ch# ID#, BPB# Tray#,
Physical Disk Failure

Description

Physical Disk Failure

A Troubleshooting

Action

Shutdown_che
ck hark disks

ERROR: Launch fail to launch event Verify

program fail handling program program
existence &
permission

fopen(/usr/bpb/ fail to open /usr/bpb/ Check file

bpbsmuxd.conf fail bpbsmuxd.conf existence &
permission

Going to Shutdown System is going down Check

the server... previous
broadcast
message

make_daemon: fork fork() fail Try restart

fail program or
reboot

No other bpbsmuxdis  No other bpbsmuxd is No action

found running

open(/dev/gam) fail fail to open /dev/gam Checkwhether
/dev/gam

installed or not

thr_create(thr_bpb) fail

thr_create() fail

Try restart
bpbsmuxd or
reboot
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IPMSMUXD

Message Description Action

ERROR, init_ipmi(), thr_create|() fail Try restart

thr_create() fail ipmsmuxd or
reboot

ERROR, ipmi.C, InitIPMI() fail verify whether this

GetSDR)), machine supports

BMCinterface() fail! IPMI_& IPMI is
well-functioning

ERROR, signal() fail Try restart

sig_PollIPMI(), signal() ipmsmuxd

fail

make_daemon: fork fork() fail Try restart

fail program or reboot

No ipmsmuxd is No other ipmsmuxd is No action

running running

smux_trap: smux_trap() fail Verify snmpd is
running, try
resolve the
problem
according to the
error msg

thr_create() fail thr_create() fail Try restart
ipmsmuxd or
reboot

XASMMON

Message Desctiption Action

MrmFetchWidget() fail MrmFetchWidgety() fail Try restart or
reboot the system

MrmOpenHierarchy() fail MrmOpenHierarchy() Try restart or
fail reboot the system
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Message Desctiption Action
MrmRegisterNames) fail MrmRegisterNames() Try restart or

fail reboot the system
thr_create(hw_monitor) fail thr_create() fail Try restart or

reboot the system
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) ASM Pro Windows NT
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A Troubleshooting
troubleshooting
Function Message Description Action
ASM Pro AGENT  Cannotlnitialize ~ NIC error Reinstall NIC
NIC driver Adapter/driver
Cannot create Snmpextended  Reinstall SNMP

event for
SnmpExtension
Init

agent error

ASM Pro Not a valid IP IP address or Use the correct
CONFIG UTILITY  address or a hostname format
host name format error
Start the SNMP Cannot start Start SNMP in
service faill SNMP by the Control
Please program Panel
manually restart
the SNMP
service
ASMCI The Win32SL The service Start Win32SL
service is not Win32SL is in the Control
running now stopped Panel
The mif file Win32SL Reinstall ASM
“ASMNT.MIF” service cannot Pro Agent and
cannot be load make sure
installed into “ASMNT.MIF”. Win32SL
DMI Service ASMCI.EXE service is
Layer. cannot be started
Instrumentation  executed
code
“ASMCI.EXE”
will not be
loaded
Remote Setup.iss file is Get the whole
Console missing or the install package,
setup.iss could file is write or change the
not be updated. protected file property to
Use default Read/Write

setup directory
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Message

Remote

Description

Setup.exe file is

461

Action

Get the whole

Console setup missing or install package
failed. Remote crash
Console is not
installed
This program Resolution Change the
requires VGAor  requires 640 x resolution
better 480 setting
resolution
Failed to detect = HW is not N/A
HW type supported
Type HW is not N/A
comparison supported
failed

ASM Pro AGENT Cannotlnitialize ~ NIC error Reinstall NIC
NIC driver Adapter/driver
Cannot create Snmpextended  Reinstall SNMP

event for
SnmpExtension
Init

agent error

ASM Pro Not a valid IP IP address or Use the correct
CONFIG UTILITY  address or a hostname format
host name format error
Start the SNMP Cannot start Start SNMP in
service faill SNMP by the Control
Please program Panel
manually restart
the SNMP
service
ASMCI The Win32SL The service Start Win32SL
service is not Win32SL is in the Control
running now stopped Panel
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Function Message Description Action
The mif file Win32SL Reinstall ASM
“ASMNT.MIF” service cannot Pro Agent and
cannot be load make sure
installed into “ASMNT.MIF”. Win32SL
DMI Service ASMCI.EXE service is
Layer. cannot be started
Instrumentation  executed
code
“ASMCI.EXE”
will not be
loaded
Remote Setup.iss file is Get the whole
Console missing or the install package,
setup.iss could file is write or change the
not be updated. protected file property to
Use default Read/Write
setup directory
Remote Setup.exefileis  Get the whole

Console setup missing or install package
failed. Remote crash
Console is not
installed
This program Resolution Change the
requires VGAor  requires 640 x resolution
better 480 setting
resolution
Failed to detect  HW is not N/A
HW type supported
Type HW is not N/A
comparison supported
failed

Asset Manager Windows ASM Pro Please reboot
sockets console cannot  your console
initialization initialize socket system

failed
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Function Message Description Action
Asset Manager Cannot findthe =~ ASM Pro agent  Search
asset log file. cannot find the “history.cfg” in
asset log file in your file
server side. system. If not,
restart your
server system
and the asset
log file will be
generated
again.
ASM Pro MIB No selected No selected Select a query
Browser item query item
ASM Pro MIB No Machine User didn’t Input machine
Browser selected! select any name
machine in
query
ASM Pro MIB Please enter an User input Input valid
Browser integer invalid polling polling interval
between 1 and interval
60
ASM Pro MIB Load Images ASM Pro Initialize MIB
Browser Error Browser load database
MIB data fail.
The MIB
database
maybe
corrupted
ASM Pro MIB Can't view You want to User can
Browser single item and view the single choose single
table together item and table or table OIDs
together. It is only
not accepted in
ASM Pro MIB
Browser
ASM Pro MIB Number of User choose Unselect some
Browser Table OID too many OIDs OIDs

exceeds 128

to view
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Function Message Description Action
ASM Pro MIB Only the single When user add
Browser item will be awhole subtree
added into select
window. ASM
Pro MIB
Browser will
add the single
OIDs under this
node
ASM Pro MIB Can't delete When you want  Use the same
Browser this MIB file. to remove a MIB file.
The MIBs file MIB-subtree by
are different. a MIB file. ASM
Pro MIB
Browser finds
the OIDs
defined in this
sub-tree are
different to the
MIB file
ASM Pro MIB Can't open ASM Pro MIB Search
Browser initial MIB file Browsercannot  origin.mib and
find the initial put it into the
MIB file, ASM Pro
origin.mib. Console
directory.
ASM Pro MIB Set Operation Usercannotset  Check if the
Browser Fails! the OID value OIDis
protected by
password or
not.
ASM Pro MIB Please leave Usercannotset  Please change
Browser Rotate Mode the OID valuein  tonormal mode
and Set Again the rotated and set again.
mode.
ASM Pro MIB This OID is The access
Browser readonly mode of this
OID is read-

only.
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Function Message Description Action
ASM Pro MIF Cannot register ~ ASM Pro MIF Check if the
Browser XXX Browser service provider
cannot register is ready in
to the service target system
provider in a or the
machine connection
(network) is OK
ASM Pro MIF You reach the When user
Browser last row access the the
last row for a
attributes table
ASM Pro MIF Set Operation The set
Browser fails operation for a
attribute is
failed
ASM Pro MIF Can't view Youwanttoput  Select one
Browser different tables attributes in group each
together different group time
to view
ASM Pro MIF Can't view You want tp Select single or
Browser single item and view the single table only
table together and table
attributes
together
Statistics Viewer Different You want to Choose the
Recording view two items items with
Interval whose polling same pooling
intervals are intervals
different
Statistics Viewer Statistics The setup Check if the
Operation Fails command is password is
failed correct if
password is
enabled
Statistics Viewer Load Statistics Cannotloadthe  Check the

Configuration
Fails

statistic

Configuration
file

agent side, find
the statcfg.ini
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Function Message Description Action
Statistics Viewer Windows ASM Pro Please reboot
sockets console cannot  your console
initialization initialize socket system
failed
System Alert Can't use this Youwanttouse  Reboot the
Manager service! other service system or
but it doesn’t reinstall ASM
work. For Pro console
example, DMI again
Alerts
System Alert Cannot SAM cannot Check if the
Manager connect to XXX  connect to the target systemis
target system OK or the
network is
connected
System Alert You need to You want to set Input a mail
Manager have a Mail up a mail for address
Address to test event handling
this function function. But no
mail address
System Alert Please check After finish the Check if the
Manager your Malil test of mail test mail is
messagetosee  setup, You received
if the Test Mail must Check if
worked!! the setting is
OK
System Alert Invalid Phone You want to set Input a valid
Manager Number up a pager for phone number

event handling
function. But
the phone
number is
invalid
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Function Message Description Action
System Alert You need to You want to set Input a valid
Manager have a phone up a pager for phone number

number to test event handling

this function function. But no

phone number

System Alert Please check After finish the Check the
Manager your pager to test of pager pager

see if the setup, You

dialing worked!!

must check the
setting is OK
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A Troubleshooting

Hardware common part troubleshooting

Function

ASM Pro

AGENT

Message

CPU/Housing Fan
stopped

Description

Fan stops

Action

Replace fan

CPU/On Board

Temperature is

Cool down or

temperature exceeds  going high power off server
threshold
CPU/SYSTEM: Voltage is Check Power
voltage sensor is out abnormal Supply model or
of range contact your H/'W
vendor
Redundant Power Redundant Check if it is
supply unit failed Power supply power-off or

unit is abnormal

unplugged. Or
replacing a new
one

Redundant Power Redundant Check if it is
supply fan failed Power supply power-off or
fan stops unplugged. Or
replace a new
one
Power supply failed UPS is Check if it is
abnormal power-off or

unplugged. Or
replace a new
one

Power supply fan
failed

UPS fan stops

Check if it is
power-off or
unplugged. Or
replace a new

one

AC power failed AC power is Replace a new
abnormal one

AC power failed. AC power is Replace a new
Shutdown server in 1 abnormal. one

minute

Server will be
shutdown




Function Message

UPS battery failed

Description

UPS battery is

469

Action

Check battery or

abnormal replace a new
one
Fuse failed Fuse is bad Replace the fuse
or contact your H/
W vendor
ECC error DIMM error Replace the

DIMM or contact
your H/W vendor
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B RAID utilities



The Redundant Array of Inexpensive Disks
(RAID) combines small, inexpensive disk drives
into an array of disk drives which yields
performance exceeding that of a Single Large
Expensive Drive (SLED). The array of drives
appears to the computer as a single logical
storage unit or drive. These utilities monitor the
RAID Controller information and functions. The

following sections give a brief description of the
utilities.
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) ASM Pro Mylex RAID utility

Mylex RAID controller monitor

This window is used to monitor Mylex RAID Controller Information. The
upper left window displays the hierarchical view of the controller structure,
and the upper right window shows logical drive information.

Controller tab

Click the Controller tab to monitor Mylex RAID Controller Information.
Click on a controller to show controller information.

14841 — MyLex Controller M= B3

3 DACIBOPL: 3.50.0.00 Logical Drive

-4 Channel 0 [0] 2047 ME
@ DEC 2047 MB 1] 2047 ME

DEC 2047 MB B 212047 ME

Controller | Disk | CuiSta. | St Graph | Disk Sta | PDisk Graph | LDisk Graph |

[DACsE0PL
| Walue | =

Status Functional
Firmware 350.0.00
Configured channel 2
Actual Channel 2
td awirnum Logical Drive 3z
I aximum T argets / Channel 16
M auimurn Requests Sent E4
M awirurn D ata Transferred / Request Ed -

Disk tab

Click the Disk tab to monitor Mylex RAID Controller disk information.
Highlight a hard disk to show physical disk information.
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iIAA41 — MyLex Controller [-[=]=]
DACSGOPL : 3.50.0.00 Logical Drive
& Channel 0 [0] 2047 ME
B [1] 2047 MB
2047 MB B 21 2067 M
2047 MB
Ll Channel 1
Contreller Disk. | Tt Sta. | Ctl Graph | Disk Sta. | PDisk Graph | LDisk Giaph |
Physical Disk Lagical Digk
Status : [OrLine Status: [7E
Vendor:IDEC RA&ID LEVB‘ZI—N.HA
Product: [DSP32103 wiite Policy : [{78
Revision : |><442
. Size - [N7A
sz I2047 MB Phwzical Size : |Nf}_\
Hard Errar: [ Mize Emor: [0 '
Stripe Size :
Parity Eror : |0 (DEZELIN/

Controller statistic tab

Click the Controller Statistic tab to monitor Mylex RAID Controller

statistics information.

2047 MB
2047 MB
2047 MB

Chrl Sta. I Ctrl Graph | Disk Sta. | PDisk Graph | LDisk Graph

Logical Drive

=]

) [1) 2047 ME
B [2) 2047 ME

Controller | Disk.
[DACIEOPL
Physical Disk

Read Request : [3
Dataread: [JMBE

Wiite Request : [0
Drata‘write : [0 MB

Logical Disk

Read Request :
Dataread:
ke Request :
D ata Write :
Fiead Cache Hit :
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Disk statistic tab

This window is used to monitor Mylex RAID Controller disk statistic
information. Under this tab, the displayed information is as shown below:

AAA1 — Myl ex Controller == E
DACSEOPL : 3.50.0.00

Logical Drive

Enntmllall Diizk. | ChilSta.  Ctil Graph |D|sk Sta I PDizk Graph | LDizk Graph

Controller : | DACSEOPL
240 —— LI Read
=
§ ey — D Write
@ 1200 ™D Read
# 600 — 96
0+ + + t |
12:12:56 1213 121306
Physical disk statistic graph tab
1AAA1 — MyLex Controller =] x]
DACSE0PL : 3.50.0.00 Logical Drive

=& Channel 0 0] 2047 MB
L@ DEC 2047 ME B 2047 e
2047 MB B2 2047 ME

i@ Chanrel 1

Enntrnllerl Diigk. I Chil Sta | ElrIGraphI Digk Sta.  PDisk Graph |LD\sk Graph

Physical Disk : | DEC  DSP32i05 2047 MB

1100.04
E 220.04 — Readllggq-
S 600
o 4400 Write Req
# — .

22007 249

1] t 1
1214545 121580 1214585
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Logical disk statistic graph tab

AAA1 — MyLex Controller 1= E3 ]
DACSE0FL - 350.0.00 i

2047 MB
2047 MB
2047 MB
& Channel 1

Contoller | Disk | Ctl Sta. | Crl Graph | Disk Sta. | PDisk Graph  LDisk Graph

Logical Disk : [ Digk 0: 2047 MB

10500.0
— PRead Redq.
g400.0 P

G300.0
4200.0
2100.0

#/ Second

—— Trite Red.
G|
|

0 + {
121658 121703 121708
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) ASM Pro DPT RAID utility

This utility monitors the DPT RAID Controller information and functions. The
window shown below is the main screen of the DPT RAID Controller. The
upper left window displays the hierarchical view of the controller structure,
and the upper right window shows the logical drive information.

HBA (Host Bus Adapter) tab

i ASM DPT Module-- NT [195.9.210.53]

Eile

= 18 PM333IUW
=148 Bus: 0
-8 DDRS-33130W
B DCAS-32160w
= Bus: 1
B DORS-29130w

HBA | Bus | Device | Ay | Statistic | Graph |

I Walue | -
Agent Fley. DPT SC51 Spster SNMP Subagent far Windows NT/95; Ver
Wendar DPT
Madel PMI3340W t)
Firmyare o7Lon
Serial
10ddr BO10K
BusTupe PCI
MaiTransferRate 132 MB#sec.
Irg a j

Item Description

Agent Revision ~ DPT SCSI system SNMP agent revision information

Vendor Name of the HBA vendor
Model HBA controller model description
Firmware HBA controller firmware version

Serial Number HBA controller serial number

IO Address HBA controller I/O Address (normally displayed in
hex). Itis a 16-bit value for ISA and EISA, and 32-bit
value for PCI devices
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Item Description

Bus Type Host bus type of the computer system to which the
HBA is attached to

Max Transfer Maximum possible transfer rate in MB/seconds

Rate

IRQ HBA controller interrupt level

IRQ Type HBA controller interrupt type

DMA HBA controller DMA channel. Only applicable if an
ISA HBA

RAID Module HBA Disk Array Module. With the addition of the
DM4000 Disk Array Module and a caching module,
HBAs can configure hard drives into RAID-0, RAID-1
and RAID-5 arrays, providing disk-fault tolerance
and throughput many times those of non-arrayed
disk drives

Cache Module HBA controller caching module

Audio Setting the value of this object to on causes an
audible alarm to start beeping. Setting the value of
this object to off causes the audible alarm to stop
beeping

Up Time Time elapsed (in hundredths of a second) since the
HBA last booted

ECC Enabled Shows if the ECC is enabled on the HBA. This
object can set ECC to enabled or disabled

Max Maximum percentage of read-ahead pages brought
ReadAhead into the HBA cache
Rate

Max DirtyPages = Maximum percentage of dirty pages in the HBA
Rate cache

Write Back Write-back delay in milliseconds
Delay
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Item Description

Temperature Temperature as seen on the HBA

Voltage Voltage as seen on the HBA

Bad Memory The value of this object is the last faulty HBA RAM
Address address as determined by the ECC algorithm used
by the HBA

Bus tab

'l ASM DPT Module— NT [195.9.210.53]
File

-1 Ph3334U0W

=&
B DDRs-29130W

T DCAS-32160W/
- Bus: 1
1 DDRS-391 20w

HBA  Bus | Device] Away | Staistic | Graph |

idth : I‘_Wlde

Type : [Singls Ended

MasTransferRate : [RO0ME/Ss

SCslD: [7

Item Description

Width SCSI Bus width

Type SCSI Bus transceiver type

Max Transfer SCSI Bus maximum possible transfer rate in MB/s.
Rate Valid values can be 4, 5, 8, 10, 20, 40, 100, etc.

depending on the SCSI technology used

SCSIID SCSI ID of HBA on this SCSI Bus
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Device tab

. ASM DPT Module-- NT [195.9.210.53]

Eile
-8 PM3334UW

DDRS-39130W/

HBA | Bus  Devios |Anay | Stalistu:l Graphl

[ value -
SCSIID
Lun 1}
“endor 1B -
Maodel DDRS-39130W
Revision 5710
Serial REDOG583
Status optimal
Buswidth Wide
Capacity 8715 MBytes |

Item Description

SCSI ID SCSI ID for the device

LUN SCSI Logical Unit Number (LUN) for the device
Vendor Vendor name of the device

Model Model name of the device

Revision Device revision level

Serial Number Device serial number

Status Administrative state of the device

Bus Width Value of this object indicates the data width of the
SCSI device

Capacity Storage capacity of the device in MBytes

Block Size Device block size in Bytes

Max Transfer Maximum data transfer rate for the device

Rate
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Item Description

Removable Value of this object indicates if the device is
removable or not

ECC Enable Value of this object indicates if the device has ECC
enabled or disabled

SCSI Version Value of this object indicates the SCSI specification
version supported by the device

Soft Reset Value of this object indicates if the SCSI device is
soft reset capable or not

Cmd Queuing Value of this object indicates if the SCSI device is
command queuing capable or not

Linked Cmds Value of this object indicates if the SCSI device is
linked commands capable or not

Synchronous Value of this object indicates if the SCSI device is
synchronous or not

Relative Value of this object indicates if the SCSI device

Address supports relative addressing or not

SMART Value of this object indicates if the SCSI device
supports SMART specifications

SCAM Value of this object indicates if the SCSI device
supports SCAM specifications

Fast20 Value of this object indicates if the SCSI device
supports Fast20 specifications

Bad Block Value of this object represents the last bad block

Number encountered on this device. It is needed in the

definition of one or more traps. Value 0 means there
is no error, and note that the first block starts from 1
(not zero)
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Item Description

Bad Block Value of this object represents the count of the bad

Count blocks starting at Bad Block Number encountered
last time on this device. It is needed in the definition
of one or more traps

Errors Above This object indicates if the error count of this device
Threshold has reached the threshold or not

Drive Locking This object indicates if the drive is locked or not

On

Last Req Sense  The value of this object is the request sense
Info information and is primarily used in the definition of
one or more traps

Hot Spare This object indicates if the drive is a hot-spare or not
Array tab
' ASM DPT Module-- NT [195.9.210.53]
File
ER - e
-4 Bus: 0
-} DDRS-39130W
B DCAS-A2160W
=8 Bus 1

Harne
Type
Capacity

Bkg Progress
Status

Stripe size

. §B) DDRS-29130W

—
[
7 —
pew—
Pefe
[ —

HEA | Bus | Devies oy | Statistic | Graph |

Components

[0:0:0:0] [BM
[0:0:1:0] IEM
[0:1:0:0] IBM

DDRS-39130w
DCAS-321 60w
DDRS-35130w

Item Description

Type RAID Array Group type

Name Name of the RAID Array Group
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Item Description

Capacity Capacity of the RAID Array Group
Background The value of this object returns the percentage
Progress complete status of the outstanding background

operations on this Array Group. This includes initial
Build, Rebuild, Verify and VerifyFix operations. If
there is no background operation, the value of this
object shall be 100. The value of this object will
always be 100 for non-redundant array (RAID-0)

Status Invalid(1), ‘active’(2), which indicates that the
conceptual row is available for use by the managed
device; 'notinService'(3), which indicates that the
conceptual row exists in the agent, but is unavailable
for use by the managed device; ‘notReady’(4), which
indicates that the conceptual row exists in the agent,
but is missing information necessary in order to be
available for use by the managed device;
‘createAndGo’(5), which is supplied by a
management station wishing to create a new
instance of a conceptual row and to have it available
for use by the managed device; ‘createAndWait'(6),
which is supplied by a management station wishing
to create a new instance of a conceptual row but not
to have it available for use by the managed device;
and, ‘destroy’(7), which is supplied by a
management station wishing to delete all of the
instances associated with an existing conceptual
row

Stripe Size Stripe size used on the array in KBytes. A stripe is a
contiguous region of disk space. RAID distributes
data evenly across component drives in an array by
concatenating interleaved stripes from each drive
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Statistic tab

. ASM DPT Module-- NT [195.9.210.53]
Fil
£ 188 Ph33340w

=P Bus 0

© ) DDRS39130W

DC4S-32160W
= Bus 1
*- ) DDRS-39130wW

HBL | Bus | Device|] dnay  Statistic |Graph|

[CO00]DFT - RAID-S

Fead “rite
Total Sectors: [B#T o
Cache Hits: [190 [0
Read Ahead Hits: [1953 wiite: Back : |01
Stripes Crogseds: |12

Item Description

Read/Total Total number of sectors read from the device
Sectors

Read/Cache Total number of data accesses in which the

Hits requested data was found in the cache

Read Ahead Total number of data accesses in which the

Hits requested data was found in the read ahead buffer
Write/Total Total number of sectors written to the device
Sectors

Write/Cache Total number of data writes to the device in which
Hits the data was written to the cache and not to the disk
Write Backs Total number of data writes to the device in which

the data was written from the cache to the disk at a
time when the device would otherwise be idle

Stripes Crossed  Total number of Array Group accesses which cross
stripe boundaries. Only applicable for array devices;
otherwise, zero is returned
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Graph tab

i ASM DPT Module- NT [195.9.210.53]
Fil=:

=1 PM333UW
=] 4P Bus: 0
B DDRS-39130w
: B) DCas-32160W
=45 Bus: 1
-9 DDRS-39130w

HEA | Bus | Dswcel Array ISlallsu-: Graph

114 DAV OPT  RAIDS
EIE‘_ -Read * 100
B sid &
T
g 25

-Write * 100

13

o . |

ez A [EEIETS

Thnes

Item Description

Read/Total Total number of sectors read from the device
Sectors
Write/Total Total number of sectors written to the device

Sectors
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C ASM Pro
Adaptec Cl/O
utility



Adaptec CI/O Array Management software is the interface to all
Adaptec array solutions, simplifying array management and
providing seamless scalability through a built-in upgrade path.

With Adaptec’s CI/O Array Management software, network
managers can monitor and manage storage either locally or
remotely from any PC or workstation on the network. The
management software allows network managers to see at-a-
glance both physical and logical array configurations and other
SCSiI peripherals for any server using Adaptec array adapters
and controllers.

This utility monitors status about storage devices and relative
information of Adaptec controller. The sections below give a
brief description of the utility.
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) Adaptec CI/O monitor window

#MONET — CI0 Information

Cantroller IDewcel Bus Port | Volume | Statistic |

HIE %ersion :

Controller :

Index | Mame | PM | UpTime
AICTE00 2 :21:52

Operational Statu:
Status :’W Uszage Status : [Unknown
Spare: Unknown Errar [Fatal/Majorw athing/ Current] :
Awvailibility : |L|nknown [ 0404040
Administiative : [Urknown Fredicted Failwe :  [Unknown

The upper left window displays the hierarchical view of the controller
structure, and the upper right window shows is the logical drive
information.

Controller tab

This window is used to monitor the Adaptec CI/O Controller Information.
The information displayed is shown below:

Item Description

MIB Version The revision number of the CIO SNMP agent

Controller

Index A unique index for each storage controller

Name Name, brand, and hardware revision level of the storage

controller
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Item Description

Protection Indicates whether or not the controller provides
Management redundancy or protection against device failures
Up Time The number of seconds that have passed since this

controller was last powered on

Operational Status

Spare For objects which reference this operational state and
which are sparing some other object this attribute
describes sparing status

Availability The availability of the object
Administrative The administrative state of the object
Usage The usage state of the object

Error Count Fatal, The accumulated Fatal or Non-recoverable error count for

the object
Major, The accumulated Major or Critical error count for the object
Warning, The accumulated Warning or Non-critical error count for
the object

This attribute presents the current error status for the
object. The most critical error status in effect should be
presented

Current

Predicted Failure Enumeration describing the current Device Predicted
Failure Status (e.g. the S.M.A.R.T. status of the object)
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Device tab

MONET — CI0 Information

Contraller  Device |Bus Poit | Wolume | Statistic |

Mumber of Device : |3

Index | Type | Description | State | Usage |
1 3 FLIITSU M25520 612 0142 Unknovn Unknown
2 3 SEAGATE ST32151W 0526 Unknowr Unknown
3 3 IBM  DDRS-34560W 5378 Unknown Unknown

Indew: 1 -FUITSU M29520-612 0142 ——
Block Size: [Unkmown Media Remavable : [Unknown
Formatted Capacity: (2346730 KEptes Medaloaded: [Unknown
Remaovable Device ; W Suppart Compression : W
Device Loaded: Unknown Support Encryption: [Unkeown
Operational Statu:
Spare : W Error [Fatal/t ajor/w arning/Curent] :
Avalbiity: Unknown | 0/0/0/0
Adm\n\g[[a[wg'W Predicted Failure : W

This window is used to monitor the Adaptec CI/O Device Information.
Under this tab the displayed information is as shown below:

Item Description

Number of Device  The Total number of storage devices

Index A unique index value for each storage device beginning
with 1

Type The type of this mass storage device

Description A longer description of the storage device

State The operational status of the object

Usage The usage state of the object
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Item Description

Device Status

Block Size The size in bytes of the data blocks used on the storage
media. If the media block size is unknown or inconsistent
then this value shall be zero

Formatted Media The total size in kilobytes of this storage media after it has
Capacity been formatted

Removable If true, then this storage device is removable (e.g. PCMCIA
Device device)
Device Loaded If true, then the storage device is loaded

Removable Media  If true, then the media in this storage device

Media Loaded If true, the media in this storage device is loaded
Support If true, the storage device supports compression
Compression

Support If true, the storage device supports encryption

Encryption
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Bus port tab

MONET — CIO Information

Conlrollerl Device Bus Port |Volume| Stat\slicl

Mumber of Port: |4

~Port1: 5C511D: 7

7 Protocal : SCSIPARALLEL(3)

SCS11D: 0, LUN: 0

SCSHD: 1, LUN: D Protocal Description : (SCSI Parallel
SCSND: 3 LUN: 0 Signal Charactenshic : lsingleE nded(3)

Supports |sochronous © |N°

Marirum Width : |8 Bits

Maximum Transfer Fate : [ MBytes

I asimum Attachments ; 8

Conrector Typs : nknown(2]

Caonnector Description : |5CSI connector

Connector Gender : fernale3)

This window is used to monitor the Adaptec CI/O Controller Device
information. Under this tab, the displayed information is as shown below:

Item Description

Number of Port Total number of ports

Port Information

Protocol The protocol describing the electrical characteristics of the
Bus Port. If 'Other' is used, then the Protocol Description
attribute shall be used

Protocol Additional description of the protocol describe above
Description

Signal The electrical characteristics of the Bus Port being
Characteristics described

Support Indicates whether or not the bus port supports isochronous
Isochronous transfers

Maximum Width The maximum width, in bits, of this Bus Port's data path. A
value of 1 should be used for serial
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Item Description

Maximum The theoretical maximum transfer rate, in millions of bytes

Transfer Rate per second, that this Bus Port is capable of achieving under
ideal conditions. A value of zero should be used if the
transfer rate is less than 1 million bytes per second

Maximum The maximum number of directly addressable entities
Attachments supported by this bus port's protocol
Connector Type Describes how options (cards, devices, etc.) physically

connect to this port bus. If 'Other' is used, then the
connector type description attribute shall be used

Connector Additional description of the connector described above
Description
Connector Indicates the gender of the connector described above
Gender

Volume tab

#=MONET — CIO Information

Contraller | Device | Bus Part Yolume IStatist\cl

Wolume Set :

MHame | Capacity [Bytes) |
UMMAMED SINGLE 4633461
UMMAMED SINGLE 4197404
3 UMMAMED SINGLE 8924939

This window is used to monitor the Adaptec CI/O Volume information.
Under this tab, the displayed information is as shown below:
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Item Description

Index A unique index value for each volume set beginning with 1
Name The name of the volume set
Capacity The total size in bytes of the user data space of this volume
set
Statistic tab

ONET — CIO Information

Contioler | Device | Bus Port| Volume  Statistc |

[Type [ Name |
Controller AICTE 00
[evice IBWM  DDRS-34560W 5578
Device SEAGATE ST32151W 0526
Device FUNITSU M235zn512 0142
Block -
| Fead: 2 Wiite: [2 |
Command
| Read: 2 Write : 2 |

This window is used to monitor the Adaptec CI/O Statistic information.
Under this tab, the displayed information is as shown below:

Item Description

Blocks Read The number of 512 byte blocks read from the object

Blocks Written The number of 512 byte blocks written to the object

Read Commands  The number of read commands issued for the object

Write Commands  The number of write commands issued for the object
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D Management system
snap-in modules



This appendix describes how to install and use
various Snap-in modules with the management
system.
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) CA Unicenter TNG

Note: Before installing the snap-in module, make sure that the CA
Unicenter TNG Framework and ASM Pro Console have been
installed.

To install the snap-in module, run Setup.exe from the installation CD under
the directory \Console\CA\ to install/uninstall the ASM Pro snap-in module.

This module creates classes and objects in the repository of Unicenter
TNG. The ASM Pro Agent object is created automatically when a new host
is added into the repository (manually added or by auto discovery).

To launch ASM Pro Console from Unicenter WorldView:
1. Find the node you want to monitor.

2. Double-click the node's icon.

tMessage I
Installed 2D lcon Sucoessiul

Installed 30 Icon Successful

Installed Service Successful

Import definition Successtul

3. Right-click the ASM Pro Agent's icon and launch ASM Pro Console
from the context menu.
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Unicenter THG

i~ Select Repasitory

[TECH_TNGDE ~] Find | Cancel |
Help |

If ASM Pro Agent is previously installed, an ASM Pro Agent's icon will
appear.
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) HP OpenView

Note: Before installing the snap-in module, make sure that the HP
OpenView Network Node Manager and ASM Pro Console have been
installed.

To install the snap-in module, run Setup.exe from the installation CD under
the directory \Console\OpenView\.

Launch HP OpenView Management Console and select the "Misc\ASM
Pro/ADM Snap in:ASMMon" menu item to auto-discover ASM Pro
machines. Select one ASM Pro machine and then click on the Tools > ASM
Pro menu. The ASM Pro Console launches.

B Acer ASM Snap-in for Unicenter THNG Framework

Linlnstall

tMessage J =
Installed 30 lcon Successtul.
Installed Service Successful.
Import definition Successful.

Check YindowsMT_Sercser [192.9.270.10]
Check "WindowsMNT _Sereser [192.9.210.1]
Check YWindowsMHT_Serser [192.9.210.99]
Check Unclassified_TCRF [192.9.270.200]

Check Unixhyare [192.9.270.201]
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Found Server Agent [192.9.210.949]

Found Hardware Agent192.9.210.99

Found Sercser Agent [192.9.2710.1]

Found Hardware Agent192.9.210.1

Install Completed.

Festart »indows MNT to complete the installation. -
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MMC (Microsoft Management
Console)

The MMC snap-in module is included in the ASM Pro Server Agent
installation when installed in Windows NT servers.

Follow the setup wizard during installation and click the Next button to go
to the next page. You can also click the Back button to go back to the
previous screen. Choose MMC when prompted to install snap-in
components. A check indicates that the snap-in component wil be installed
into your machine.

To install and run the MMC:

1. Choose Custom setup and then click Next.

Click the type of Setup you prefer, then click MNesxt.

T Typical Program will be installed with the most camman
options. Recommended for most users

" Compact Prograrm will be installed with minimurm reguired
options.

You may choose the options wou want ta install.
Recommended for advanced users

CAWINNTYASH Browse...
< Back I Mext > I Cancel |

’rDestmatlun Directony




2. Click MMC and then click Next.

In the Optians list, select items youwant ta install, clear tems
you want ta remove, :
lfyouwant to cancel installing, just press Cancel Button

LCompanents

v SNMP Agent 10742 K
Dbl 293K
Sever Mif 380K

v Biemote Console 2402 K

’rDesimEmljn Directory

CAWINMNTAASH Browse ‘

‘Space Required 13318 K o
e i ace..
‘Space Available: 154784 K. =P

< Back I Next» I Cancel I
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3. To run MMC, click the Start button in Windows NT and then choose

Programs, Administrative Tools, and then Advanced System

Management.

& Documents
@ Settings
Q Search
e Help

E Run...

@ Shut Down, .

'ﬁ] Cormponent Services

Q Computer Management
Data Sources (ODBC)

E Event Wizwer

@ Local Security Policy

@ Performance

Accessoties L % Services
ﬁ Telnek Server Administration

Startup

2 e Internet Explorer
@ Qutlook Express
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4. The MMC main screen appears.

M Artion  Tiew H & = |

Tree | Hame [ Description. |
System Bosic System information
|1 Console Raot gsmmge Storsee Information
& R Netvork Network information
39 Health Herdware related information
< Onbosrd devize Onboerd information
il Resource Resouree information
&0 device 10 device information
&l Event Log Event Log information

5. Click the plus (+) sign besides Advanced System Manager to expand
a list of viewable system information.

|| teton v || & = |Bm|B @

Tree | Hame [ Falue |
Machine Nome TPE_E06061
9 ok R Opersting System Microsoft? Windows NT(TH)
=R Advanced SystmMans| o Sy Version Version 4.0 Build 1381 Service Pack 5
b Sm Haudwere bodsl et
3 Hebrork BIOS Version ¥32ROIDZ  EN
i Heolth Processor Usknown 400Mbz
) Onboard device Memory Size 128 MB
-8 Resource Cachine Size L132KBL2512KB
A& 10 deviee Login Ussr Tean
& EventLog Domsin/Workgroup MITE?

For more infornation about the MMC, please refer to its online help.
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